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CHAPTER 1

DOCUMENT INFORMATION

1.1 Purpose of this document

The purpose of this document is to provide all necessary information for the correct configura-
tion of Denwa UC&C 4.0.1 .

1.2 Scope

The documentation provided here can be used with any version of the Denwa UC&C system,
except for the device called Denwa SOHO, as well as the Telephone Gateways and Soft Switches.

1.3 Symbols

The following symbols shall be used to facilitate understanding of the contents:

Boxes: They include information regarding the specific functionality that is being devel-
oped in the text. It can have different levels of importance. Namely:

○␣ Informative: Grey box.

Grey box example

Informative content

○␣ Low importance: Green box. It may affect platform users.

Green box example

It may affect platform users.

○␣ Medium importance: Yellow box. It may affect client operation.

Yellow box example

It may affect client operation.

○␣ High importance: Red box. It may platform operation.
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Red box example

It may platform operation.

○␣ Transcription: Between brackets. Transcription of an external document

Content Content (continued)
Name or location of quoted document

○␣ System console or file: In a box with numbered lines

1 View of a system file content or console

Typographies: Specific typographies are used to refer to buttons, text and different ele-
ments of the user interface.
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Preparation
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CHAPTER 2

INSTALLATION PROCESS

There are currently two (2) ISO files for the installation of Denwa UC&C 4.0.1 , which were de-
signed for completely different environments:

Regular installation, with direct connection to the Internet.

Closed environment installation, with local repositories or repositories reachable through
the distributor39;s MAN network.

In both environments, the installation process is the same, with the only exception that it will
be necessary to declare the server that operates as an Application Proxy or Repository.

However, regardless of the environment in which the installation is to be performed, the
installer must have the installation and activation license numbers.

Licenses

Should the installer not know the installation and/or activation license numbers, these
can be requested from Denwa Technology Corp. Support Department, by supplying the
series number of the equipment in which installation will be performed.

2.1 Available ISO files

At the time of publishing this manual, the released versions of these ISO files are available from
the following links:

With Internet connection: http://dendown.denwaip.com/dendown/downloads/src/DenwaUC-4.
0.1.20200212.iso

ByProxy: http://dendown.denwaip.com/dendown/downloads/src/DenwaUC-4.0.1.20200903-TECO-proxy.
iso

2.2 USB Availability

Once the suitable ISOfile has been downloaded, it is necessary to have the appropriate software
to transfer it to a USB storage device. This may vary depending on the operating system of the
computer being used.
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2.2.1 Linux

2.2.1.1 GUI Mode

2.2.1.1.1 Debianbased In the caseofDebian-basedoperating systems, suchasUbuntu, Deepin,
Linux Min, Kali Linux, SteamOS or similar systems, the Startup Disk Creator application can be
used. If this application is not in the system, it can be installed from the Terminal using the
following command:

1 apt install usb-creator-gtk

Once installed, it can be located by typing «Create Startup Disk» in the GNOME activity menu,
or in the startupmenu of the distribution being used. Once the application is open, you will see
that the interface is really simple. In fact, the procedure is practically self-explanatory. It has two
sections, one in which you must select the ISO image you want to burn, and another in which
the USB device is indicated.

Thefirst thing is to select the ISO image; todo this, under the sourcedisk imagebox, youmust
click onthe «Other...», esto abrirá el explorador de archivos y le permitirá localizar y seleccionar
el fichero.

Figure 2.1: Startup Disk Creator Interface

Once you have selected the image to burn, the next step is to select the device to use. There
you must select the USB device that you want to serve as the boot disk (it must be connected
beforehand).

If you are viewingmultiple devices, youmust havemore than one volume connected to your
system through a USB port, so select the appropriate one and you are done. Note that this
procedure will erase all the content that was previously on the device.

Once this is done, just click the «Create bootable disk»; button to start the process of burning
the image and preparing the volume.

In amatter of minutes (depending on the port speed and the type of USB disk selected) you
should have the bootable USB with the Denwa UC&C 4.0.1 installer ready.

2.2.2 Windows

We recommend the use of Rufus for the creation of bootable disks. To download Rufus, you can
go to the official website of the project (https://rufus.ie)and scroll down to the download
section. There you will see that you have two main options: installable or portable.

12
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Using Rufus is really very simple. Once you open the application (if you have downloaded the
portable version, you just have to run the downloaded file) you will see a window with several
options.

The first step is to select the USB device. A drop-down box will list all USB devices connected
to your system. You must be careful which device you choose, since in th process all the data
thatmay be on that devicewill be erased. In the image below, an 8GBdevice has been selected,
on which an Ubuntu 18.04 LTS image was previously burned.

Figure 2.2: Rufus Interface

It is not necessary to format the selected device beforehand, as Rufus already formats the
drive before creating the new boot disk. Notice that the quick format checkbox is checked in
the formatting options.

The following step is to select theDenwaUC&C4.0.1 image (donot forget to check its integrity
before), to generate the boot disk. To do this, you have to click on the button indicated in the
following image.
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Figure 2.3: Rufus Interface: ISO selection

When selecting the image, there are several options according to the different settings. You
can choose these options, such as the volume label, but it is recommended to use the default
options to start the process.

Figure 2.4: Rufus Interface: Burning starts

Once the process is completed, the USB device is ready to be used for the installation of
Denwa Denwa UC&C 4.0.1 .
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2.3 Base operating system installation

First of all, it is necessary to configure theway in which the computer will boot, for this youmust
enterthe computer’s BIOS and select the USB device mentioned in the previous section as the
boot disk. In addition, UEFI must be set as the boot mode..

Boot configuration

Since the Denwa UC&C 4.0.1 system is compatible with equipment of different genera-
tions, the way to access the BIOS may be different in each case.

Once the equipment has started with the USB device, a screen will be displayed where you
can select the language used for the installation options. We recommend the use of English, as
all our reference documentation is in this language.

Figure 2.5: Operating system installation: selecting installation language

On the next screen you need to select the «Install Denwa UC» option to use automatic par-
titioning, or «Install Denwa UC Manual Partition» to resize the system partitions differently, and
press the «Enter» key.

Manual partitioning

The installation of somemodules, CDRs local backup features , massive logs to the system
logs, secondary disks or RAID alignments may require the customization of the system
partitions.
If in doubt, please contact Denwa Technology Corp. support.
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Figure 2.6: Base operating system installation

Then you will have to select the installation language of the base operating system; once
again, we recommend always using English, because all our reference documentation is in En-
glish.

Figure 2.7: Operating system installation: selecting language

In the next step you will select the location, city, region or country,
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Figure 2.8: Operating system installation: selecting city, region or country

Next youwill be askedwhether youwant to run the keyboard layout wizard. We recommend
running it, since it will allow the user to sort out problems by pressing a few keys when entering
the computer using the monitor and keyboard.

Figure 2.9: Operating system installation: keyboard layout wizzard

Otherwise, you will be presented with a list of all possible keyboard layouts for you to select
one from the list. By default, the «English (US)» option is selected
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Figure 2.10: Operating system installation: list of languages and countries

Figure 2.11: Operating system installation: keyboard distribution list by language and country

Then, if the equipment has an active internet connection, the time zone inwhich the installa-
tion is being performedwill be automatically detected. Presiones «Yes» to validate the detected
time zone or «No» to select it from a list.
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Figure 2.12: Operating system installation: confirming time zone

Once this is done, disk detection and partitioning will start. If you have selected the «Install
Denwa UC» option, it will be enough to select the «Guided - use entire disk» option. You will be
asked to confirm the disk on which partitioning will be performed.

Figure 2.13: Operating system installation: detecting disks
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Figure 2.14: Operating system installation: partitioning method

Customized partitioning

If you have selected the custompartitioning option, the following considerationsmust be
taken into account:

All partitions, except the «swap» partition, must be of type «ext4»

At least the following partitions must be created:

○␣ «\boot» on the solid state disk, for the system boot files.
○␣ «\» on the solid state disk, for the base Operating System (20GB minimum, 30
GB recommended), for:

Operating System
System Logs
Operating System user folders («pbxadmin», «Denwa Support»)
Module files

○␣ «swap»on the solid state disk, 2GB to 8GB recommended, depending on the
equipment (request Denwa Technology Corp. Support)

○␣ «\denwa» on the solid state disk, for all the processes associated with the tele-
phony engine.

Telephony Engine
Databases
Web interface
Recordings to be transferred to the FTP Server (if any)

○␣ «\persistent» on the mechanical disk (if any) for local storage of call recordings

Now you only need to wait a fewminutes for the installation to finish, and it may be possible
(in case the installation is done by means of a bootable pen drive) to select the disk where the
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boot loader will be implemented. We recommend selecting the same device as in the previous
step.

This part of the process will end when you are asked to reboot the computer and remove the
removable installation media.

2.4 Unified communications system installation

After rebooting, enter the equipment again with the following credentials:

User: pbxadmin

Password: pbxadmin

There is no Prompt

If, once the equipment has restarted, there is no system prompt, press Control, Alt and a
function key. For example:

1 Ctrl + Alt + F2

Once the session has started, a commandmust be executed to initiate the unified commu-
nications system installation process:

1 all-uc

Figure 2.15: Unified communications system installation

First, you will be asked the installation language of the unified communications system (lan-
guage to be displayed in the web interface and through SSH access) you prefer, and, after vali-
dating the connectivity to theDenwa TechnologyCorp. repositories (either through the Internet
or through the distributor’s local repository), the installation license number will be requested.
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Figure 2.16: Unified communications system installation: installation license

The following stepwill not be necessary when installing the unified communications system
on aphysical computer. However, in virtual environments, youwill have to provide the processor
version or family.

Figure 2.17: Unified communications system: processor family

From this point on, you justwait for the download, installation and configuration of the differ-
ent software packages required for the unified communications system to be completed. Once
finished, just press «Enter» and the computer will restart.
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Figure 2.18: Unified communications system installation: installation finished

2.5 Unified communications system activation

Now, the next step must be executed from the web interface of the unified communications
system, so it is necessary to know the IP address of the equipment. Should you not know it
(because it was configured by DHCP when installing the base operating system), it is possible
to enter using two different methods:

On the equipment console

1. Login through the console with the pbxadmin user

2. Execute the command

1 ifconfig

3. Check the IP address assigned to your equipment by the DHCP network server

4. Using the web browser, enter the IP address obtained.

Using the system predetermined IP

1. Configure any network IP on your computer 10.10.10.0/24, except the 10.10.10.10

2. Using the web browser, log into http://10.10.10.10

Once the login page has finished loading, log in using the following data:

User: admin

Password: admin

Profile: Administrator
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When you log in, you will see this screen

Figure 2.19: Unified communications system activation: start screen

You just need to press the only button on the screen to display a form asking for contact in-
formation and the activation license. After entering the data, the license status will be validated
and activated and any updates available will download.
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Web Access
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CHAPTER 3

ADMIN INTERFACE

The way to enter the PBX administration interface is through a web browser, such as: Mozilla
Firefox, Google Chrome, Edge, Opera or Internet Explorer. However, our recommendation is to
use Google Chrome, version 79 or higher.

3.1 Login Screen

Once the web browser is open, in the address bar you must enter the IP address of the unified
communications system and theword «admin», for example: http://192.168.0.1/admin. De-
pending on the latest update installed, the login screen may change.

Figure 3.1: Login screen: Updates 001 to 004
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Figure 3.2: Login screen: Updates 005 onwards

The default credentials are:

User: admin

Password: admin

There is no limit to the number of admin users that can be created and can access simulta-
neously

Number of administrators It is recommended to have a limited number of administrators
and with differentiated access, as can be seen in the Administrators section, on the 102 page.

3.1.0.1 Password Recovery

In the event that you have an administrator type user and you have forgotten your password, it
is possible to recover it; however, two (2) conditions must be met:

That the unified communications system has its mail server properly configured (see sec-
tion Mail Server Tab on the 97 page)

That the administrator type user (who wants to recover his password) has an associated
email address

With both conditions fulfilled, by clicking on the text «Forgot your password?» and entering the
administration username, an email will be sent containing the code necessary to recover the
password.
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Figure 3.3: Login screen: Password recovery

3.1.0.2 Support VPN Connection

In addition, the possibility of connecting the unified communications system to support has
beenaddedwithout theneed forAdministrator access, as longasDenwaUC&C4.0.1 has Internet
access.

By clicking on the icon in the shape of a life preserver, located under the login button on the
login page, the administrator will open the following window:

Figure 3.4: Login screen: Connection to Support VPN

In this window it is possible to see relevant information that the Denwa Technology Corp.
Support area will request to process your request through the http://support.denwaip.com
ticket system, namely:

License status: Indicates if the equipment has an active support and updates contract
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License: Equipment activation license number

Status: Status of the connection to the Denwa Technology Corp. Support VPN

IP: IP address assigned within the Support VPN

In the event that the field called «Status» indicates that Denwa UC&C 4.0.1 is «Disconnected»,
you must click on the «Connect» button and wait a few seconds to obtain an IP address to pro-
vide to the Support area of Denwa Technology Corp.

3.2 Home Screen
By default, the unified communications system dashboard will be displayed, which will be dis-
cussed below.

Options to display

The administrator type user assigned to youmay not be able to view all of themenu items
described below. If you consider that, due to your functions and abilities, you should have
greater privileges, ask your Denwa UC&C 4.0.1 administrator.

3.2.1 Board
Shows relevant system information in card format, indicating:

Time: Parameters of the base operating system used by Denwa UC&C 4.0.1

○␣ System Date
○␣ System uptime

Update Status: Shows whether all Denwa UC&C 4.0.1 items are updated to their most re-
cent version; Otherwise, the lower line will be shown in another color, indicating that an
action is required on the system.

○␣ Denwa UC Updates
○␣ Device firmware updates

Active Calls: Shows a graph representing the number of calls in progress in the last twenty
(20) minutes.

Classification of incoming calls: Using a stackable bar graph, it shows the total number
of calls in the last eight (8) days, broken down by:

○␣ Attended
○␣ not attended

Partition status: Represents the occupancy status in each of the Denwa UC&C 4.0.1 parti-
tions

○␣ System: Normally located on the solid state drive, for the base Operating System, and
contains:

Operating System
System logs
Operating System user folders («pbxadmin», «Denwa Support»)
Module files
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○␣ Applications: Usually the solid state disk, for all the processes associated with the
telephony engine, that is:

Telephony Engine
Databases
Web interface
Recordings to be transferred to the FTP Server (if any)

○␣ Data: Only on the mechanical disk (if any) for local storage of call recordings

Availability of partitions

Depending on the computer model and the number of storage devices avail-
able, the graphics will be active or inactive.

Password security level: In case of having vulnerable passwords, indicate the number of
them.

Status of services

○␣ Telephony
○␣ Information DHCP SNMP
○␣ NTP
○␣ Messaging

Use of storage devices by type of data: This card summarizes the space used on the disk
according to the type of data.

○␣ Database
○␣ Logs
○␣ Backup
○␣ Recordings
○␣ Transfers to FTP
○␣ Voicemail
○␣ Network Captures

State of Firewall Policies: Policies are the default response to any connection that does
not meet criteria that have been declared as «exceptions».

Status of Firewall services

○␣ Firewall: Firewall service
○␣ Failed attempts: Service that blocks access from an origin that has failed in its cre-
dentials for any type of connection in a defined period of time (see «Firewall», on page
pagereffail2ban)

○␣ Portscanning: Service that blocks access from an origin where an attempt to scan
ports on Denwa UC&C 4.0.1 has come from (see «Firewall», on page 122)

HTTPS enablement status

Number of calls in the last three (3) months
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3.2.2 Users
Shows the list of all Denwa UC&C 4.0.1 users, indicating:

General: Name given to the user

Mobile: User’s mobile phone number

Extension: Extension number in Denwa UC&C 4.0.1

Mode:

3.2.3 Advanced Interface
This element is a shortcut to the previous version of the Denwa UC&C 4.0.1 administration web
interface. You can see all its content in the Advanced Interface section, starting on the 32 page.

3.2.4 Logout

3.3 Advanced Interface

Options to display

The administrator type user assigned to youmay not be able to view all of themenu items
described below. If you consider that, due to your functions and abilities, you should have
greater privileges, ask your Denwa UC&C 4.0.1 administrator.

3.3.1 Home
When logging in with the Administrator profile, the PBX web interface configuration Home
tab is observed. You can find data on server status, information on active services, disk usage
statistics and more from Denwa UC&C 4.0.1 .

Figure 3.5: Advanced Interface: Home Screen
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This page offers the following information expressed in boxes.

System Resources: For more details you can go to Reports > System Resources, or to the
System Resources section on the 90 page.

○␣ Server Date: current date and time of the panel.

○␣ Activity Time: Elapsed time since the last time the computer was turned on.

○␣ Active calls: allows you to graphically display the calls made in the last 20 minutes.

○␣ Disk Usage: voicemail, recordings, system, free and total space.

○␣ Partitions: Percentage of use of system partitions.

Security: Indicator and alert of the states in the security schemes at Denwa UC

○␣ Firewall Services: Shows the status of the firewall, failed attempts and port scans.

○␣ Firewall Policies: INPUT, OUTPUT and FORWARD.

○␣ Insecure user passwords: Color-coded status of administrator, telephony, and UC
passwords.

○␣ Web Security: Shows the status of HTTPS.

Services: Services status indicator (in green if they are active, and in red if they are deacti-
vated)

○␣ Telephone service

○␣ Information Service

○␣ DHCP server

○␣ SNMP server

○␣ NTP Server

○␣ Messaging server

Updates

○␣ Denwa UC: indicates if there are updates available for Denwa UC&C 4.0.1 (Settings >
Support)

○␣ Equipment: indicates whether there are updates available for approved telephone
equipment (Settings > Equipment > Models)

Alerts for disk occupation

When the disk capacity reaches 70%, the system sends an email to the platform
administrator-type users, informing that one ormore of the systempartitions has crossed
the threshold (this task is performed once every hour). For these alerts to function cor-
rectly, the email server must be previously configured in Configuration > General > Mail
Server (see section Mail Server Tab on the 97 page).

3.3.2 Users

From the Users tab you can select various actions, which will be explained below.
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3.3.2.1 View Users

This option allows you to see the complete list of users created, alongwith their Name, Surname,
Email, Extension,ModeandRegistrationStatus. If the extension is registered, placing themouse
over the green circle displays the IP number of the associated telephone.

It is also possible to delete and edit users individually directly. To delete a user, it is only
necessary to click on the X-shaped icon (). While to edit it you must click on the Name of the
desired user.

Figure 3.6: Advanced interface: View users

3.3.2.1.1 Multiple edit It is also possible to perform amultiple selection of users. To do this, it
is necessary to select at least two users (click on the boxes to the left of the user’s name). Then
you must access the Actions menu, which is located in the lower left corner of the screen.

Figure 3.7: Advanced interface: View users, multiple selection

In the popup window, the settings of the selected users are displayed, which are a reduced
version of what can be found in the New User option.
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Figure 3.8: Advanced interface: View users, multiple editing

3.3.2.1.2 Assignment of accession numbers In addition, DIDs (access numbers) can be as-
signed to extensions by clicking the plus icon ( ) to the right of the extension number. This
action will display a window like the following:

Figure 3.9: Advanced interface: View users, assigning access numbers

After selecting it, it will be associated to the extension by clicking on the plus icon ( ). On
the other hand, if what you want is to delete the relationship, youmust click on the subtraction
symbol ( ). All changes will be saved by clicking on «[Close]».

3.3.2.2 Search Users

From this option you can search for users by: name, surname, extension, type and DID (access
number). Also, it allows you to search for both registered and unregistered users; or by some
particular indicative text or prefix. This tool simplifies tasks when you have a large number of
inmates.
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Figure 3.10: Advanced interface: Find users

User searchUsers can also be searched from the screenwhere all users are listed (see section
View Users on page 34), by clicking on the icon located in the table header.

The search result is seen in the right pane. From here you can also make user settings, that
is, edit, delete and/or add a DID.

3.3.2.2.1 Modify allows you to edit the user’s configuration. Clicking on this option displays
the Modify User window. This window is identical (except that it already has information) to
the user registration window (see section New User on the 36 page). This screen can also be
accessed by clicking on the name of the user in the View Users listing on the 34 page.

Figure 3.11: Advanced Interface: Modify User

3.3.2.2.2 Delete allowsusers to bedeleted. After clickingon this item, theViewUserswindow
is displayed.

3.3.2.3 New User

The New User menu allows you to generate a new extension, and make the pertinent configu-
rations.

User limit Although theoretically there is no limit to the number of users, it is our recom-
mendation not to exceed the number indicated in the different Technical Sheets of the prod-
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ucts, which have been statistically estimated, considering the relationship between active calls
(incoming, outgoing and between internal) and the number of platform users.

If you have any questions, consult the Denwa Technology Corp. Pre-sale area.

3.3.2.3.1 New User General Tab The window that is displayed allows you to create or modify
new users. The data to enter are the following:

Figure 3.12: Advanced interface: New user, general tab

Personal data of the user

○␣ Name: name of the user assigned to the extension.

○␣ LastName: lastname of the user assigned to the extension.

○␣ Email: email address of the user assigned to the extension. In the event that the ex-
tension does not answer the call, the voicemails will be sent there.

○␣ Language: Select the language for the user.

○␣ Image: A profile image can be incorporated from Denwa Desktop.

○␣ Group: Shows the groups to which the user belongs.

The extension number is defined together with its password and its mode. For a simple
extension, phone mode is used; For call center agents, the telephone mode is also used.

○␣ Extension: Define the extension for the user. There is no limit to the number of digits
for internal numbering

○␣ Password: the password of the user is defined. It must be strong, so it must be com-
posed of uppercase, lowercase, numbers and special characters.

○␣ Retype Password: The user’s password is confirmed.

○␣ Type: Allows you to select the type of extension, the options are SIP, FXS or IAX2.
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FXS Extension

If FXS is chosen, the port associated with the extension must be selected. To do
this, it is necessary to click on the icon.

Figure 3.13: Advanced interface: FXS-like user, user channels

Then, a click on the plus sign ( ) will suffice to associate the channel.

Figure 3.14: Advanced interface: FXS type user, available channels

Mode:

○␣ Phone: VoIP extension for ATA, Softphone or IPPhone.

○␣ Video Phone: Phone with built-in video screen.

○␣ FAX: VoIP extension for ATA with FAX support.

○␣ FAX to Email: this mode makes it possible to receive FAXs from the Denwa Desktop
portal of the associated users or their email boxes. To do this, a user must be created
with the FAX to Email mode; its extension is virtual, because it will not be registered
(in View User a red circle is displayed in Registered). Then, it is possible to assign users
from the New User Advanced Tab. This assignment is what allows the reception of
FAXs, in addition to the mailbox of the virtual extension, in that of the assigned users
and their Denwa Desktop portals.

○␣ Conference: allows multimedia connection between two or more users. For which it
is necessary to create a userwith Conferencemode; this extension is virtual for this rea-
son it will not be registered (in View User a red circle is displayed in Registered). Once
the user is created, the View User option next to the conference mode is displayed.
By clicking on this icon the PIN must be defined. After dialing the extension, the user
must dial this code to join the conference. There is no limit to creating conference
extensions, and the number of users per conference room is limited to the number of
concurrent calls.
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Figure 3.15: Advanced interface: Conference mode user

○␣ Group: allows you to make calls to a group of users gathered in a group according to
its configuration, go to View Group. For which a virtual extension must be created (in
View User a red circle is displayed in Registered). Once the user is created, the View
User option next to the Groupmode displays . When executing a click on this icon, you
must select the group to which the extension will be assigned and Confirm.

Figure 3.16: Advanced interface: User Group mode

○␣ Visitor: makes it possible for people not belonging to the network to use the equip-
ment registered in the network, that is, it is an extension that is generated to be able
to make calls from any equipment. To do this, when creating the user in this mode, it
is necessary to establish a security PIN. To make a call, you must validate your identity
by calling *65, then enter the security PIN and finally the extension to call.

○␣ Parking: Allows you to store incoming calls. When creating a parking user, it is nec-
essary to assign a group of extensions to which the calls that cannot be answered at
the moment will be transferred. The number of extensions that are assigned to the
mode are the number of calls that can be stored. For this process to be possible, it
is necessary to take the incoming call and then transfer it. When the call in progress
ends, the PBX calls the user and notifies them in which parking extension the call was
stored. To answer the call, you only have to dial the parking extension in which it was
saved.

○␣ Doorphone: allows you to manage calls to the door where the electric doorphone is
located. For this it is necessary to create a new user with Doormanmode and confirm.
Then you must enter View Users, click on the intercom extension, in the Services Tab
youmust configure the telephone extension thatwill ringwhen the intercom is called.
The equipment provisioning must be done after the extension is created.

○␣ Intercom: Allows you to configure an extensionwith thismode. Then, by checking the
Enable Intercomoption in theNewUser Permissions Tab, this functionality is available.
This type of extension can receive calls and auto-attend the line with only one audio
channel. This path is from the calling extension. It is used tomake announcements or
locate personnel. It is accessed by dialing *59 + EXT. FROM THE INTERCOM + SEND.

○␣ Call Center: allows you to configure an extension to integrate third-party Call Centers.
The call center is registered using this type of extension, the traffic of incoming calls
will be balanced between the different teams.
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○␣ Dispatcher: a dispatcher type extensionwill be generated and implemented formass
sending of Voice, FAX, Video and SMSmessages.

○␣ Video Security: allows you to assign security equipment to an extension. You can also
make calls from video phones to these extensions and view the activity in the place by
connecting in promiscuous mode or with two-way audio.

○␣ Preattender: Allows you to create an extension that works as a preattendant.

○␣ Application: This mode allows you to call an application for execution. To do this, you
must select the icon. The pop-up screen makes it possible to choose the desired
application. Then, you must press Confirm and Close.

Figure 3.17: Advanced interface: User Application mode

○␣ Shared telephone: an extension is created that can call any extension normally, but
when you want to make another type of call (external for example), a remote dialing
code is requested. This code is unique for each user. The user who wants to use a
shared phone must enter his remote dial code. Configurations are made in the Ser-
vices Tab (see sectionNewUser Services Tab on the 40 page) or from theDenwaDesk-
top portal (see section User Interface on page 157).

○␣ Public Phone: This option allows you to create an extension that can call normally,
but the user is prompted for a remote dialing code. This code is unique for each user.
The user who wants to use a public telephone must enter his remote dialing code.
Configurations are made in the Services Tab (see section New User Services Tab on
the 40 page) or from the Denwa Desktop portal (see section User Interface on page
157).

Settings for Denwa Desktop (see section User Interface on the 157 page) and status of this
extension.

○␣ UM User: UM (Unified Messaging) username.

○␣ UMPassword: UMpassword. Itmust be strong, so itmust be composed of uppercase,
lowercase, numbers and special characters.

○␣ Retype UM Password: retype to confirm the UM password.

○␣ Status: a status is assigned to the extension

Enabled: calls can be made in and out of Denwa UC&C 4.0.1 .
Suspended: calls can only bemade within Denwa UC&C 4.0.1 , but allows calls out-
side of it.
Disabled: you cannot make and receive any type of calls regardless of their desti-
nation.

3.3.2.3.2 New User Services Tab From this tab you must determine the call services. Here
you can configure the user’s line according to the services that you want to enable.
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Figure 3.18: Advanced interface: New user, services tab

The fields that can be managed are the following.

Global Call Services: allows the user to be assigned a profile, that is, a set of characteristics
common to several users can be established; these can be configured in User Profiles (see
sectionUserProfiles on the 53page). If there is noprofile created, the Local profile is offered
by default, that is, calls can be made 7 days a week, 24 hours a day.

Local Call Services: allows you tomanage permissions tomake various types of calls. They
can be enabled or allowed ( ), denied () or protected by the Security Pin ( ). In the event
that you want all call services to be protected by Security PIN, it is recommended to check
Use Security PIN. To configure the prefixes that correspond to each type of call, you must
access Call Services (see Call service on page 126).

○␣ Local: local calls
○␣ NDD: national long distance
○␣ IDD: international long distance
○␣ Mobiles: calls to mobiles
○␣ Specials: calls to special services, such as 0800, 0810 and 0600, for example
○␣ Emergency: emergency numbers
○␣ InterPBX: calls to another telephone exchange connected by an intercon trunk

Sip interconn

Interconn-type trunks allow the interconnection of two telephone equipment, allow-
ing their users to communicate with each other as if they were on the same equip-
ment, in addition to sharing their other trunks. For example:
In the event that there are two (2) exchanges 200 and 300 connected through an
interconn trunk, the 200 users can make calls to the outside using the 300 trunks,
and vice versa.

Use Security PIN: A PIN is used for each of the calls made by the user to request autho-
rization. There are two use cases, for which the user must dial his PIN to make a call:

1. When placing in the call services, it is not necessary to click on the checkbox corre-
sponding to «Use Security PIN».

2. It is required to put in each call service and then click on the checkbox «Use Security
PIN».
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PIN (Personal Identification Number): This numerical code is chosen by the administra-
tor, which must be entered when requested.

Remote Dial Code: This code is used to make outgoing Denwa UC&C 4.0.1 calls from a
shared phone. This code is unique for each user.

Alert when codes are used: an email is sent to the email address that the user has reg-
istered in the General New User Tab (see New User General Tab on page 37) when these
codes are used.

Use follow me: After creating the user, in this tab it is possible to enable the option to ac-
tivate Followme. To do this, youmust click on the checkbox, this enables its configuration.

○␣ Types of follow me:

Toggle + Announce: a ringing sequence is followed, an attendant allows the caller
to announce himself.
Simultaneous + Announcement: all extensions ring at the same time and an
operator allows the caller to announce himself.
Alternate: describes the way in which the extensions ring, in this case it is follow-
ing a sequence one at a time.
Simultaneous: with this option all extensions ring at the same time.
Alternate + Silent: a ringing sequence is followed and there is no attendant. The
call is automatically transferred to the next type of extension.
Simultaneous + Silent: they ring at the same time and there is no operator.

○␣ Clicking the button with the plus icon ( ) adds the followme rule.
○␣ In the fields below you can configure the extensions or numbers that are associated
with that user. Ring time can also be set. For the action to take place, you must click
on the plus icon ( ).

Figure 3.19: Advanced interface: User followme settings

Detour: In this section, it is also possible to configure detours.

○␣ From: allows you to select the origin of the calls that arrive at the extension. The fol-
lowing options are displayed in the drop-downmenu: internal, external and all.

○␣ Cause: is the reason that gives rise to the execution of the diversion rule. In this menu
you can select among the options: busy, no answer and always.

○␣ Action: here the course that the call will take is indicated, within these you can select:
diversion, disconnect and voice mail. Number: this option is activated whenever the
disconnect option was not selected in the corresponding action. This is because it is
necessary to place the number to which the diversion or voice mail will be made.

○␣ Clicking the button with the plus icon ( ) adds the diversion rule.
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Figure 3.20: Advanced interface: User forwarding configuration

Forward time: defines the time to wait before forwarding the call.

Boss: All incoming calls to your extension are forced to first be redirected to the Secretary.
To do this, you must select the option «Boss» and enter the extension of «Secretary».

Call Waiting: if enabled, if the user is on a phone call and another call enters, it will play a
tone alerting the new call, allowing the user to answer the second one, while leaving the
pause the first

Ask to leave a message: applies to external calls, that is, when a call is received, which in
the first instance is answered with a pre-attendant, this option may be available.

Use voicemail: if you want to use a voicemail on the extension, you only have to check
the box corresponding to themailbox. Once this is done, the possibility of customizing the
audio messages is enabled. To do this, it is possible to click on and load an audio file or
click on and record the audio from its extension.

Figure 3.21: Advanced interface: User: Audio customization

Mailbox without announcement: with this option the voicemail announcement is en-
abled or disabled.

Redirect voicemail to: Voicemail must be disabled in order to use this option. After this,
the extension to which the voice mail is redirected is loaded.

Voicemail Password: Set a password to access saved messages from the phone device.

Retype Password: Must match the password, in order to complete the process.
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3.3.2.3.3 Advanced New User Tab From this tab you can configure extra functions for each
user.

Figure 3.22: Advanced interface: User advanced settings

Alias: allows you to create a number and associate it with the user. With this, incoming
calls can dial that number and communicate with the desired extension.

Associated FAX: the possibility of associating a user type FAX, or FAX to Email to the ex-
tension is granted, and in this way, messages are received on the Desktop or in the email
box.

Timer (OUT): Allows you to add a timer which limits the duration of outgoing calls.

Calls (IN-OUT): allows you to determine the number of simultaneous calls that each user
can make or receive.

Record: Allows you to record outgoing calls, incoming calls or both, randomly or continu-
ously.

○␣ Do not record: Do not record any calls
○␣ All-Continuous: Record all calls, incoming or outgoing
○␣ All-Random: Record some calls, both incoming and outgoing
○␣ In-Continuous: Record all incoming calls
○␣ In-Random: Record some incoming calls
○␣ Out-Continuous: Record all outgoing calls
○␣ Out-Random: Record some outgoing calls

Recording capacity: the space in MB available for call recording is limited. When the
space is exceeded, the oldest recordings will start to be deleted, in case you want to keep
them, it will be necessary to configure a backup server from Backup Tab of General (see
Backup Tab on page 97) to store those recordings.

Voicemail Capacity: Set the number of voicemails that can be stored locally in Denwa
UC&C 4.0.1 . If a backup server is configured from the Backup tab of General (see Backup
Tab on the 97 page), excess voicemails will be stored on it; otherwise, they will be deleted.

Audio: This box is checked by default and is required to be able to make recordings; how-
ever, unchecking it decreases Denwa UC&C 4.0.1 ’s processing by only sending signaling
packets over it, whilemedia packets are sent from host to host.
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Mean from point to point

In the event that the audio and/or video are sent end-to-end (without going through
DenwaUC&C4.0.1 ), it will be necessary for both devices to use the sameCodecs; Oth-
erwise, the communication will not be established, since the Transcoding function
is performed by the unified communications system.

NAT (Network Address Translation): is amechanismused to exchange packets between
two networks that assign incompatible addresses. This option is necessary to incorporate
equipment that requires it into the network.

SRPT (Secure Real Time Transport Protocol): Defines an RTP profile, providing encryp-
tion,message authentication and integrity, anddata resendprotection in unicast andmul-
ticast applications .

Music On Hold: Choose themusic on hold for when the user puts a call on hold. To choose,
the music must first be loaded in the Configuration > Announcements > Music on Hold
section (see section Music on Hold on the 131 page).

Characteristics of audio files for music on hold

Audio files must be WAV with a bit rate of 128Kbps, their audio sample size must be
16 bit, single channel (mono) 8KHz sample rate in PCM format.

WebRTC: Enabling this box provides webRTC protocol support to the extension, that is, it
will be able to use SIP credentials through the web.

Allowed ANIs: with this option a list of ANIs (Automatic Number Identification) is created
from which calls can be received. If there is no ANI in this box, there are no restrictions on
incoming calls. If, on the other hand, there are allowedANIs, you can only receive calls from
them. To do this, click on the plus icon ( ).

Figure 3.23: Advanced interface: User, whitelist

Allowed ANIs in Boss - Secretary configuration

In the event that the Boss-Secretary option is configured in the New User Services
Tab, the secretary’s extension will be found in this list. In addition, all those ANIs
allowed, will be able to communicate directly with the «Boss» without having to go
through the «Secretaria».
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Blocked ANIs: A list of ANIs from which calls cannot be received is created.

IAX2 users

For some phones that register with the IAX2 protocol, you should not request a token for
registration. The option to configure the RCT parameter was added when the internals
have the IAX2 protocol configured.

Figure 3.24: Advanced interface: User, new user permissions

3.3.2.3.4 New User Permissions Tab From the permissions tab you can configure the fol-
lowing options:

Telephony permissions

○␣ Call supervision: the user is enabled to intervene calls, dialing *49 + extensionnumber
to intervene. There are three ways to perform this action:

By pressing number 4 you can listen to the conversation, but without being able
to interact with any of the agents.
By pressing number 5 you can listen to the conversation, while interacting with
the intervened user.
By pressing number 6, communication can be carried out normally as in a confer-
ence.

○␣ Paging Enable: This is similar to an intercom, only it applies to a group. To make a
page to a group, dial *58 + extension number (extension configured as group).

○␣ Enable Intercom: Announcements can bemade to an extension without the receiver
having to answer. This is accomplished by dialing *59 + extension number.

○␣ Hide Identifier: Allows you to hide the identification of the extension in outgoing calls.
To do this, you must dial the code *36 + Number to dial.

○␣ Recall when busy: When the user has this option enabled, and a call is made to an-
other (internal) user who is busy, a notification about this situation is heard and the
call ends. When the receiving user becomes free, Denwa UC&C 4.0.1 manages the
communication between both users by calling them both.

○␣ Return call in transfer: the destination extension of the unattended transfer is gen-
erated to return the call to the transferee in case it is not answered.
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○␣ Call from public network: allows the extension to call from an external network to
the private network.

Take calls: With this option, *88 (Group take call), *89 (All take call) is enabled or not in each
user, which allows calls to be taken. The different options for taking calls are:

○␣ All
○␣ My Groups
○␣ Direct Extension
○␣ None

Figure 3.25: Advanced interface: User, take calls

UC permissions

○␣ Enable Extension on Desktop: the option to register the extension on Denwa Desk-
top is enabled. This is unified communications software that allows access to different
services from a single multi-platform interface.

○␣ Enable Extension onMobile: the option to register the extension on themobile is en-
abled. The user must register from his mobile phone through the Denwa Softphone
by adding the letterm in front of his extension number (for example,m100). It is neces-
sary to configure fromDenwaDesktop theway inwhich youwant tomake and receive
calls. Options are All, Home, Web, and Mobile.

○␣ Enable SayIts delivery: the user is enabled to write in the Corporate News. This is
a service within Denwa Desktop, it is a business social network that drives internal
communications and builds a more robust way of sharing news and information.

○␣ Enable Instant Messaging: Allows the extension to use Denwa Desktop’s unified
messaging. With instant messaging (IM), multi-user messages can be sent and re-
ceived and online support service.

○␣ Allow SMS sending: the possibility of sending SMS is enabled.
○␣ Allow FAX sending: the possibility of sending FAX is enabled.
○␣ Generate call from Outlook: Allows the use of TAPI SP. This option allows us to mon-
itor the extension from aWindows application such as dialer.exe. The steps are:
1. Enable the extension to generate the call from Outlook.
2. Download and install setupDenwaTSP (32 and 64 bit version).
3. Configure in the application the IP of the central extension and the password of

the extension to be monitored (the extension for which we enabled TAPI SP).
4. Configure dialer.exe, and from that software we will access various functionalities.

Call transfer, contacts to be called automatically, etc.
○␣ Module access profile: There are additional modules adapted for Denwa UC&C 4.0.1 ,
each of these modules allows assigning a profile to each user. In the following exam-
ple, we see that this Denwa PBX has the Hotels and Contact Center module installed.
Therefore, this user is assigned an Agent profile.
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Figure 3.26: Advanced interface: User, module access permission

3.3.2.3.5 New User Panel Tab In the Panel tab, users can be assigned to monitor the new
user.

Figure 3.27: Advanced interface: User, user panel

To start a search, youmust enter some data regarding the user tomonitor (name, extension,
etc.) and then press the button. In the following image you can see that Juan was entered, the
search button was pressed, and with that it was enough to find the user Juan Perez.
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Figure 3.28: Advanced interface: User, user panel (example)

Then, to allow user monitoring, use the button for the phone’s BLF, and the button for
denwa Desktop monitoring to select the desired .

In the right sector of the screen there are two lists of users that will be monitored, in the «
Phone» tab there are all the BLFs and in the «Desktop» the list ofmonitored users on theDenwa
Desktop.

Figure 3.29: Advanced interface: User, user panel: panel activation in Denwa Desktop

It is possible to Allowpanel on theDesktopby applying a tick in the correspondingbox, which
generates a new tab where the monitored users can be observed on the Desktop.

3.3.2.3.6 New User Codecs Tab From this tab you can choose the audio and video codecs
that will be assigned to the user. Also, it is allowed to select the DTMF mode and the desired
FAX mode.

It is convenient that at least the following codecs be selected:

G.729: is an audio data compression algorithm for speech that compresses speech audio
into 10-millisecond chunks. Tones such as DTMF or fax cannot be transported reliably with
this codec. Therefore, G.711 or out-of-band signaling methods must be used to carry those
signals. It is recommended to use it when the communications are outgoing fromDenwa
UC&C 4.0.1 .
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G.711: is an ITU-T standard for audio encoding. The G.711 encoder provides a 64 Kbit/s data
stream. For this standard there are twomainmethods, the µ-law (used in theUnited States
and Japan) and the A-law (used in Europe and the rest of the world). This codec is rec-
ommended for communications between extensions belonging to the same Denwa PBX
(users connected to the central LAN).

H.264: is a standard that defines a high compression video codec. This standard is capable
of providing good image quality at lower bit rates than previous standards.

Figure 3.30: Advanced interface: User, codecs

DTMF (Dual-Tone Multi-Frequency) modes: are analog signals needed whenmaking phone
calls.

RFC 2833: DTMF signals are sent outside of audio. Avoid using it with the G.711 codecs as
in this case they will be distorted.

IN BAND: DTMF tones can be sent in band (encoded as audio). It can only be done if the
coding used does not use any type of compression, this is the case of G.711.

INFO: it is not recommended for the delivery of DTMF, since it does not allow generating
the signaling of the digits in synchrony with the audio, therefore it produces temporary
displacements.

FAX modes: are protocols that describe how to send and receive faxes over a data network.

T38: The fax is converted to an image, then needs to be sent to another T38 fax device, and
finally converted back to an analog fax signal.

T38 Redundancy: An alternative to T38 is provided to eliminate the effects of packet loss
through data redundancy. That is to say, the packets are sent more than once; this in-
creases the bandwidth that is used, but is still less than not using T38.

Pass Through: When an analogue FAX is connected directly to an FXS socket, faxes go in
and out automatically, using a series of internal management mechanisms.

3.3.2.4 Import Users

It is possible to import users from a file in .csv format simply by clicking «Select File», selecting
the file and clicking « Import».
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Figure 3.31: Advanced Interface: Import Users

Furthermore, it is possible to generate your own version of the .csv file; To facilitate this task,
there is the possibility of downloading some templates (by clicking on «Basic Template» or «Ad-
vanced Template»). The difference between them is the possibility of configuration that they
present: thebasic template requires fewdata andpresents a limited configuration; On theother
hand, the advanced template allows access to all the configurations to create a new user.

Basic template users_basic.csv:

○␣ Extension
○␣ Password
○␣ Name
○␣ Last Name
○␣ Email
○␣ number of turnout
○␣ Deviation time
○␣ Language
○␣ Status (0 disable,1 enable, 2 suspend)
○␣ UM User
○␣ UM Password
○␣ Type
○␣ Mode
○␣ Local (0 disable,1 enable)
○␣ NDD (0 disable,1 enable)
○␣ IDD (0 disable,1 enable)
○␣ Mobiles (0 disable,1 enable)
○␣ Specials (0 disable,1 enable)
○␣ Emergency (0 disable,1 enable)
○␣ InterPBX (0 disable,1 enable)

Advanced template users_advanced.csv:

○␣ Extension
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○␣ Password
○␣ Name
○␣ Last Name
○␣ Email
○␣ number of turnout
○␣ Deviation time
○␣ Language
○␣ Status (0 disable,1 enable, 2 suspend)
○␣ UM User
○␣ UM Password
○␣ Type
○␣ Mode
○␣ Local (0 disable,1 enable)
○␣ NDD (0 disable,1 enable)
○␣ IDD (0 disable,1 enable)
○␣ Mobiles (0 disable,1 enable)
○␣ Specials (0 disable,1 enable)
○␣ Emergency (0 disable,1 enable)
○␣ InterPBX (0 disable,1 enable)
○␣ Type of group (simultaneous, alternated or balanced)
○␣ User Profile
○␣ Device
○␣ Timer (OUT)
○␣ Record
○␣ Voice Mail Capacity
○␣ Recording capacity
○␣ Audio
○␣ NAT
○␣ Call from public network
○␣ Aliases
○␣ Use security PIN
○␣ Security PIN
○␣ Use voicemail
○␣ Redirect voicemail to
○␣ Secretary
○␣ Allow SMS sending
○␣ Allow FAX sending
○␣ Audio and Video Codecs
○␣ DTMFmode
○␣ FAX mode

It is recommended to edit the fields of the templates and then verify that the format has not
been modified.

52



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

3.3.2.5 Generating Users

This functionality allows users to be created in batches, that is, in a single step a certain number
of users can be created, with the same profile and local call service options.

Figure 3.32: Advanced Interface: User Generation

To create a batch of users, you must:

1. Enter the range of extensions (from, to) that you want to generate

2. Select the appropriate profile for users, or local call services (see User Profiles on page User
Profiles)

3. Click « Create»

In the lower box: «User creation progress» all users generated.

3.3.2.6 User Profiles

This functionality allows different profiles to be created so that they can then be assigned to ex-
tensions. These profiles allow you to limit telephone use by days, hours and assign call services.
It is also possible to configure which routes are allowed for each of the profiles.

Figure 3.33: Advanced Interface: User Profiles
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3.3.2.6.1 Profile creation To startwith the creation of the profile, youmust click on the sign,
this will show a pop-up window.

Description: Descriptive name of the new profile

From time: Time at which the profile will start

Until time: Time in which the profile will end

Day of the week: Select the days of the week on which the previously defined schedule
will operate, the corresponding box must be enabled.

Figure 3.34: Advanced interface: User profiles, new profile

Then you must press «Confirm» to display the new profile in the list.

3.3.2.6.1.1 Modification of the schedule You can modify the schedule by clicking on the
 icon corresponding to your row, this will display a window similar to the one used to create
the profile.

3.3.2.6.1.2 Profile removal It is possible to delete the profile by clicking on the  icon cor-
responding to its row.

3.3.2.6.2 Profile modification Profile modification covers both the editing of existing user
profiles and the initial configuration of newly created profiles.

3.3.2.6.2.1 Administration: Call Services Call services associated with the profile can be
set in the upper right box of the screen. Allows you to manage permissions to make various
types of calls.

They can be enabled or allowed ( ), denied () or protected by the Security Pin ( ); It is also
possible to indicate the number of seconds allowed for each of the different prefixes. If youwant
it to be unlimited, the value must be zero (0).

Call Services Configuration

The prefixes that correspond to each type of call must be configured in Call Services (see
Call service on page 126).
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Figure 3.35: Advanced interface: User profiles, call services

Once the desired configuration has been made, it is necessary to click on «Confirm».

3.3.2.6.2.2 Administration: Routes It is possible (and necessary) to add routes to the pro-
file, to do this:

Click on «Add» (located in the Routes box).

Then a route is searched, this can be done by prefix and/or by providers.

When the routes are found, they are selected with tildes in the boxes on the right, the
priority and number of simultaneous calls are assigned, for it to be of unlimited use a zero
(0) must be placed

Figure 3.36: Advanced interface: User profiles, paths

Once the routes have been selected and configured, all you have to do is click on the «Con-
firm» button. If you do not wish to save the changes, you must click on the text «back».

In the same way it is possible to restrict the use of a provider, clicking on «Block» instead of
«Add».
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3.3.2.7 Corporate Directory

With the corporate directory, contact lists can be uploaded to be used by userswhohaveDenwa
Desktop.

Figure 3.37: Advanced Interface: Corporate Directory

3.3.2.7.1 Search tab In this tab you can see the list of contacts available in the Corporate Di-
rectory. The search can be done by Name, Email or Number, by clicking on the icon in the
header of the table. There is also information regarding your address.

In case you need to work with the list of contacts, you can export the directory with the «
Export» button, which will generate a file in .csv format.

Figure 3.38: Advanced interface: Corporate Directory, CSV download

There is also the possibility of deleting the entire corporate directory by clicking on the «
Delete» button; delete a single contact by clicking on the icon in its corresponding row, or edit
a contact by clicking on its name.
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Figure 3.39: Advanced interface: Corporate Directory, contact editing

3.3.2.7.2 Import tab With the Basic Template you can download the contacts_basic.csv file
that will serve as a guide when designing the corporate directory contact list. Once the desired
contacts have been entered into the spreadsheet, click on the «Select file» button to search for
it among the computer’s directories and then, pressing the « Import» button will start the
import process . If there are problems with any entry in the directory, it will be displayed with a
.

Figure 3.40: Advanced interface: Corporate Directory, import contacts

3.3.3 Groups
From the Groups tab you can manage and administer them.

User groups can be created that can be used as:

Call groups.

Groups to then assign them certain characteristics and relationships with others, even if it
is not a group intended to receive calls.

3.3.3.1 View Groups

Allows you to view and edit all the groups created, as well as their characteristics.
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Figure 3.41: Advanced Interface: View Groups

The names of all the groups created on the PBX in question appear in the list of groups. By
clicking on the name of a group you can make changes in the different tabs

3.3.3.1.1 General Tab

Modify: allows you to make changes to both the name of the group and its icon.

Roles: refer to the behavior that the group calls will have.

○␣ Call Group: only the groups that fulfill this role can be part of the pre-attendant. In
addition, it activates calls between users of the same group, also with users who do
not belong to it. When checking the checkbox, to opt for this option, the following
window is displayed.

Figure 3.42: Advanced Interface: Call Group Configuration

Type: indicates the course that eachof the incomingcalls to thegroupmust follow.
The options provided by the dropdownmenu are

Simultaneous: when a call enters the group, all the telephones belonging to
it ring; when one of them answers the call, the other phones stop ringing.
Alternate: this mode uses the groupMembers list order (see following figure);
that is, when entering a call, the telephone of the firstmember of said list rings,
the second call goes to the second member and so on.
Balanced: like the previous mode, this mode uses the list of Group Members
(see the following figure), it is capable of analyzing who has received the least
number of calls. To then assign the new incoming call to it.
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Record: allows you to record (or not) incoming and outgoing calls. This dropdown
menu provides the following options:

Donot record: As its name implies, thismodedoes not record any calls, neither
incoming nor outgoing.

ALL - Continuous: all calls are recorded; that is to say, that of all the members
of the group, both incoming and outgoing.

ALL - Random: Only some calls from anymember belonging to the group are
recorded.

Recording capacity: it is the capacity to store the recordings of the calls, by default
it is 10MB but it is possible to change this value directly from the box. When this
capacity (or quota) reaches its maximum, two things can happen: the first is that
the oldest recordings begin to be overwritten with the most recent ones and the
second is to have created an FTP (File Transfer Protocol) client to which the they
export the recordings once the maximum quota is reached. To configure the FTP
client it is necessary to see the General Backup Tab (Settings > General > Backup).

Default extension: refers to the extension, which does not belong to the group,
that rings in case the call has not been answered by the corresponding members
of the group.

Music On Hold: Choose the music on hold that is played when the extensions in
the group are ringing. It only applies to the Simultaneous strategy and to choose
the music, it must previously be loaded in the Configuration > Announcements >
Music on Hold section (see Music on Hold on the 131 page).

Ring Time: indicates the time the phone rings, the unit used is «seconds».

○␣ Private: cuts the relations of the group in question with the rest, clicking on its check-
box opens the window shown below, to accept this role it is necessary to click on Con-
figure

Figure 3.43: Advanced Interface: Private Group Settings

3.3.3.1.2 Members tab The option to removemembers from the group is provided by simply
clicking on the icon located to the right of each of them. It is also possible to incorporate users
from « Add members», this opens a window like the following:
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Figure 3.44: Advanced Interface: Member Settings

In it you must write the username in the white box, automatically updating the list at the
bottom of the window. They can be added to the group by clicking , user by user. Finally, the
changes are saved by clicking on « Add members».

Figure 3.45: Advanced interface: Add members

3.3.3.1.3 Relationships tab General and Desktop functions are related between two groups,
the group in question with the group that is selected. The arrows that indicate the permissions
that one group has for the other, change color (enabling or disabling) just by clicking on them.

Instant Messaging: are those messages that can be sent from one group to another.

Calendar: Allows sharing among groups of calendar activities, such as events, tasks, calls,
meetings, anniversary and notes.

Conversations: includes the functions of sendingmessages, SMS and Fax. The sending of
messages reaches both the Desktop and the email address of eachmember of the group.

Monitoring of calls: enables the opportunity to supervise or not supervise calls from a
particular group, for this the permission of Supervision of Calls (NewUser Permissions Tab)
must be activated to all the users of the group that can be perform this action. In this
example, the users belonging to group 1 must have user supervision permission and the
call monitoring relationship activated to monitor a user belonging to group 2. The action
is performed by dialing *49 + Extension number to monitor.
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Figure 3.46: Advanced Interface: Group Relations

Once the relationship between both groups is as desired, the changes will be saved by click-
ing on « Apply changes»; If youwish to restore it to a previous state (if it has not yet been saved),
you must click on « Undo changes».

3.3.3.1.4 Newgroup Additionally, clickingon « NewGroup» (columnon the left of the screen)
displays a window requesting the name and icon of the group, as shown in the following figure.
To confirm these changes, click on « Create». In this instance, the group has been created, so
it is displayed in the Groups column.

3.3.3.2 New Group

This leads to a window requesting the name and icon of the group, as shown in the following
figure (Fig. A.). To confirm these changes, click Create. In this instance, the group has been
created, so it is displayed in the Groups column.

3.3.3.3 Cost center

The Cost Center option allows assigning costs to calls, discriminating the types of calls, destina-
tions and users.

Figure 3.47: Advanced Interface: Cost Center
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In the first instance, a new cost centermust be created. For which it is necessary to complete
the fields shown below and then click on « Confirm»:

Description: Complete with a brief description or name of this new cost center.

Recharge day: refers to the day of the month on which the charge is made to make calls.

Amount: is the capacity available to make calls, this amount being the number of pesos
that are assigned to that account until the new recharge of the following month. The bal-
ance is not cumulative with the amount of the newmonth.

Once the cost center is generated, it is time to assign the amount perminute of the different
types of calls (see Call service on page 126)

Figure 3.48: Advanced interface: Cost center and call types

Of course you can use the «modify / delete» option to make changes to the cost center or
delete it directly.

Now is the time to add users to the cost center, for which it is necessary to click on «Add».
Then a window opens presenting a simple drop down menu; which allows you to search for
users by extension, first name or last name. If this field is left blank and Search is pressed, it
displays a list with all the PBX users and users can be selected to be added to the cost center
directly from this list.

Figure 3.49: Advanced interface: Adding users to the cost center

Cost Center Configuration These proceduresmust be done for each of the existing cost cen-
ters.

3.3.4 Suppliers
The providers are used to create virtual links, through the use of various trunks. In other words,
the trunks are used to create connections with other PBX centrals, VoIP operators and with the
external PSTN world. Among the different types of trunks are: TDM, SIP, DenwaPBX InterConn,
Asterisk InterConn, among others.
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Each trunk has defined country and area codes where calls can be sent and/or received; for
example: 1786 Miami (USA) or 54351 Córdoba (Argentina), these are called routes.

A trunk can use the registration method to exchange security credentials with the opera-
tor, in which case it only allows sending and receiving calls with that operator as long as it is
registered.

3.3.4.1 View Providers

From this menu you can see the list of providers or trunks (see the following figure), which
provides the following information:

Description: simply refers to the name of the trunk.

IP: is the destination IP address of the trunk; For example, there are two exchanges, A and
B, when configuring A, the IP address of B is placed and vice versa.

Type: this column details whether the link is:

○␣ OUT: only calls can be made, but there are no incoming calls.
○␣ IN: It is not possible to make calls as there are only incoming calls.
○␣ INOUT: is enabled both to make calls and to receive them.

Protocol: allows you to quickly view the protocol used by the trunk in question (see New
Provider General Tab).

Registered: this column exposes if Denwa UC&C 4.0.1 is registered or not as a client of the
provider, in case it requests it.

Action: presents the options to directly remove the provider () or tomodify it ( ). This last
option allows you to edit the options that a new provider has (see New Provider on page
64).

3.3.4.1.1 Provider Configuration When clicking on the descriptive name that has been se-
lected for the trunk (in the first column) the configuration window is displayed, from it it is
possible to define: the routes, the access numbers and dialing plans.

Figure 3.50: Advanced Interface: Provider Settings

Four boxes are observed, which are explained below.

Trunk: Allow to check the link details.
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Provider prefixes: clicking « add» displays the following window:

Figure 3.51: Advanced Interface: Vendor Prefixes

○␣ Route: those digits that are designated as route are the ones that will go out through
the trunk in question.

○␣ Priority: it is possible to assign an order of priorities from 1 to 9, in the case that there
are different paths to carry out the call. For example:
If the route is 4 then it matches all calls that start with 4. If the route is 567, it will carry
calls that start with 567. It must be taken into account that the number of digits that
follow those that refer to the routes is indistinct.
When finished, press « Confirm», to save the new route.

Pattern Prefix Matches multicolumn1cIs replaced by
471T or 471* 54351471 471xxxxxx 54351471xxxxxx
471555555 54351478666666 471555555 54351471666666
21.3T or 21_3* 552193 21x3xxxxxx 552193xxxxxx
47.555555 or 47_555555 54351478666666 47x555555 54351478666666

3.3.4.2 New Provider

Togenerate anewprovider or trunk, youmust enter theNewProvider option and complete
the data shown on the screen.

Figure 3.55: Advanced Interface: New Provider

When confirming, you will have four (4) tabs that will be detailed below.
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3.3.4.2.1 New Provider General Tab The first tab is General, from here it is possible to
carry out the basic configuration of the trunk, filling in the fields that can be seen in the
following figure.

Figure 3.56: Advanced Interface: General Provider Settings

○␣ Description: refers to the name that is selected for the trunk link.

○␣ Protocol: define a protocol for the trunk being created. In the list of protocols it is
possible to locate the TDMs; that useboth analog anddigital boards. In addition, there
is TDM Premiumwhich, as the name implies, is included only in the Denwa Premium
model. It must be taken into account that all those InterConn protocols are applied
to link two PBX exchanges.

SIP
TDM
TDM Khomp
DenwaPBX InterConn
SIP Microsoft ICS
SIP Microsoft Lync
SIP Lotus Domino
SIP Skype for Business
SIP with SMS
SIP - Argentina - Metrotel
SIP - Costa Rica - ICE
SIP - Peru - Globalbackbone
SIP - Panama - CableAndWireless
SIP - Mexico - Alestra
SIP - Mexico - Movistar
SIP - Mexico - Izzi
SIP - Mexico - Axtel
SIP - Mexico - Axtel - Broadsoft
Asterisk InterConn

65



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

TDM InterConn
H323.

SIP versions

From the previous item, the most common protocol used for signaling be-
tween the connected ends is SIP. The rest of the SIP protocols that are ob-
served in the previous list have been customized for a particular client. Also
on this list is Asterisk InterConn which, unlike the rest, uses the IAX (Inter-
Asterisk eXchange) protocol.

○␣ Transport Protocol: Allows you to choose between TCP or UDP signaling. Of the
protocols listed above, only Microsoft Lync SIP uses TCP; while the rest use UDP.

○␣ Use SBC: clicking its checkbox enables the SBC (Session Border Controller) on the
trunk. This option is only available on the Denwa Premiummodel.

○␣ IP/Domain: refers to the IP address or domain of the equipment connected at the
other end of the trunk. In the case of a TDM type trunk, Denwa uses the localhost.

○␣ SIP FromDomain: used for those operators that request the change in the Fromfield
of the SIP packet header.

○␣ Signaling Port: indicates the port where the trunk will serve SIP requests; Default is
port 5060.

○␣ Type: The trunk can be configured to make calls only, receive calls only, or both. For
this, there are the OUT, IN and INOUT options, respectively.

○␣ Accept display name: by clicking on the corresponding checkbox, when a call is re-
ceived, the name of the caller (Display Name) is displayed if the provider provides this
service.

○␣ Es interconn: allows direct calls to extensions configured in DenwaUC without DIDs
and using the routes configured in other providers.

○␣ Status: this option makes it possible to enable or disable the trunk.

○␣ Outbound Proxy: this box must be completed if the provider requires it; as it is auto-
matically placed in the Proxy field of the SIP header. That is, if this option is enabled,
all calls are sent to this IP or domain and the trunk IP or domain is only used for reg-
istration.

○␣ Outbound ANI: if the provider requests it, the ANI (Automatic Number Identification)
can always be the same. Completing this box fixes the information in the ANI field of
the SIP header.

○␣ Outbound Prefix: is the prefix that is placed before each outgoing call. This field is
only filled in if the provider requires it to authenticate the call. This option adds the
prefix without the need to make a dial plan.

○␣ Register: if the corresponding checkbox is checked, the following three fields are
enabled.

User: is the identification that the trunk uses to authenticate itself in the desti-
nation server, usually the telephone number assigned to this trunk.
Authentication User: is for double authentication, in order to provide greater
security.
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Password: is the key for authentication during registration.

Availability of fields

Depending on the protocol selected, all of the optionsmentioned abovemay ormay
not be available. This variation is due to the characteristics of the protocol. These
protocols are defined HERE.

Providers and Firewall

When a trunk is created or its IP is modified, they are added to the high user priority
rules in the firewall. This applies to SIP providers, DENWAPBXIC and H323. Two rules
per provider will be automatically generated, one for the SIP protocol and the other
for RTP.

3.3.4.2.2 Advanced New Provider Tab After creating the trunk or provider it is nec-
essary to assign channels. This assignment is made depending on the protocol used, as
shown below.

3.3.4.2.2.1 SIP and DenwaPBX InterConn In the case of SIP interconnection it is simply
necessary to define the number of channels that can be used. The same is truewhenusing
DenwaPBX InterConn trunks.

Figure 3.57: Advanced Interface: Advanced Provider Settings

○␣ Provider Channels: By simply clicking the  icon to the right of it you can change
the number of channels assigned. Care must be taken with the number of channels
that are assigned, because if a number less than the existing one is entered, the SMS
channel settings will be lost.

○␣ Optionals:

SIP PrivacyHeader: these alternatives are forwhenbuilding the SIPheader, they
are used to select how the Caller ID is sent to the destination. The options pro-
vided by the dropdownmenu are Remote-Party-ID and P-Asserted-Identity.
Resolve domain to: the IP of the provider to resolve the trunk domain is placed
in this box (this domain is the one that is completed in Provider > General).
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Verify SIP status: if the corresponding checkbox is checked, the connection sta-
tus of the remote device via SIP is verified.
Take Caller Id fromRPID: with this option, the data of the caller (caller id) is taken
from the Remote-Party-ID
Take DNIS from TO field: with this option, the data of the caller (DNIS) is taken
from the TO field in SIP signaling
Verify the contact name: by checking the checkbox when a call is made or re-
ceived, the control panel consults for this ID in public databases (Ex: CNAME), in
such a way that it displays the nameWhose ID does it belong to?
SRTP: With this option, encrypt the RTP audio of outgoing calls on this trunk
Record: allows you to configure the recording of calls by the trunk
Recording Capacity: Allows you to assign a recording quota (disk space) for the
recordings of the calls you make through this trunk

3.3.4.2.2.2 Asterisk InterConn This type of trunk offers the same advantages as TDM
InterConn, but with the particularity that it uses the IAX2 protocol (Inter-Asterisk eXchange
protocol) for signaling.

Figure 3.58: Advanced Interface: Advanced Provider Configuration with Asterisk Interconn

○␣ Provider Channels: By simply clicking the  icon to the right of it you can change
the number of channels assigned. Care must be taken with the number of channels
that are assigned, because if a number less than the existing one is entered, the SMS
channel settings will be lost.

○␣ Optionals:

Recording Capacity: Allows you to assign a recording quota (disk space) for the
recordings of the calls made by this trunk.
Record: Allows you to set the ability to call recordings through the trunk.
Verify contact name: by checking the checkbox when a call is made, at the re-
ceiving end, the name of the person making the call is displayed.
SRTP: by checking the box, you can encrypt the audio of calls.

In order for this protocol to work correctly, the Asterisk client must be configured at the
other end. To do this, the following settings are recommended within the iax.conf file:
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○␣ With authentication

1 [USERNAME]
2 auth=plaintext
3 secret=PASSWORD
4 type=friend
5 permit=DENWAIP
6 context=default
7 host=DENWAIP
8 port=4569
9 disallow=all
10 allow=g729
11 allow=ulaw
12 allow=alaw
13 allow=ilbc
14 allow=gsm
15 allow=h264
16 allow=h263p
17 allow=h263

iax.conf file modified for use with authentication

○␣ No authentication

1 [DENWAIP]
2 type=friend
3 permit=DENWAIP
4 context=default
5 host=DENWAIP
6 port=4569
7 disallow=all
8 allow=g729
9 allow=ulaw
10 allow=alaw
11 allow=ilbc
12 allow=gsm
13 allow=h264
14 allow=h263p
15 allow=h263

iax.conf file modified for use without authentication

3.3.4.2.3 New Provider ASR Alarms Tab The ASR (Answer Seizure Ratio) is one of the
indices that measures the quality of the network and the success rate of calls. It is calcu-
lated as the percentage of calls answered with respect to the total volume of calls. ASR
alarms can be activated in order to detect problems regarding the number of calls made.
As shown in the previous image, the fields to configure are the following:

○␣ ASR alarms: just clicking on the box activates or deactivates them. If this option is
checked, the following three option fields are enabled

ASR threshold: is the limit percentage with which the alarm is activated
Check every: the time, in seconds, that must wait for the execution of the ASR
check is placed
Check the last ones: in this item you choose the time, in seconds, in which the
answered calls and total calls are counted

○␣ Send alerts by email: clicking on the corresponding checkbox enables sending re-
ports by email
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○␣ Email: this field is available only if the previous option has been checked and it allows
placing the email address to which the ASR alarm reports are sent

Figure 3.59: Advanced interface: Provider ASR alarm configuration

Alert sending condition

For these alerts to function correctly, the email server must be previously con-
figured in Configuration > General > Mail Server (see section Mail Server Tab on
the 97 page).

To apply the entered changes, only one click on « Confirm» is needed.

3.3.4.2.4 NewProvider Codecs Tab Asexpected, in this tab youmust select theCodecs,
both audio and video, used by the trunk. In addition, the selection of the protocol to be
used in DTMFmode and FAX mode is required.

Figure 3.60: Advanced interface: Provider codec configuration

For more information about audio and video codecs, see the New User Codecs Tab (see
New User Codecs Tab on the 49 page).

3.3.4.3 Routes

The following image shows the Suppliers > Routes window, which provides a searchmech-
anism and makes it faster and more efficient.
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Figure 3.61: Advanced interface: Query provider routes

In the box on the left of the screen: «Buscar Rutas», the option of searching for the outgo-
ing route is provided by applying some kind of filter, either through the use of texts or by
selecting a provider. No filter can be applied, in this way the complete list of routes of each
of the providers is shown. Then there are the options:

○␣ Confirm: it is used to apply the search filter and places the results in the right box
of the screen, as shown in the following image. The first column shows the name of
the provider, the second the output route, the third indicates its priority and the last
column offers the possibility of deleting the already created route.

○␣ Export: allows you to generate a file containing the routes created and filtered. It is
created with the extension «.csv».

Figure 3.62: Advanced Interface: Provider Route Query Example

The «Add Routes from File» option makes it possible to add routes in a simple way, by
loading a file; To do this, click on «Select file». This file must be in «.csv» format and have
the order of the following table (this is the example that can be downloaded by clicking on
the icon next to «Sample file:> >).

Figure 3.63: Advanced interface: Example importable file with provider paths
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○␣ Trunk: the name of the provider is placed in this column.

○␣ IP: refers to the IP number that you want to reach.

○␣ Prefix: the digits that make up the prefix must be placed in the third column.

○␣ Priority: it is necessary to establish the priority order of the routes, for this the fourth
column is used.

It is recommended to edit the fields of the templates and then verify that the format has
not been modified. Finally, you must click on the «Confirm» button.

3.3.5 Preattendant

The Pre-attendant is in charge of answering a call, and playing an audio that normally ex-
plains to the interlocutor what steps he must follow to reach the desired destination. This
is why the audios are called IVR (Interactive Voice Response or Interactive Voice Response).
They allow, in a certain way, to interact with the user. It is also possible to create preatten-
ders with hung up, which just play some audio and then cut it off.
In addition, in the Pre-attendant menu, queues can be created to queue calls and have
themwait until theAgents associatedwith themare releasedandcan receive them. Queues
do not replace IVRs but complement each other to achieve ACD (Automatic Call Distribu-
tor) functionality for Call Centers.

Figure 3.64: Advanced Interface: Preattenders

3.3.5.1 See Preattendant-Queues

From this tab you can see the pre-attenders created. If you click on the icon under the
Action column, you can see in the box on the right all the settings of this preattendant.
Four tabs are displayed there, where you can make the settings detailed below.

3.3.5.1.1 View Preattendant-Queues General Tab From the General tab you canmod-
ify the following fields.

○␣ Description: the name or description of the preattendant

○␣ Language: select the desired language
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○␣ Call extensions: allows while listening to the preattendant audio to call the desired
extension

○␣ Code: number that represents the preattendant within the database

○␣ Mode: it is necessary to click on «Configure»whichwill show awindowwhere you can
choose themode or hours of operation of the pre-attender (for more information you
can consult Modes on page 81). To exit this window, click on the button « Confirm»

Figure 3.65: Advanced Interface: Pre-Attendant Modes

○␣ Show tree: By clicking on the icon you can see in the form of a tree diagram, all
the pre-attenders in cascade from the selected one. Here is an example:

Figure 3.66: Advanced Interface: Pre-Server Tree

The calls enter IVR 1with theaccessnumber 23456, whichpresents twooptions. Press-
ing 1 enters IVR 1.2 and the default option is IVR 1.1. The latter allows you to press the
digit 1 to enter the IVR 1.1.2 or the default option 1.1.1.

○␣ Numbers:

To add access numbers (for more information about access numbers it is recom-
mended to see ?? on page ??) by clicking on the icon. This will show a pop-up
window where it is possible to select the access number to associate, after that,
it will be enough to press the button « Confirm»; If you do not wish to save the
change, it is recommended to click on «[Close]»
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Figure 3.67: Advanced interface: Assign access number to preattendant

To delete access numbers, it will only be necessary to click on the icon located
next to the item to be deleted

○␣ Confirm: saves the changes that have been made

3.3.5.1.2 View Preattendant-Queue Options Tab The second configuration tab is Op-
tions, fromhere the association between the preattendant and a particular action ismade.

Figure 3.68: Advanced Interface: Pretender Options

It is necessary to complete the fields in the New option box as follows:

○␣ Option: number to dial to execute the action. By default the option is zero

○␣ Mode: must be chosen among the four possibilities listed below:

Group: allows the call to be diverted to a group, which will be in charge of an-
swering in the way it is configured (from the Groups menu).

Preattendant: the call from the preattendant is diverted to another preatten-
dant. With this, a cascading configuration can be carried out (prearranged tree).
In this section you can add Queues as an option for the Preattendant.

Application: If this option is selected, the application you selected is executed.

Extension: allows marking the extension declared as Preattendant option.

Configuration of preattendant options It is necessary to create a default option, this option
is assigned the number 0.

In order to create the options, you must complete the boxes, choose who is assigned to
them, and then click on the icon. As this procedure is followed to create the options, a
list like the one shown in the following figure is formed:
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Figure 3.69: Advanced Interface: Pretender Options Example

!

To save the changes, click on the « Confirm» icon.

3.3.5.1.3 View Preattendant-Queue Audios Tab

3.3.5.1.3.1 Preattender Audios From the Audios tab you can select the audio that will
be played in the IVR. To achieve this, the desired pre-attender must be chosen.

Then, in the window located on the right: «New audio», if the audio file is on the computer,
the audio file is selected from the icon.

It is also possible to record the preattendant message through a device registered in the
network. To do this, dial *73 and after the tone it is possible to make the recording. Once
the audios are added by clicking on the icon.

The audios that have been assigned to the pre-attendant (either by loading from the com-
puter or by recording and selecting from the drop-down list) are shown in the form of a list
at the bottom, under the heading «Audios»; from where it is possible to download them
( ) or delete them ( ).

The files must meet the following parameters to be compatible:

○␣ File type: WAV

○␣ Bit Rate: 128 kbps

○␣ Audio Sample Size: 16 bits

○␣ Channels: 1 (mono)

○␣ Audio Sample Rate: 8 KHz

○␣ Audio Format: PCM

Press « Confirm» to save the changes.
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3.3.5.1.3.2 AudioQueue FromtheAudios tab youcan select theaudio thatwill beplayed
in the IVR.

Figure 3.71: Advanced Interface: Queue Audio

○␣ MOH file: music on hold to be configured

○␣ Agent announcement file: announcement sent to the agent before receiving the
call (usually indicates the name of the pre-attendant option)

○␣ Periodic announcement file: announcement that will be given every certain period
of time

○␣ New pre-attender audio: audio provided before starting music on hold

○␣ Use existing audio: file from the recording generated from a telephone terminal

To select the audio file for music on hold, agent announcement, periodic announcement
and queue pre-attendant, if the audio file is on the computer, the audio file is searched
from theicon . Instead, to delete the holdmusic and agent announcement files, press.
It is also possible to record the queuemessage using a computer registered in the network.
To do this, dial *73 and after the tone it is possible to make the recording. Once the audios
are added by clicking on the icon.
The audios that have been assigned to the queue (either by loading from the computer or
by recording and selecting from the drop-down list) are shown in the form of a list at the
bottom, under the heading «Audios»; from where it is possible to download them ( ) or
delete them ( ).
The files must meet the following parameters to be compatible:

○␣ File type: WAV

○␣ Bit Rate: 128 kbps

○␣ Audio Sample Size: 16 bits

○␣ Channels: 1 (mono)

○␣ Audio Sample Rate: 8 KHz

○␣ Audio Format: PCM

Press « Confirm» to save the changes.
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3.3.5.1.4 View Preattender Advanced Tab

Figure 3.72: Advanced Interface: Advanced Pretender Settings

3.3.5.1.4.1 Preattendant

○␣ Digits to read (IVR): determine the number of digits that are allowed to be dialed to
make the call.

○␣ Between Digits Timeout (IVR): sets the maximum inter-digit timeout to wait.

○␣ First Digit Timeout (IVR): maximum waiting time to dial the first number of the ex-
tension.

○␣ Music onHold: Whenconfigured, in the call that enters auser fromthepre-attendant
and is left on hold, this music on hold (MOH) is played. To do this, an audio file must
be previously loaded in the Configuration Section > Announcements > Music on hold
(see Music on Hold on the 131 page).

3.3.5.2 New Preattendant

To create a new pre-attendant, the following steps must be followed.

○␣ General:

Description: the name or description of the preattendant
Language: select the desired language
Call extensions: allows while listening to the preattendant audio to call the de-
sired extension
Code: number that represents the preattendant within the database
Mode: it is necessary to click on «Configure» which will show a window where
you can choose the mode or hours of operation of the pre-attender (for more
information you can consult Modes on page 81). To exit this window, click on the
button « Confirm»
Call extensions: allows while listening to the audio from the preattendant to call
the desired extension.
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Show tree: By clicking on the icon you can see in the formof a tree diagram, all
the pre-attenders in cascade from the selected one. However, when registering a
new attendant, a pop-up window will be displayed indicating «You must choose
a attendant from the list»
Numbers:

To add access numbers (formore information about access numbers it is rec-
ommended to see ?? on page ??) by clicking on the icon. This will show a
pop-up windowwhere it is possible to select the access number to associate,
after that, it will be enough to press the button « Confirm»; If you do not
wish to save the change, it is recommended to click on «[Close]»
To delete access numbers, it will only be necessary to click on the icon lo-
cated next to the item to be deleted
Confirm: saves the changes that have been made

○␣ Options:

Option: number to dial to execute the action. By default the option is zero
Mode: must be chosen among the four possibilities listed below:

Group: allows the call to be diverted to a group, which will be in charge of
answering in the way it is configured (from the Groups menu).
Preattendant: the call from thepreattendant is diverted to another preatten-
dant. With this, a cascading configuration can be carried out (prearranged
tree). In this section you can add Queues as an option for the Preattendant.
Application: If this option is selected, the application you selected is exe-
cuted.
Extension: allows marking the extension declared as Preattendant option.

Configuration of preattendant options It is necessary to create a default option,
this option is assigned the number 0.
In order to create the options, you must complete the boxes, choose who is as-
signed to them, and then click on the icon. As this procedure is followed to
create the options, a list like the one shown in the following figure is formed.

!
To finish, click on the « Confirm» button.

3.3.5.3 New Queue

Queue is the namegiven to a list of elementswaiting to be attended, until the au-
tomatic call distributor (ACD) distributes the calls according to the defined rules
to the respective agents (operators).
A new queue can be created from the preattendantmenu, the creation concept,
preattendance audio and access numbers are the same as those of a common
IVR.

General:
 Description: The name of the new Queue.
 Mode: it is necessary to click on «Configure» which will show a window
where you can choose themode or hours of operation of the pre-attender
(formore information you can consult Modes on page 81). To exit this win-
dow, click on the button « Confirm»

 Language: Select the language for this queue.
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 Group: the name of the extension group to which the task of handling
queued calls is assigned.

 Strategy:
 Least Recent: The extension that was idle the longest rings.
 Fewest calls: it is granted to the extension that answered the fewest
calls.

 Random: Any extension will ring, randomly.
 Round Robin: cyclically they will ring once each.
 Linear: will follow a linear order. An order of attention is established in
the users. When entering a call, it will always do so to agent number
one, if he is busy or not there, he will continue with agent two.

 Simultaneous: all extensions in the group ring when a call comes in.
The simultaneous ring strategy is not compatible with the use of the
Denwa Barra CTI software. When selecting this strategy in a queue, the
following confirmation message is displayed:

Ring Time: the time that the internal ringing will last.
Agentwaiting time: It is the time that the Agentwill wait before dispatching
another call.
Default extension: If no agent picks up the call, it will be redirected to an ex-
tension thatmay be the supervisor’s or the extension assigned for this reason.
Login required: If the option is set to YES, agents require a login to be ready
to receive calls. Otherwise it is not required and they can always receive calls.
Numbers:
 To add access numbers (for more information about access numbers it is
recommended to see ?? on page ??) by clicking on the icon. This will
show a pop-up window where it is possible to select the access number to
associate, after that, it will be enough to press the button « Confirm»; If
you do not wish to save the change, it is recommended to click on «[Close]»

 To delete access numbers, it will only be necessary to click on the icon
located next to the item to be deleted

Advanced:

Maximumwaiting time: is themaximum time that the interlocutor will wait
before the communication is cut off. Wait without users in queue: allows you
to specify whether the call is cut directly or not, in case there are no agents
waiting to answer.
Automatic answering: This option allows that if an agent is logged in the
queueandavailable, the call is transferred tohimandansweredautomatically.
Priority between queues: Priority setting between queues (1 is the highest
priority value).
Recurring Announcement: Enable the recurring announcement. This ad is
loaded in the Queue Audios section
Periodic Announcement Frequency: Configure the frequency at which the
periodic announcement is played.
Position in queue: Configure the option to give the end user the position in
which they are in the queue.
Average Wait Time: Enable the announcement of average wait time in the
queue.
Frequency: Frequency, in seconds, at which the average wait time is played.

Confirm: saves the changes that have been made
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3.3.5.4 Holidays

This section explains the function of the central for forwarding the access num-
bers of pre-attenders on special dates. On these dates users will not be available
in the corresponding areas.

Requirement

In order to use the function, preattendants must have been created with
their respective access numbers and options for each one. In addition, one
or several pre-attenders with special destinations must have been created
to be used on Holidays and partial holidays.

The main view allows you to see the list of holidays that have been configured,
under the Action column are the icons  that allows you to delete the holiday
and that allows you tomodify the parameters of the holiday, showing awindow
popup that will allow you to change the same fields used in the registration form
of a new holiday.

Figure 3.74: Advanced interface: Holidays

3.3.5.4.1 Holiday registration The registration of holidays can be done from
any of the two buttons found on the screen, namely « New Holiday» and «
Holidays in the year», only when clicking on the last one will show (prior to the
form) a calendar, where you must double click on the date.
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Figure 3.75: Advanced Interface: Holiday Settings

The data to complete are:

Description: name of the holiday
From: date and time of the beginning of the configuration of this holiday. If
you have selected the date from the calendar, this fieldwill be preconfigured.
To: date and time of the end of the configuration of this holiday. If you have
selected the date from the calendar, this field will be preconfigured.
Pedestrian: name of the preattendant where the access numbers are di-
verted, in general this is a preattendant created with a special audio for the
type of holiday or holiday.
Numbers: access numbers that are forwarded to the pre-attendant.

Once this period established for him has ended, the configuration of the access
numbers is automatically returned to their respective pre-attendants.

3.3.5.5 Modes

The «Modes» section allows you to make weekly configurations that will later be
assigned to pre-attenders and queues. Its main screen is divided into two sec-
tions: the left, where all themodes already created are listed, and the right, where
it is possible to create newmodes.
Existingmodes can be deleted () or edited ( ) by clicking on the corresponding
icon in the «Actions» column.

3.3.5.5.1 Creating Modes To create a mode it is necessary to complete the
form that is on the right of the screen, with the following information:

Description: descriptive name of the mode. This field will be reflected in the
list that will be displayed when defining the «Mode» when registering a new
queue or a new pre-attendant (see New Preattendant and NewQueue in the
pages 77 and 78, respectively) so it is necessary that the description be as
clear and concise as possible.
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From time:mode start time

Until time: mode end time

Day of the week: day of the week on which it will be applied

Figure 3.76: Advanced Interface: Modes

Day and time

For the correct operation of theModes it is necessary that the device has its
current date and time parameters, this requires the proper configuration
of the NTP server (see NTP Server on page 125) and internet connection,
unless you are locally.

The process will end by pressing the « Confirm» button.

Association

If a mode is associated with a queue or a pre-attendant, it cannot be
deleted.

3.3.6 Reports

In this section you can find all the call records, recordings, access numbers, sys-
tem resources and attendants.

3.3.6.1 Calls

3.3.6.1.1 All calls In this report it is possible to view all calls, whether incoming,
outgoing or internal; by default it shows the records of the current day.
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Figure 3.77: Advanced interface: Report all calls

The screen is divided into three boxes:

Options: These options are filters that allow a faster and easier search for
whoever has to interpret it.
 From: this fieldmakes it possible to search within a limited period of time
(day, month, year and hour). To do this, you must click on «...» and the
window of the following image is observed; with calendar and time alter-
natives.

 Until: this field makes it possible to search within a limited period of time
(day, month, year and hour). To do this, you must click on «...» and the
window of the following image is observed; with calendar and time alter-
natives.

 Prefix: This field is optional and enables filtering using the prefix. Only
the corresponding digits should be placed in this field.

 Duration: these fields are optional
 >: Indicates that calls that exceed the specified time will be listed
 <: Indicates that those calls that do not exceed the indicated time will
be listed

 Time: time to consider for filtering, must be expressed in minutes
 Group By: This field is optional, it allows various actions depending on the
selection from the dropdownmenu. The options are:
 Do not group
 User
 Group
If any grouping is executed, the detail of the record is observed in fewer
lines.

 Confirm: this button triggers the search for the corresponding call logs,
applying the previously selected filters.

Summary: The information displayed in this box refers to the applied filters.
Among them are:
 Total calls: shows the number of calls; thus including those that have
been successful and those that have not.

 Calls Completed: This amount refers to the number of calls that have
been answered.

83



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

 Calls not completed: is the difference between the total calls and the
completed calls.

 ASR: shows the percentage value of this ratio, which is calculated taking
into account the calls answered with respect to the total volume of calls
(see New Provider ASR Alarms Tab)

 Total duration: refers to the sum of the duration of each of the calls.
 Average Duration: This item displays the average duration of calls.

All calls: This box presents the information arranged in columns.
 Date: This column displays the date and time the call was made.
 Origin: Displays the number that initiates the call.
 Destination: Displays the number that is being called.
 Duration: refers to the duration of the call in question.

On the edge of this box is the « exportar» button, which allows you to down-
load the entire list in .csv format.

Figure 3.78: Advanced interface: Example of the exportable report of all calls

Call log duration

By default, call logs are saved for up to three (3) months of history; how-
ever this can be changed in the maintenance configurations section (see
Maintenance on page 139).

3.3.6.1.2 Incoming calls This report has the same resources as the previous
one (see All calls on page 82), only that it already includes the filter for incoming
calls.

3.3.6.1.3 Outgoing calls As with the incoming calls report, it has the same re-
sources as the previous one (see All calls on page 82), only it already has the filter
for outgoing calls.

3.3.6.1.4 Internal calls In the sameway as with the two (2) previous reports, in
addition to having the same alternatives as in «All calls» (see All calls on page 82),
filtering is performed for internal calls; that is, within the same Denwa UC&C 4.0.1
.

3.3.6.1.5 Extended This report has the same resources as the «All calls» report
(see All calls on page 82); however, it has an aggregate of options that provide
deeper detail. The Extended window is displayed in the following figure.
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Figure 3.79: Advanced interface: Extended report of all calls

Options: These options are filters that allow a faster and easier search for
whoever has to interpret it.
 From: this fieldmakes it possible to search within a limited period of time
(day, month, year and hour). To do this, you must click on «...» and the
window of the following image is observed; with calendar and time alter-
natives.

 Until: this field makes it possible to search within a limited period of time
(day, month, year and hour). To do this, you must click on «...» and the
window of the following image is observed; with calendar and time alter-
natives.

 Prefix: This field is optional and enables filtering using the prefix. Only
the corresponding digits should be placed in this field.

 Duration: these fields are optional
 >: Indicates that calls that exceed the specified time will be listed
 <: Indicates that those calls that do not exceed the indicated time will
be listed

 Time: time to consider for filtering, must be expressed in minutes
 Group By: This field is optional, it allows various actions depending on the
selection from the dropdownmenu. The options are:
 Do not group
 User
 Group
If any grouping is executed, the detail of the record is observed in fewer
lines.

 Confirm: this button triggers the search for the corresponding call logs,
applying the previously selected filters.

Summary: The information displayed in this box refers to the applied filters.
Among them are:
 Total calls: shows the number of calls; thus including those that have
been successful and those that have not.

 Calls Completed: This amount refers to the number of calls that have
been answered.

 Calls not completed: is the difference between the total calls and the
completed calls.
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 ASR: shows the percentage value of this ratio, which is calculated taking
into account the calls answered with respect to the total volume of calls
(see New Provider ASR Alarms Tab)

 Total duration: refers to the sum of the duration of each of the calls.
 Average Duration: This item displays the average duration of calls.

All calls: This box presents the information arranged in columns.
 Date: This column displays the date and time the call was made.
 Origin: Displays the number that initiates the call.
 Destination: Displays the number that is being called.
 Duration: refers to the duration of the call in question.
 Cause: Indicates the reason why the call was terminated.
 : By clicking on the icon, a pop-up window is displayed with the details
of all the events of the call, namely:

Figure 3.80: Advanced interface: Extended report, call detail

 Arrows: There are arrows to represent the different events:
: incoming
: outgoing
: call breakdown

 Date: is the timestamp of the event, it is possible that between the first
and second row there are a few seconds difference; this is due to the
fact that when the source, A, makes a call to B, there is a short delay in
the exchange that will carry out the call.

 Origin: who originates the call
 Destination: to whom the call is directed
 Entity: the type of entity fromwhom the call originates or to whom the
call is derived is indicated; for example it can be an extension, a pre-
attender or a trunk

 Duration: duration of the call at each stage, it is in «hh:mm:ss» format
 Cause: cause of disconnection or termination of the call
 : allows to know the MOS statistics (Mean Opinion Score) to evaluate
the quality of the call:

Figure 3.81: Advanced interface: Extended report, call statistics
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MOS (Mean Opinion Score)

TheMOS in VoIP is used to know the audio quality of calls. The cal-
culation is carried out through algorithms/formulas and its result
is distributed on a scale from 1 to 5, being:

5Excellent

4Good

3Acceptable

2Poor

1Bad

On the edge of this box is the « export» button, which allows you to down-
load the entire list in .csv format, said file contains the following information:
 CallId: this numbering allows the call to be identified in thedifferent types
of records.

 ConnectTime: this column refers to the date and time, that is, the con-
nection time.

 LegType: here it is indicated how the central office sees the call. For ex-
ample: when calling from one telephone to another, two events occur:
the first is that the control panel sees the originating call as incoming (In);
then it sends said call to the destination and observes it as outgoing (Out).
PeerType: in this field it is verified what type of entities are those that par-
ticipate in the call.

 Peer: This field corresponds to the previous one, since it shows the name
that has been designated, for example, to the participating extension or
trunk.

 ANI: (AutomaticNumber Identification) allows you to identify the number
of the person making the call.

 Destination: the data of who is executing the call is provided.
 Disconnect/Description: exposes if the call has beenanswered, canceled
or who of the participants has finished it.

 Duration: This field verifies the duration, in seconds, of the call.
 Channel/Protocol: indicates the channel or protocol used to make the
call, this depends on whether or not you have telephone panels.

 ChannelDescription: in the first part of the call, that is, from the origin to
the exchange, this field shows the origin IP. On the other hand, from the
exchange to the destination it shows: the internal if the call is between
extensions, the provider IP if the call is external and the channel if it uses
TDM.

 PBXPrefix: it is used in the case of existing virtual exchanges.
 CallService: this columndisplays the type of call, including national, local,
internal, international, special, mobile, among others.

Extended call records duration

By default, extended call logs are saved for up to one (1) month of history;
however this can be changed in the maintenance configurations section
(see Maintenance on page 139).
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3.3.6.1.5.1 New Report From here it is possible to generate a New Scheduled
Report, for which it is necessary to complete the following fields:

Description: thedescriptionornameof the scheduled reportmustbeplaced.
Call type: select which calls you want the report on, you must choose one of
the options from the drop-down menu: incoming, outgoing or internal. The
default option is «Outgoing».
Group by: grouping by PBX, user, group, rule or without grouping can be
done in the report. The default option is «Do not group».
Run every: it is scheduled how often this report is generated, the drop-down
menu options are Hour(s), Day(s) and Month(s). In addition to the default op-
tion that is «Do not schedule», that is, the report is not created.
Include the last: includes the last time on which the report is made. The
drop-downmenu options are Hour(s), Day(s), and Month(s).
Send by e-mail to: enter the e-mail box where youwant to receive the report
and press the button. More than one email address can be added.
Filters: There is also the possibility of adding filters; clicking on the icon
leads to the following window. Where it is allowed to accommodate the fol-
lowing variables according to our needs.
 Filter By: You can filter by PBX, Group, Duration, Source, Destination,
Redirected To, and Rule.

 Operator: this field varies depending on the selection of the previous op-
tion. The operator is also associated with the value to be entered from the
next field. Depending on the case, the operator can be: is (=), starts with,
greater, less or equal.

 Value: according to the selection that has been chosen in Filter by, it will
be the value to enter. It can be a PBX, a group, a rule or a numerical value
that completes the rule in question. Pressing «Confirm» generates the
filter rule. You can see a list with the filter rules associatedwith the report.
To delete a rule, press the button.

Finally, in order to create the scheduled report, youmust click on the Confirm
button.

Note

Multiple filter rules can be added. To observe the settings of each pro-
grammed report, you must click on the desired description or name (Re-
ports section) and the settings of the same are displayed in the right sector
of the screen.

3.3.6.1.5.2 Reports Here is the list of existing reports. Options are provided to
make changes to them, by clickingModify or by clicking on the name or descrip-
tion of the report. It is allowed to delete them one by one (Delete). To generate
a new scheduled report, all you have to do is press the Add button, which en-
ables the right sector of the screen with the fields to complete for the respective
creation.

3.3.6.2 Recordings

This function allows you to view, listen to and download the recordings of all the
calls that are being recorded, either by user (see New User, page 36), trunk (New
Provider, page 64) or group (New Group, page 61).
In the previous image two large boxes are displayed, each of them is explained
below.
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Filters: These options allow a faster and easier search for whoever has to in-
terpret it.

 From: this fieldmakes it possible to search within a limited period of time
(day, month, year and hour). To do this, you must click on «...» and the
window of the following image is observed; with calendar and time alter-
natives.

 Until: this field makes it possible to search within a limited period of time
(day, month, year and hour). To do this, you must click on «...» and the
window of the following image is observed; with calendar and time alter-
natives.

 Provider: (optional) This field offers the possibility of filtering the calls of
the providers, in case they exist.

 Preattendant: (optional) this field offers thepossibility of filtering the calls
that have been taken by any of the preattenders, if they exist.

 Duration: these fields are optional

 >: Indicates that calls that exceed the specified time will be listed

 <: Indicates that those calls that do not exceed the indicated time will
be listed

 Time: time to consider for filtering, must be expressed in minutes

 Search: clicking here runs the search considering the selected filters.
The results are observed in the Recordings box.

 Export: clicking this option exports the recording files; a zip is gener-
ated that contains the audios in wav format.

  Delete: clicking this button applies the search filters and deletes the
results obtained.

Recordings: this field presents the search result, ordered in the following
columns.

 Date: This column displays the date and time the call was made.

 Origin: Displays the number that initiates the call.

 Destination: Displays the number that is being called.

 Size: This column reports the size of the recording itself.

 Action: grants the possibility of:

 : play the audio of the recording

 : delete the recording

3.3.6.3 Accession numbers

In this section, you can obtain the details of the access numbers (see ?? on page
??), and to what or to whom they were assigned.
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Figure 3.82: Advanced interface: Report access numbers

3.3.6.4 System Resources

In these options you can see the real-time reports of the various features of the
Denwa UC&C 4.0.1 , namely:

Server Date: Show current date and time.

Activity time: indicates the time period that the control panel is working.

Disk Usage: This section displays a pie chart that shows a quick and easy to
understand disk usage. In addition, a more detailed list is presented:

 Voicemail: allows you to check howmuch space voice messages take up
on the disk.

 Recordings: refers to the space occupied by telephone recordings.

 System: is the space occupied by the PBX software. Also, backup is con-
templated.

 Free space: Allows you to check the space that has not yet been used on
the disk.

 Total: contemplates the total capacity of the disk.

Activity in the last 33 minutes:

 CPU Usage (%): shows both the usage of CPU resources expressed as a
percentage, as well as its average.

 Memory Usage (%): when the PBX’s built-in RAM memory is fully used,
the default disk space is used. Then, it is necessary to pass the data from
the disk to memory, this exchange is called swap. The graphs contained
in these axes showmemory usage and swap status.

 Active Calls: This graph displays the number of calls being made. If the
time is displayed on the lower axis, the duration of each one of them is
verified.
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Figure 3.83: Advanced Interface: System Resources Report

3.3.6.5 Preattenders

Initially, in this section you must select both the time period for which you want
to observe the report, as well as the preattendant. Then, click on « Confirm».

Figure 3.84: Advanced interface: Pre-attenders report

This displays two graphs. The first shows the options marked by the person who
made the call when being attended by the pre-attendant. In addition, it allows
you to see how many calls each of the options had. Instead, the second graph
shows the extensions that received calls, with the corresponding number.
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Figure 3.85: Advanced interface: Pre-attendant report example

After obtaining the graph, the option of exporting a .pdf document (« Export
PDF») is provided with the same information of each of the graphs and a table
that showsquickly and easily each of the values; or to .csv format (« Export CSV»)
with the following fields:

Date: date of entry of the call in mm/dd/yyyy format
Time: call entry time in hh:mm:ss format
ANI: telephone number of the caller
Access number: trunk access number through which you entered
Access entity: site through which the call entered
Attention Time: Talk time with an inmate, agent or voicemail in hh:mm:ss
format (pink column in diagram)
Time in preattendants: total time found in queues and preattendants in for-
mat
Total duration: time elapsed since the call entered until it was cut off
Last Option Time: time you waited after pressing the last option of the cho-
sen pre-attendant before being answered by a voicemail, internal or agent in
hh:mm:ss format (yellow column in the diagram)
State: final state of the call
IVR: name of the played preattendant (IVR «A» in the diagram)
Destinations: a columnwill be displayed for each of the possible branches of
the IVR where the user pressed an option:
 Option 1: First optionmarked on the preattendant (1st Optionmarked on
the diagram)

 Option 2: Secondoptionmarkedon thepreattendant (2ndOptionmarked
on the diagram)

 Option 3: Third option marked on the preattendant (3rd Option marked
on the diagram)

 Option …
 Option n-1
 Option n

Figure 3.86: Diagram of call steps
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3.3.7 Settings

3.3.7.1 General

This functionality allows you to configure the general options of the control panel.

3.3.7.1.1 Basic Tab In the Basic tab, the data shown in the following figure
must be entered.

Figure 3.87: Advanced interface: Basic system configuration

Name: name of the company.

Country: where Denwa UC&C 4.0.1 is installed

Province: province, region or state where the computer is located

City: city where the team is

Postal Code: postal code of the address

Phone: contact phone number

Contact Name: name of the contact person

Email: contact email

Country code: country code used for international dialing (see https://es.
wikipedia.org/wiki/Anexo:Prefijos_telef%C3%B3nicos_mundiales formore
information)

Area Code: Area code used for domestic long distance dialing

International direct dialing: code used for international exit (usually «00»)

National direct dialing: code used for national dialing

Language:

Time zone:

After loading all the data, you must click on « Confirm», if you do not want to
save the changes, just click on the « Cancel» button.
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Figure 3.88: Advanced Interface: System Services Configuration

3.3.7.1.2 Services Tab In this tab it is possible to configure the Denwa UC&C
4.0.1 services, they can be used from the telephone terminals, bymeans of a com-
bination of keys:

Take call (Group): takes the incoming call to the group where you are lo-
cated.
Take Call (All): Pick up the incoming call to all extensions, a function used in
small installations.
Conference extension: OnLine and OnDemand conferences, this function
allows you to create a conference between people on demand. The user who
wants to create a roommust dial *26. Userswho intend to join said conference
must dial *26 + extension of the user who created the room. This must also
be done by the user creating the room.
Voicemail Extension: Take messages from voicemail, where the extension
number and password are required.
Music On Hold: by clicking  icon you can add an audio file, such as Denwa
UCmusic onhold, otherwise it canbedownloadedorplayedby clicking icon
.
Security Code Extension: allows you to change the status of the security
code, enable or disable.
Record pre-attendant audio: allows recording audio to be used in IVRs or
pre-attendants.
Visiting user call: allows you to make calls as a visiting user from any exten-
sion, always dialing PIN + DESTINATION NUMBER.
Pre-attendant security code: allows calling a visiting user from any exten-
sion by always dialing SECURITY CODE + DESTINATION NUMBER.
Queue login: allows you to login on thequeuebydialing thePREFIX +QUEUE
NUMBER.
Logout in queue: allows you to log out of the queue by dialing the PREFIX +
QUEUE NUMBER.
Paging Extension: allows you to performpaging functions by calling a group
type extension. The audio is one way and PREFIX + EXTENSION NUMBER is
dialed.
Extension Intercom: Allows you to perform intercom functions by calling an
extension. The audio is two-way and PREFIX + EXTENSIONNUMBER is dialed.
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Extension to block Identifier: blocks the ANI.
Supervise extension: allows you to intervene in a communication.
Extension for forwarding to mailbox: redirects calls to voice mail.
Extension to configure forwarding: for the application to work it is neces-
sary to load the audios in My applications > Set Forward Application.

In addition, there are some key combinations that are fixed and cannot be con-
figured:

Unattended transfer (#11): this functionality transfers the call at themoment
of dialing the key combination and cuts the communication with the first
user.
Attended Transfer (#22): This functionality first allows the recipient of the
call to speak to the person to whom the transfer is to be made. When the
transferor hangs up, the call is transferred to the first caller. Flash (analog
line) (*5): allows when the line is busy to enable another line.
Call Pickup (Extension) (*88 + EXT): This functionality picks up calls from a
specific extension, with the combination *88 + EXTNUMBER.
Record call (*11): allows the recording of the call.

music on hold

If the call enters from the Preattendant to a Group (not a queue) and then
to an extension, when putting a call on hold the user’s MOH is reproduced;
if the user has not configured it, the Group’s MOH is reproduced. If the
user and the group do not have the MOH configured, themusic on hold of
the Preattendant is played. If in all cases (user, group and pre-attendant)
music on hold is not configured, when leaving a call on hold the MOH of
the Denwa UC&C 4.0.1 is played.

Figure 3.89: Advanced Interface: Advanced System Settings

3.3.7.1.3 Advanced Tab This tab allows you to configure the advanced options
of Denwa UC&C 4.0.1 . The fields to configure are the following:

Extensions Ring: is the time in seconds that an extension will ring, after this
time the call is cut, sent to voicemail or transferred, this depends on the con-
figured services.
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Group Ring: is the time in seconds that a group will ring before moving on
to the next group.

Outgoing Ring: is the time in seconds that an outgoing call will ring, after
this time, if the call is not answered Denwa UC&C 4.0.1 cuts the call.

Maximum call duration: is the maximum time allowed for an outgoing call,
after this time is exceeded the call is cut off. It is necessary to configure this
parameter correctly, because when the specified time is reached, the call will
be terminated. Keep Recording Information: Allows you to specify the max-
imum period for which the history of exported recordings will be kept to be
included in the reports.

Server description: is the name chosen for DenwaUC. This will appear in the
upper right sector of the screen, on the Denwamodel.

Restart telephony: allows you to define the period in which the telephony
services will be restarted. By default this parameter is configured every day.

ICE support: Option available for control panels where WebRTC technology
is used (enabled by default). If you do not have an Internet connection, it is
recommended to disable this option, since it directly affects the connection
time of a call.

Domain Name: domain name assigned to Denwa UC, it is used in special
cases where Denwa UC is in a private network, uses Public IP and dynamic
DNS. With this configuration, all SIP messages in this domain are sent to be
answered.

Public IP: Public IP assigned to the PBX, it is used in special cases where the
PBX is in a private network with a fixed Public IP in a router.

Local Network: is the private network in which the central will be operat-
ing. Networks must be added by clicking on . This will enable a new win-
dow, which allows you to add the different networks. The format to add the
same in network/mask, both in format of four decimal octets (for example:
192.168.1.0/255.255.255.0). Then you must click on .

STUN Server: this server helps the IP-PBXwhen there are equipment behind
a NAT, it is rarely used in new VoIP installations.

Payload type for DTMF: you can choose between payload types 97 and 101.

External Directory Source: indicates from where the list of contacts can be
provisioned. It can be local or external. If it is external, you must press the
button, and enter the URL where the provisioning file is located. Finally «
Confirm».

Service for CNAM: it is a service created for the United States that verifies
the name of the contact, for this it looks for this name in a database. It is
recommended to disable this service in another country.

On this screen it is also possible to shut down or restart the system, for this there
are the buttons « Turn off server» and « Restart server», respectively
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Figure 3.90: Advanced Interface: SystemMail Server Configuration

3.3.7.1.4 Mail Server Tab This tab allows you to configure a mail server for
Denwa UC&C 4.0.1 . Requested: email server, port, username and password.

SMTP Email Server: is a protocol for the simple transfer of email. Here you
must write the IP or Domain of the SMTP Server for sending Voice Mail, FAX
and Denwa PBX alerts.
SMTP Port: port to be used for the email server, this depends on the server
provider. The most used ports are 25, 465 and 587.
Mail user: username for the email account.
Email password: password of the email user.
Password Confirmation

Clicking on the « Send a test email» button will perform a check of the service,
this will show a pop-up windowwhere the information from the previous list will
be preloaded, being necessary to indicate a destination email address and, if nec-
essary, modify the test message. The « Send» and « Cancel» buttons send the
test message or close the window, respectively.

Figure 3.91: Advanced interface: System backup settings
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3.3.7.1.5 Backup Tab This tab is for all Denwa UC&C 4.0.1 data backup and re-
store operations. The first thing that is observed is a table where all the Backups
made are listed, where it is shown:

Name:

Description:

Date:

Update:

Action Icons:
 Shows Backup information.

 Save the Backup file on the computer.

 Allows you to configureDenwaUC&C4.0.1 fromaselectedconfiguration
file, clicking on itwill display awarning indicating the risks associatedwith
the task.

Figure 3.92: Advanced interface: Warnings for restoring backups

  Delete the Backup.

At the bottom there are four (4) buttons that offer different backup options:

Backup: allows you to create a backup. It is recommended to make the
backup when Denwa UC&C 4.0.1 is with little activity.

Upload Backup: this option allows you to restore the configuration from
a file saved on the PC.

 Rest. to Factory: the panel is restored to the factory settings. Attention!
All data will be lost, it is recommended to make a backup beforehand.

Config. Export.: This option allows you to export the backup to an FTP
server. The FTP server data must be completed in the window that appears
below.

 Enable the export of backups: the export of backups will only work if
this field has a tilde ( ) in its box

 FTP protocol:
 User: username to log in to the FTP server

 Password: password of the user used to log in to the FTP server

 IP / Domain: IP address or domain name of the FTP server

 Path: path (within theFTPuser’s directory)where thefileswill be stored.
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Windows paths

Since in most UNIX-based systems (such as Denwa UC&C 4.0.1 )
is used as an escape character, and the same is used in Windows
systems to define the paths of files and folders; If the FTP server
to be used is a Windows computer, it will be necessary to use the
«backslash» or «backslash» twice, for example:

1 C:\\users\\pepito\\FTP\\

 Name: distinguished name of the FTP server
 Buttons:
  Close - closes the popup window without saving the changes made
  Verify connection: executes a connection test to the FTP server, this
test consists of creating a file in the previously defined path, indicating
whether the connection was successful or failed

 Help: displays a help window indicating how each field can be com-
pleted

 Configure: apply and save the applied configuration

Alerts for transfer errors

Denwa UC&C 4.0.1 sends alert emails when connection is lost with the FTP
server, or file transfer errors. This functionality is only available if the email
server has been configured (see section Mail Server Tab on the 97 page).

Figure 3.93: Advanced Interface: System Autoconfiguration

3.3.7.1.6 Autoconfig tab This tab provides the possibility of obtaining the con-
trol panel settings from an FTP, HTTP or HTTPS server (HTTP with security).

3.3.7.1.6.1 Server Settings Here the server with which the central is going to
be provisioned is determined: FTP, HTTP and HTTPS, the options that must be
configured are:

Protocol: You must select between FTP, HTTP, HTTPS.
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IP/Domain: the server IP is configured.
Port: Sets the port used by the server. By default FTP (port 21) is used, you
can also choose HTTP (port 80) or HTTPS (port 443).
User: the server user is determined (if this box is left blank and the password
box is blank, the methodology without authentication will be used).
Password: server password.

After configuring the server, you must configure the periodicity with which you
want to perform the self-provisioning, for this two options are provided: Weekly
or Repeatedly. Their configuration is accessed by clicking on the « Enable Auto-
provisioning» checkbox.

3.3.7.1.6.2 WeeklyMode This option allows you to configurewhich days of the
week and at what time the self-provisioning of the control panel is carried out.
The options are very intuitive, it is enough to select the days of the week and the
desired time for the control panel to supply itself.

Figure 3.94: Advanced interface: Weekly self-provisioning mode

3.3.7.1.6.3 RepeatedMode This option allows you to select how often the con-
trol panel supplies itself.

Figure 3.95: Advanced interface: Repeated auto-provisioning mode

You simply fill in the every field, and then select whether this number represents
hours, days, or weeks. Under these options, the day and time of the next execu-
tion must be configured, click on you can configure the day and time to execute
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the first auto-provisioning, then it is repeated according to the period configured
in the previous step.
In all cases, after completing the self-provisioning mode, the changes must be
confirmed by clicking Confirm.

3.3.7.1.7 LDAP tab This section allows the authentication of operatorswith the
LDAP (Active Directory) system, allowing access with all permissions enabled.

Tab availability

This tab is only available on computers that have the LDAPAuthmodule in-
stalled; Additionally, in case of having the Contact Centermodule, a greater
number of fields can be displayed.

Figure 3.96: Advanced interface: Weekly self-provisioning mode

Below are the server configuration parameters:
Server: IP address or domainaddress of theLDAPServer. For example: ldap.mynetwork.local.
Port: refers to the port of the LDAP server where it expects IP connections.
For example: 389.
User: DN («DistinguishedName») of the user for access to searcheswithin the
Active Directory structure. With this user, the initial connection will be made
to search for the user to authenticate, it is necessary that it have the necessary
permissions to read the entire group to which the users belong, to which the
querieswill bemade. For example: «cn=user1,ou=people,ou=division1,dc=myorg,dc=es
».
Password: Key used to authenticate the initial connection. For example: «Mi-
ClaveLdAp».
Search: DN («DistinguishedName») of thegroupor organization towhich the
users who will authenticate, using their LDAP credentials, belong as Denwa
UC&C 4.0.1 administrators.

3.3.7.2 Cloud

In this section, you can register, cancel or modify (Monitor or Administrator) the
Cloud users (Integrators).
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In order for Cloud users to be able to remotely monitor or manage the control
panel, the control panels must be associated at cloud.denwaip.com (see Cloud
for Integrators document available on the support site).

3.3.7.2.1 Settings In this section you can select the cloud in which the central
will be associated:

Figure 3.97: Advanced interface: Selection of the cloud fromwhere the equipment will beman-
aged

The control panels can bemonitored from the Cloud platform, or from a custom
server within the cloud or private network.

3.3.7.2.2 Users In the users section, you can see, modify the role or delete the
users who have Administrator or Monitor access to the control panel

Figure 3.98: Advanced interface: Configuration of Cloud access users

When entering the user, you can see the data with which the Integrator has reg-
istered him in his Cloud account, and it is possible to modify his role: Monitor or
Administrator

3.3.7.3 Administrators

This functionality allows you to configure Denwa UC&C 4.0.1 administrators.
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Figure 3.99: Advanced interface: Denwa UC&C 4.0.1 administrators

Two types of users are verified:

Web: users with teammanagement via web.

CLI: user with computer management via console or ssh (pbxadmin)

3.3.7.3.1 New Administrator If you want to create a new administrator, you
must click on « New Administrator», this will display a pop-up window request-
ing the following information:

Name: username

LastName: lastname of the user

User: way to identify yourself when logging into Denwa UC&C 4.0.1

Password: password to use for login

Password confirmation: repetition of the password to be used

Email: email address

Enabled: checkbox to enable ( ) or disable () the user

Permissions: can be read-write, read-only, or none. You must select which
menu items you can access, namely:

 Users (see page 33)

 Groups (see page 57)

 Suppliers (see page 62)

 Preattender (see page 72)

 Reports (see page 82)

 Configuration (see page 93)

 Debug (see page 150)
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Figure 3.100: Advanced interface: Web user registration

New administrators It is only possible to generate web administration users

3.3.7.3.2 Administrator Edition If you want to change any parameter of the
existing administrators, you must click on the name of the administrator, which
will display the editing window, which has the same fields and characteristics as
thosementioned inNewAdministrator (see page 103). The changeswill be stored
by clicking on the « Confirm» button, or if you want to discard themodification
and close the window, you must click on « Cancel».

3.3.7.3.2.1 CLI user edition : The editable fields are the password and the pos-
sibility of disabling the user in case this management means is not used.

Security Alert It is very important to change the password of the users «admin»
and «pbxadmin». For more information, we recommend consulting the ?? sec-
tion, on the ?? page.

3.3.7.4 Networks

In the «Networks» section, it is possible to configure the way in which Denwa
UC&C 4.0.1 relates to existing networks in your environment.

3.3.7.4.1 Network Interfaces
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Figure 3.101: Network Interfaces, interfaces tab

3.3.7.4.1.1 Interfaces tab In the interfaces tab it is possible to register Denwa
UC&C 4.0.1 in the different client networks, by assigning IP addresses in the dif-
ferent configurable interfaces, namely:

Physical: associates an IP address to the physical network interface
Virtual: Allows you to assignmultiple IP addresses (one for each virtual inter-
face) to a physical network interface
VLAN: allows the VLAN label to be placed on the IP address, it will be assigned
to a virtual interface, allowing the use of several IPs from different VLANs on
the same physical interface

High Availability Exception

When Denwa UC&C 4.0.1 is part of a High Availability cluster (Active-
Passive), the configuration of the Network Interfaces will be blocked by the
system, not allowing their editing.

The information is displayed in two main sections:
Network Interfaces: Lists all physical interfaces on the platform. Next to the
name of each of the interfaces there is the symbol which, when pressed,
will display the list of virtual interfaces (if there are any)
Information: shows the information of the selected interface (active icon),
namely:
 Name and link state: indicates the name of the network interface, as well
as the state of its link:
 Green: link established
 Red: no connection

 Type: indicates if the interface is physical or virtual
 MAC address: MAC address of the network card
 Mode: shows if the IP addresswas configuredmanually (static) or through
a DHCP server, also shows if its configuration is for IPv4 or IPv6 networks

 IP Address: IP address assigned to the board
 Mask: subnet mask
 Network: IP address of the network to which the assigned IP belongs
 Virtual interface: allows the creation of a virtual interface on the se-
lected board, pressing this button shows a popup window for its configu-
ration
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 IP Address: IP address to configure
 Mask: subnet mask, in case of IPv4 it must be indicated in the decimal
format of four (4) octets, however in the case of IPv6 its format is CIDR

 Type: indicates if IPv4 or IPv6 is used
  Cancel: closes the window without saving changes
 Create: save the changes and close the window

 Assign VLAN: allows the creation of a virtual interface with a VLAN tag,
pressing this button displays a popup window for its configuration
 VLAN ID: VLAN number to use
 IP Address: IP address to configure
 Mask: subnet mask, in case of IPv4 it must be indicated in the decimal
format of four (4) octets, however in the case of IPv6 its format is CIDR

 Type: indicates if IPv4 or IPv6 is used
  Cancel: closes the window without saving changes
 Create: save the changes and close the window

The network interfaces can be configured by following the steps below:
1. The desired interface must be selected, in the case of the image it is eth0. It
can be seen that all the data is shown.

2. Below the information, there are four options to configure.
Virtual interface: A virtual interface is assigned over eth0. To configure
this option, you must enter the IP address and network mask of the new
virtual interface. Then you must click on Create.
Assign VLAN: A VLAN (Virtual Local Area Network) is generated. With this
method, separate logical networks are created within the same physical
network. To achieve this you need to enter the VLAN identifier, IP address
and netmask.
Disable: The network interface is disabled.
Modify: you can change the IP address and network mask, choosing the
Static or DHCP IP mode and the IPv4 or IPv6 type.

3.3.7.4.1.2 DNSServers Tab OntheDNSServers tab, thedesireddomainname
server can be configured. To configure the DNS, youmust enter an IP or domain
of a server in the «>New DNS Server» field, and then press the button; with this
it will be included in the list at the bottom. To remove the servers from the list,
click on .

Figure 3.102: Network Interfaces, DNS servers tab
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It is possible to check the availability of the server by clicking on the «Ping» text
next to its IP address.

3.3.7.4.1.3 Routes tab From this tab you can configure a particular static route
for the Denwa UC&C 4.0.1 operation.

Figure 3.103: Network Interfaces, Routes tab

The default gateway can be configured by completing the corresponding field
next to the legend «Gateway» and clicking the « Apply» button.
If you need to reach destinations through a gateway other than the default, you
must click on the « New Route» button and complete the fields that will be
displayed in the displayed form, these fields are:

Destination: IP address of the destination host or network, declared in two
fields:
 IP Address: IP address of the destination host or network
 Mask: Netmask declared in four (4) decimal octet format

Interface: allows you to select the interface throughwhich the previously de-
clared host or network will be reached, by default it is chosen automatically;
in case of wishing to declare a specific interface, it is necessary to remove the
from the «Automatic selection» box and select the desired interface.

Gateway: IP address through which the host or network declared above will
be reached
Metric: route priority; lower number, higher priority
 Cancel: clear the form and close the window
Help - Displays a popup dialog with help text
Create: save the changes and close the window

Path validation The route will only be added if the destination host or network
can be reached through the declared gateway
Once the route has been added, it will be displayed in the table at the bottom of
the screen, from where the following information can be viewed:

Destination: IP address of the destination host or network
Mask: Netmask declared in four (4) decimal octet format
Gateway: IP address through which the host or network is reached
Metric: route priority; lower number, higher priority
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Interface: interface through which the host or network is reached
Source IP: IP address with which the packets are sent to the destination host
or network through the declared gateway
Status Icon: can be displayed in two colors:
 Green: the destination host or network can be reached
 Red: the destination host or network cannot be reached

Actions: allows you to delete the route by clicking on the «» icon corre-
sponding to its row

Figure 3.104: Network Interfaces, Dynamic DNS tab

3.3.7.4.1.4 Dynamic DNS tab It is not always possible to have a static Public
IP address, to solve these problems is that there are dynamic DNS servers, they
constantlymonitor possible changes in thepublic IP address ofDenwaUC&C4.0.1
and update their records accordingly. that there is always a relationship between
the Domain and the assigned public IP address (by PPPoE server, DHCP server,
or even static configuration). It can be configuredwith the following information:

Domain: is the domain registered in the chosen DynDNS server
Login User: user who registers on the server
Login Password: user password
Server: domain or IP address of the server
Interval: fraction of time in which the control panel sends a notification to
the DynDNS server to update its IP address, it must be written in minutes
Help: displays the help dialog, with examples
Confirm - save changes and turn on the dynamic DNS client

Dynamic DNS servers

The service providedby thedynamicDNS servers is paid and is not included
in the licensing and support costs of your Denwa UC&C 4.0.1 license. How-
ever, the client (responsible for sending the information to said servers, is
available on the platform).

If you have any questions, you can click on Help where examples are shown.
The service can be started or stopped by clicking on the icon. In case you need
to send the Public IP address to the dynamicDNS server in advance, you can click
on the icon.

108



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

3.3.7.4.2 VPN Clients From this tab you can configure a new VPN (Virtual Pri-
vate Network) connection using the PPTP (Point-To-Point Tunneling Protocol) or
the OpenVPN protocol and edit existing connections (if you have one).

Figure 3.105: VPN Clients

VPNs allow a secure extension of the local network over a public network. To
do this, a point-to-point virtual connection is made using dedicated and/or en-
crypted connections. It has the advantage of reducing the bandwidth used and
increasing speed. It also provides secure communications on public networks
with specific access rights.

3.3.7.4.2.1 PPTP client it connects directly to the destination server creating a
virtual network for each remote client, which the administrator can monitor and
manage like any other remote access port. To configure this client, click on the
New PPTP Connection option.

Figure 3.106: VPN Clients, PPTP

Below is the description of the fields:
General configuration

109



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

 Connection name: name that is assigned to the connection.
 PPTP Server: IP or domain of the PPTP server.
 Username: username to access the PPTP server.
 Password: User password to access the PPTP server.
 Connect automatically: enable if the connection should always be active

Authentication Method: the authentication protocol(s) to be used must be
selected.
 PAP (Password Authentication Protocol): is a simple protocol that authen-
ticates a user against a remote access server. Its function is to validate a
user to access different resources. For this, PAP transmits passwords in
ASCII in the clear, so it should be used as a last resort.

 CHAP (Challenge Handshake Authentication Protocol): is an authentica-
tion protocol by mutual challenge. It periodically verifies the identity of
the remote client using an information exchange. With CHAP, the user ID
and password are always sent encrypted, making it a more secure proto-
col than PAP.

 MSCHAP (Microsoft Challenge Handshake Authentication Protocol): Mi-
crosoft challenge handshake authentication protocol. This does not re-
quire that both parties know the key in the clear, but a summary (Hash)
of it.

 MSCHAPv2 (Microsoft Challenge Handshake Authentication Protocol v2)
- Microsoft challenge handshake authentication protocol version 2. Pro-
vides high-level security for remote access connections. MS-CHAP v2 re-
solves some issues with MS-CHAP.

Compression Method: they are encryption methods, they are only used with
the MSCHAP and MSCHAPv2 protocols.
 MPPE 40 (Microsoft Point-to-Point Encryption): Microsoft 40-bit point-to-
point encryption.

 MPPE 128 (Microsoft Point-to-Point Encryption): Microsoft 128-bit point-
to-point encryption.

Then click on Create and the VPN will have been created. Below you can see the
generated connection.

Figure 3.107: VPN clients, PPTP connection configured

Once the new connection is created, it can be Connected, Deleted or Modified
from the buttons located in the lower section of the page.
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3.3.7.4.2.2 OpenVPN Client is open source virtual private network software,
which provides security, stability and encryption mechanisms without introduc-
ing complexity. To configure the OpenVPN client, click on the New OpenVPN
Connection option.

Figure 3.108: VPN clients, OpenVPN settings

Below is the description of the fields:
General Settings
 Connection name: name that will be assigned to the connection.
 OpenVPN Server: IP or domain of the OpenVPN server.
 Port: port that will be used for the VPN connection.
 Connect automatically: enable if the connection should always be active.

Certificates
 Certification Authority (CA): Allows importing the file.
 Client Certificate (CRT): Allows importing the file.
 Customer Key (KEY): Allows importing the file.

These certificates must be granted by the OpenVPN server administrator.

Figure 3.109: VPN clients, OpenVPN settings

AswithPPTP, you canConnect, Delete orModify the connection fromthebuttons
located in the lower section of the page.

3.3.7.4.3 Web Server By entering this configuration tab, you can activate or
deactivate the safe browsing option. It is recommended to activate this option,
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since the transmitted data is encrypted. Therefore, it generates less probability
that the information is intercepted by third parties. To activate secure browsing,
you need to click the Enable HTTPS button.

Figure 3.110: Webserver

HTTP Secure

A secure web server ensures that the information travels through the net-
work, protected by the use of some encryption algorithm, ensuring that it
is intelligible only by the server and the user who accesses the web.

To enable the secure web server, the generation of the certificate for HTTPs is
requested, this is done through the Generate Certificate button. With this, the
following page is displayed to complete the certificate data:
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Figure 3.111: Web server, certificate upload

With this, the ssl certificate is generated and loaded internally so that the central
workswithHTTPs, thus showing the service is active. Of course, since the server is
now in secure browsingmode, youmust log in as administrator again to continue
with the DenwaUC configuration.
When entering the web server section again, you can see the HTTPs activated
and the information of the Certificate that was generated.

Figure 3.112: Web server, service enabled

Denwa offers the function of downloading the generated Certificate, to be val-
idated by a Certifying Entity. Denwa offers the possibility of validating the ssl
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certificate and being able to load again so that when entering safe mode, the
certificate error does not appear in the browser.

Figure 3.113: Web server, certificate download and import

It is important that, when uploading the certificates, the part corresponding to
each one is pasted. In the first field the certificate (.crt), and in the second the
private key (.key).

Figure 3.114: Web server, certificate upload form

To disable the secure web server, it is necessary to click on the HTTPS button, the
system requests confirmation and again you must enter the web as an adminis-
trator to continue configuring the options.

3.3.7.4.4 DHCP Server This service allows us to configure a server. DHCP (Dy-
namicHost ConfigurationProtocol) is a network protocol that allows clients on an
IP network to obtain their configuration parameters automatically. The server is
responsible for providing the host with the basic network configuration (IP, net-
mask, gateway, DNS, provisioning IP).
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Figure 3.115: DHCP Server

As seen in the previous figure, the screen is divided into three zones. In themain
area, on the left of the screen, you will find the DHCP server settings.
It is necessary to configure the following data for the correct functioning of the
server.

Interface: the network interface onwhich theDHCP server will be usedmust
be selected. Remember that the interface that is configured as the DHCP
server must be in the same IP range as the gateway and provisioning IP.
IP Range: is the range of IP addresses that the server will deliver to the dif-
ferent clients (host) that request them.
Subnetmask: combinationof bits used todefinewhichpart of the IP address
is the network number and which part corresponds to the host.
Gateway: is the gateway of the network.
DNS Server: is the address of the DNS server that we will use.
Provisioning IP: It is the IP address thatwill be used for equipment provision-
ing. The phone when taking ip by DHCP will also take the address where to
look for the configuration file.

The «Only allowMACs in the list» field enablesMACfiltering according to the list
shown on the right of the screen. The MAC can be added manually, writing the
address in the corresponding field and pressing «Add»; or adding all the comput-
ers added to «My Computers» (see ?? on the ?? page) by clicking on «Add MAC
of created Computers»
External DHCP server If you are using an alternative DHCP to Denwa, in order to
provision you need to configure DHCP options 66 and 67 by pointing them to
http://ip-denwa/provisioning/general/
After completing these parameters, confirm the configuration by clicking on «
Confirm» and activate the service by clicking on the icon. If you want to restart
it, just click on the button.
In the lower right sector are the computers that are currently connected to the
DHCP server, along with the following information:

IP: IP address assigned to the device
MAC: MAC address of the network card that was given the IP address
Start: date and time of IP address grant
End: date and time at which the lease will be renewed
Name: device name
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3.3.7.4.5 SNMPv1 Server Simple NetworkManagement Protocol or SNMP (for
its acronym inEnglish) is anapplication layerprotocol that facilitates theexchange
ofmanagement informationbetweennetworkdevices. SNMPallows administra-
tors to monitor network performance, find and resolve problems.

SNMP is based on two main elements, a supervisor and agents. The supervisor
is the terminal that allows the network administrator to make management re-
quests and the agents are entities that are at the level of each interface. They con-
nect the managed devices to the network. These devices can be hardware infor-
mation, configuration parameters, performance statistics, etc. These elements
are classified in a database called MIB («Management Information Database»).

In order to carry out monitoring as an administration, it is necessary to follow the
following steps

1. Install the SNMP application on the PC to monitor from the linux console

1 sudo apt-get install snmp

SNMP installation

2. Configure the SNMP server in Denwa UC&C 4.0.1 by going to Configuration >
Networks > SNMP server

Figure 3.116: SNMPv1 Server

The first step in configuring is to set the authorized community and the per-
missions for them. There are different methods to determine the commu-
nities: the public option (it is possible to monitor any network), list (certain
networks or hosts are established) or the empty box (the permission for the
community is not configured).
Then it must be determined which host or networks are allowed to monitor
the Denwa. To define a host, you must enter the IP number with mask 32
and for a network, the IP number of the network and its mask. In addition,
the permissions are assigned to each one from the Mode checkbox. To com-
plete the process, click on the sign. All networks are displayed in a list at the
bottom of the screen.
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Figure 3.117: SNMPv1 server, network addition

Finally, youmust click on « Confirm»andenable theSNMPserver by clicking
on .

3. Monitor Denwa from the LInux console. To do this, youmust write the follow-
ing command.

1 snmpget -v2c -c public 192.168.1.204 .1.3.6.1.4.1.2021.4.5.0

Snmp Query Example

Figure 3.118: SNMPv1 server, query structure

Some of the OIDs are described below with the association of the type of in-
formation presented by each one.

CPU Statistics
 Last minute upload: .1.3.6.1.4.1.2021.10.1.3.1
 Load last 5 minutes: .1.3.6.1.4.1.2021.10.1.3.2
 Load last 15 minutes: .1.3.6.1.4.1.2021.10.1.3.3
CPU
 CPU time percentage per user: .1.3.6.1.4.1.2021.11.9.0
 System CPU time: .1.3.6.1.4.1.2021.11.10.0
 CPU free time percentage: .1.3.6.1.4.1.2021.11.11.0
Memory Statistics
 Total Swap Size: .1.3.6.1.4.1.2021.4.3.0
 Available swap space: .1.3.6.1.4.1.2021.4.4.0
 Total RAM: .1.3.6.1.4.1.2021.4.5.0
 Used RAM: .1.3.6.1.4.1.2021.4.6.0
 Free RAM: .1.3.6.1.4.1.2021.4.11.0
 Shared RAM: .1.3.6.1.4.1.2021.4.13.0
 RAM Buffered: .1.3.6.1.4.1.2021.4.14.0
 Total memory cached: .1.3.6.1.4.1.2021.4.15.0
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Disk Statistics
 Path where the disk is mounted: .1.3.6.1.4.1.2021.9.1.2.1
 Path to the computer partition: .1.3.6.1.4.1.2021.9.1.3.1
 Total disk/partition size(kBytes): .1.3.6.1.4.1.2021.9.1.6.1
 Available disk space: .1.3.6.1.4.1.2021.9.1.7.1
 Used disk space: .1.3.6.1.4.1.2021.9.1.8.1
 Percentage of disk used: .1.3.6.1.4.1.2021.9.1.9.1
 Percentage of inodes used: .1.3.6.1.4.1.2021.9.1.10.1

3.3.7.4.5.1 RAM Query Example To monitor the total RAM memory available
to Denwa UC&C 4.0.1 , it is entered in a console client.

1 get -v2c -c public 192.168.1.139 .1.3.6.1.4.1.2021.4.5.0

Snmp RAM Query Example

The answer is:

1 3.6.1.4.1.2021.4.5.0 = INTEGER: 1016600

Sample response to RAM query by snmp

Where 1016600 is the size in megabytes of RAM.

3.3.7.4.5.2 Temperature query example Performinga snmpquery to theequip-
ment can obtain the desired information, however it must be correlated. The
community is configured from theweb interface of the PBX (SNMPv1 Server Net-
work Configuration) and the IP corresponds to the IP of the equipment that you
wish to consult.

1 walk -v 2c -c 1.3.6.1.4.1.2021.13.16

Snmp Temperature Query Example

The following is an example of the data you’ll get from this query:

1 3.6.1.4.1.2021.13.16.2.1.1.1 = INTEGER: 1
2 3.6.1.4.1.2021.13.16.2.1.1.2 = INTEGER: 2
3 3.6.1.4.1.2021.13.16.2.1.1.3 = INTEGER: 3
4 3.6.1.4.1.2021.13.16.2.1.1.4 = INTEGER: 4
5 3.6.1.4.1.2021.13.16.2.1.1.5 = INTEGER: 5
6 3.6.1.4.1.2021.13.16.2.1.1.6 = INTEGER: 6
7 3.6.1.4.1.2021.13.16.2.1.1.7 = INTEGER: 7
8 3.6.1.4.1.2021.13.16.2.1.1.8 = INTEGER: 8
9 3.6.1.4.1.2021.13.16.2.1.1.9 = INTEGER: 9
10 3.6.1.4.1.2021.13.16.2.1.1.10 = INTEGER: 10
11 3.6.1.4.1.2021.13.16.2.1.1.11 = INTEGER: 11
12 3.6.1.4.1.2021.13.16.2.1.2.1 = STRING: “loc1"
13 3.6.1.4.1.2021.13.16.2.1.2.2 = STRING: “Physical id 0"
14 3.6.1.4.1.2021.13.16.2.1.2.3 = STRING: “Core 0"
15 3.6.1.4.1.2021.13.16.2.1.2.4 = STRING: “Core 1"
16 3.6.1.4.1.2021.13.16.2.1.2.5 = STRING: “Core 2"
17 3.6.1.4.1.2021.13.16.2.1.2.6 = STRING: “Core 3"
18 3.6.1.4.1.2021.13.16.2.1.2.7 = STRING: “Core 4"
19 3.6.1.4.1.2021.13.16.2.1.2.8 = STRING: “Core 5"
20 3.6.1.4.1.2021.13.16.2.1.2.9 = STRING: “Core 6"
21 3.6.1.4.1.2021.13.16.2.1.2.10 = STRING: “Core 7"
22 3.6.1.4.1.2021.13.16.2.1.2.11 = STRING: “Physical id 1"
23 3.6.1.4.1.2021.13.16.2.1.3.1 = Gauge32: 47000
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24 3.6.1.4.1.2021.13.16.2.1.3.2 = Gauge32: 33000
25 3.6.1.4.1.2021.13.16.2.1.3.3 = Gauge32: 29000
26 3.6.1.4.1.2021.13.16.2.1.3.4 = Gauge32: 29000
27 3.6.1.4.1.2021.13.16.2.1.3.5 = Gauge32: 28000
28 3.6.1.4.1.2021.13.16.2.1.3.6 = Gauge32: 28000
29 3.6.1.4.1.2021.13.16.2.1.3.7 = Gauge32: 28000
30 3.6.1.4.1.2021.13.16.2.1.3.8 = Gauge32: 27000
31 3.6.1.4.1.2021.13.16.2.1.3.9 = Gauge32: 27000
32 3.6.1.4.1.2021.13.16.2.1.3.10 = Gauge32: 27000
33 3.6.1.4.1.2021.13.16.2.1.3.11 = Gauge32: 34000

Example of response to the snmp temperature query

The information must be related by sensor number, this being the last number
of the query string (in iso.3.6.1.4.1.2021.13.16.2.1.3.11 the sensor number would be 11),
and the results of the the following way:

1 loc1 47000
2 Physical id 0 33000
3 Core 0 29000
4 Core 1 29000
5 Core 2 28000
6 Core 3 28000
7 Core 4 28000
8 Core 5 27000
9 Core 6 27000
10 Core 7 27000
11 Physical id 1 34000

The value is in Centigrade milligrades, that is, it must be divided into a thousand
to be read in Centigrade degrees; that is to say:

1 loc1 47,000 °C
2 Physical id 0 33,000 °C
3 Core 0 29,000°C
4 Core 1 29,000°C
5 Core 2 28,000°C
6 Core 3 28,000°C
7 Core 4 28,000°C
8 Core 5 27,000°C
9 Core 6 27,000°C
10 Core 7 27,000°C
11 Physical id 1 34,000 °C

3.3.7.4.6 OpenVPNServer In this section, theOpenVPNservicewill be config-
ured to have secure connections for users outside the network. When entering
the server you can see a screen like the following:
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Figure 3.119: OpenVPN Server

In the left column it is possible to start or stop the OpenVPN Server service by
clicking on the icon.

3.3.7.4.6.1 Settings Tab In the previous image you can see that the server is
disabled and that there is no pre-loaded configuration. Below is the detail of the
parameters to be configured:

Port: port to use for the OpenVPN service
Protocol: protocol used by the server
Network Address/Mask: network from which IP addresses will be given to
clients
Allow Access: Networks to which you want to give clients access.

3.3.7.4.6.2 Accounts Tab In this tab it is possible to register accounts for re-
mote access to the unified communications platform and/or to the networks se-
lected in the configuration tab.

Figure 3.120: OpenVPN server, access accounts

To make a new account we simply click on Create Account, and fill in the user-
name; with this the account has been created and it is possible to download its
certificates.

Figure 3.121: OpenVPN server, login account creation

To use the OpenVPN server it is necessary to have the certificates on the com-
puters that will connect to it, so they must be downloaded from the accounts
tab. Once on the local computer, it is necessary to have the OpenVPN «client»
software and, from a basic text editor, generate an .ovpn file like the one shown
below:

1 ###########################################
2 nVPN Client
3 ###########################################
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4 nt
5 tun
6 ocol PROTOCOL
7 te SERVER_IP SERVER_PORT
8 lv-retry infinite
9 nd
10 -lzo
11 3
12 rtificate files
13 CERTIFICATE_PATH/ca.crt"“
14 CERTIFICATE_PATH/CERTIFICATE_NAME.crt"“
15 CERTIFICATE_PATH/CERTIFICATE_NAME.key"
16 ###########################################

Youmust replacewhere it says «PROTOCOL», «IP_OF_SERVER», «PORT_OF_SERVER»,
«PATH_OF_CERTIFICATE», «NAME_CERTIFICATE» according to the configurations
made on the server, as well as the downloaded certificates.

3.3.7.4.6.3 Logs Tab This tabwill show the list of all active connections («clients»
connected) to the OpenVPN service.

3.3.7.4.7 Firewall This service allows you to set up a firewall, which is intended
to help prevent hackers or malicious software from gaining access to your com-
puter over a network or the Internet. It is responsible for creating a barrier be-
tween the Internet and the computer, just like the physical barrier that would
constitute a brick wall.
The firewall acts as a filter controlling all the communications that pass from one
network to another and based on this it allows or denies the passage, for this
it examines the type of service to which it corresponds. It also inspects if the
communication is incoming or outgoing and depending on its address it can
allow it or not.
Whenentering the Firewall configuration, there is a panelwith threebuttons that
enable and disable various options, detailed below.

Figure 3.122: Firewall

From the button you can enable or disable Denwa UC&C 4.0.1 security. With
the firewall activated, the ports are opened dynamically, only during the time
required to allow access to the desired services.
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Failed attempts : If the systemdetectsmore than five failed attempts to register
the computers, it automatically blocks access from the IP address, as it takes this
as an attempted attack. The onlyway for this rule to be removed from the firewall
is for an authorized administrator to remove it manually.

Port scanning : allows you to block attacks of this type automatically, Denwa
UC&C 4.0.1 is constantly checking for possible port scans on the computer, when
detecting this the system automatically blocks the IP address it is trying to per-
form this possible attack by creating a new rule in the Firewall. The only way for
this rule to be removed from the firewall is for an authorized administrator to
remove it manually.

Denwa also allows you to create new rules, these depend on what you want. The
new rules can be entry, exit or forward.

These rules can be imported by clicking on the « Import» icon or exported from
the « Export» icon using a .csv file. For the import, it is recommended to down-
load a template by clicking on the « View Template» icon and editing each row
with the rule you want to add. It is suggested to verify that the format has not
been modified.

Firewall Policy

Denwa UC&C 4.0.1 determines a general firewall policy. This can be Accept
or Drop, if the Accept policy is set, all the rules created must be Drop, that
is, exceptions to the policy.

3.3.7.4.7.1 INPUT, OUTPUT and FORWARD tabs From the INPUT, OUTPUT
and FORWARD tabs you can manage incoming, outgoing and redirected con-
nections, respectively.

Figure 3.123: Firewall, string configuration

There are three (3) types of rules:

Priority Rules: These are high-priority rules created by theDenwaUC admin-
istrator and have higher priority than rules added by auto-blocking services.
It has the buttons (add rule), (help) and (delete all rules).
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High Availability Exception

When Denwa UC&C 4.0.1 is part of a High Availability cluster (Active-
Passive), the priority rules will be blocked by the system, not allowing
their editing.

Automatic Rules: These rules are not generated by administrators, but are
generated automatically by port scanning services and failed attempts. It has
the buttons (help) and (clear all rules).
User rules: These are rules created by the administrator. It has the buttons

(add rule), (help) and (delete all rules).

Both in priority rules and in user rules, when adding a rule the following window
is displayed:

Figure 3.124: Firewall, add rule

Service: select the service tomanage from a drop-down list. Services can be:
 SSH
 PING
 RTP
 SIP
 HTTP
 HTTPS
 TFTP
 FTP
 DNS
 XMPP
 VPN
 All
 Or by protocol and port

In the latter case, the window will change to be able to locate the protocol
(TCP or UDP) and the corresponding port number.
Input Interface: choose the interface to which the rule applies.
Origin: determines who the rule is set to, it can be Everybody, Specific Host,
Specific Network or Zone. In the case of a specific network, the IP or Domain
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must also be assigned; in the case of a zone, a country must be selected; and
for the specific Host and specific Network cases, the type must be selected.

Figure 3.125: Chain configuration, network specific

Destination: can be Worldwide, Host specific, or Network specific. In these
last cases, the IP or Domain and the type must also be assigned.
Action: The options will be ACCEPT, REJECT, and DROP. These actions deter-
mine what type of rule is created.
Priority: : This field indicates that the rule created is of high priority.

Once the rule is created, it is displayed as follows:

Figure 3.126: Chain configuration, created rule

From the symbols it is possible to add a new rule or delete the existing one,
respectively. In the first case, adding a new rule, provides the options of:

Insert Top
Insert Below

In addition to the usual options, it is possible to select whether the new rule will
be placed above or below the existing one.
Policy The default rule is established that any packet that does not match any
of the created rules will be accepted/rejected, as selected from the drop-down
menu; By default the policy is accepted.
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Order and priority It must always be kept in mind that the firewall is ’sequential’,
therefore priority will be given to those rules that are found over the others. The
sequence used by said firewall is the following: Priority Rules, Automatic Rules,
User Rules, Services (WAN) and Policy.

3.3.7.4.7.2 WAN tab In this section it is possible to configure the security of
WAN services, that is, it only applies to incoming traffic. A simple management
is provided for the administrator through a window like the one shown in the
following image:

Figure 3.127: Firewall, WAN settings

The list above shows the network interfaces that Denwa UC&C 4.0.1 has config-
ured, in the last column you must select the interface that will be used as WAN.

Since all the default services are disabled to raise the level of security; Only those
that you want to allow from the WAN should be enabled.

Order and priority It must always be kept in mind that the firewall is ’sequential’,
therefore priority will be given to those rules that are found over the others. The
sequence used by said firewall is the following: Priority Rules, Automatic Rules,
User Rules, Services (WAN) and Policy.

3.3.7.4.8 NTP Server NTP (Network Time Protocol) is a protocol for synchro-
nizing clocks in network equipment based on a client-server system. This func-
tionality is important because it allows network devices to have the correct time
settings at all times (even when internet connection is lost).

With this server clients are provided offset, round-trip delay and hash reference.
The offset specifies the difference between the local system time and the exter-
nal clock reference. Round-trip delay specifies the time latencies measured dur-
ing packet transfers within the network. The time spread reference specifies the
maximum number of errors associated with time information received from an
external clock.

For the configuration of the server within Denwa UC&C 4.0.1 the following steps
must be carried out
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Figure 3.128: NTP, configuration

The time zone and date parameters can be modified. The time zone must be
chosen from the drop-down menu, while the current date must be filled in in
the textbox with the format «dd/mm/yyyy», while the time in the «hh :mm». To
accept the changes it is necessary to click on the icon.

In case you want to disable the service, it can be turned off using the button.

By default, DenwaUC&C4.0.1 checks its own time settingswith an external server,
this is the default server ntp.ubuntu.com, it is possible to addor use a server other
than the one configuredby factory by completing the server domain and clicking
.

Once the NTP server is configured, Denwa UC&C 4.0.1 will proceed to:

Configureall the computers on thenetworkwith the changespreviouslymade.

Periodically check that your time settings are correct using the servers that
were configured earlier (default: ntp.ubuntu.com).

If the connection to these servers is lost, the computers on the networkwill be
synchronized against Denwa UC&C 4.0.1 and will not lose their configuration.

3.3.7.4.9 Messaging server The messaging server allows you to activate and
deactivate instant messaging for users created in Denwa.

To activate the server you must click on and to deactivate it on .

3.3.7.5 Call service

From the Call Services menu you can create and manage the definition of the
numbering plan that is used in the Denwa PBX.
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Figure 3.129: Call service

The different services are the following:
Local: are the dialed numbers that the system will identify as local calls. To
add a local prefix you must:
1. Select «Local» in the list on the left
2. Press the « Add» button in the box called «Local :: Prefixes»
3. Add the new prefix for local calls
4. Click on the button « Confirm»
These steps can be repeated as many times as necessary, leaving the list as
follows:

Figure 3.130: Call service, local call prefixes

NDD: are dialed numbers that the systemwill identify as national calls. To add
an NDD prefix you must:
1. Select «NDD» in the list on the left
2. Press the « Add» button in the box called «NDD :: Prefixes»
3. Add the new prefix for direct dial national calls
4. Click on the button « Confirm»
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These steps can be repeated as many times as necessary, leaving the list as
follows:

Figure 3.131: Call service, direct dial national call prefixes

In this case, for Argentina, the national direct dialing is 0.
IDD: These are dialed numbers that the system will identify as International
calls. To add an IDD prefix you must:
1. Select «IDD» in the list on the left
2. Press the « Add» button in the box called «IDD :: Prefixes»
3. Add the new prefix for direct dial international calls
4. Click on the button « Confirm»
These steps can be repeated as many times as necessary, leaving the list as
follows:

Figure 3.132: Call service, direct dial international call prefixes

In this case, for Argentina, the international direct dialing is 00.
Mobiles: are dialed numbers that the system will identify as calls to mobiles.
To add a Mobile prefix you must:
1. Select «Mobiles» in the list on the left
2. Press the « Add» button in the box called «Mobile Phones:: Prefixes»
3. Add the new prefix for mobile calls
4. Click on the button « Confirm»
These steps can be repeated as many times as necessary. In the case of Ar-
gentina, calls tomobiles begin with 15, but it must be taken into account that
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non-local mobiles must precede the area code. For example, for calls to mo-
biles outside the local area, they must be charged as follows:

Figure 3.133: Call service, call prefix to mobile outside the local area

The list is formed as follows:

Figure 3.134: Call service, mobile call prefixes

Special: are dialed numbers that the system will identify as calls to special
numbers such as 0800, 0610, 0600, etc. To add a special prefix you must:

1. Select «Specials» in the list on the left

2. Press the « Add» button in the box called «Special :: Prefixes»

3. Add the new prefix for calls to special numbers

4. Click on the button « Confirm»

These steps can be repeated as many times as necessary, leaving the list as
follows:
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Figure 3.135: Call service, call prefixes to special numbers

Emergency: are dialed numbers that the systemwill identify as calls to emer-
gency numbers such as 911, 101, 100. To add an emergency prefix you must:
1. Select «Emergency» in the list on the left
2. Press the « Add» button in the box called «Emergencya:: Prefixes»
3. Add the new prefix for calls to Emergencies
4. Click on the button « Confirm»
These steps can be repeated as many times as necessary, leaving the list as
follows:

Figure 3.136: Call service, emergency call prefixes

InterPBX: are the numbers dialed for calls between PBXs.

To delete the prefixes from the list, click on «delete».

3.3.7.6 Ads

From theAnnouncements tab, you can customize announcements or voicemes-
sages associated with different Denwa UC&C 4.0.1 events. These messages are
predefined by Denwa, but the administrator can customize them according to
his convenience. These announcements are available in four (4) languages, namely:

Spanish
English
Portuguese
Hebrew
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Figure 3.137: Ads

3.3.7.6.1 Ads by Language To display the list of audios corresponding to each
language (ormusic onhold), click on thenameof the language,whichwill change
the icon to . The icon will be displayed next to the displayed option.
Each and every one of the listed audios has the following options:

: Information about the properties of the audio file.

Figure 3.138: Ads, audio file properties

: Play
: Download

: Delete

To upload a new announcement, you must first delete the audio file to be re-
placed and then enter the new one. It also allows you to upload and download
files in zip format, using the buttons « Upload Audios (zip)» and « Download
Audios (zip)»

3.3.7.6.2 Music on Hold This section adds the option to configure music on
hold in trunks, groups, users, etc. For which the administrator:

Must define name and description
Upload an audio file

In addition, the administrator can download, listen and update each of the lists.
Once loaded, they can be selected in the advanced User section, in Groups and
Preattenders.

131



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

3.3.7.7 Equipment

ThisDenwaUC&C4.0.1 functionality allows you to search for and incorporate com-
puters in the local network and then associate them with each of the users cre-
ated.
Requirements The Denwa UC&C 4.0.1 DHCP servermust be configured correctly.
Within the DHCP server configuration, the provisioning IP must be the Denwa
UC&C 4.0.1 IP for optimal operation.
The equipment to be incorporated must have the factory configuration, this is
achieved from the equipment administration page or from its menu. The steps
to perform depend on the make and model.
external DHCP Computers that did not receive an IP from Denwa UC&C 4.0.1 ’s
DHCP will not be provisioned automatically, so it must be done manually.

3.3.7.7.1 My Computers tab In the My Teams tab, you can find out the status
of the teams already configured within Denwa UC&C 4.0.1 .

Figure 3.139: Teams, My Teams

In the previous figure you can see a list of the configured equipment, it is possible
to filter according to the Description by clicking on .
To know the information about the provisioned equipment, click on its name,
which appears under the «Description» column, with which data related to the
device and itsmanufacturer are displayed, as well as information associated with
the network.
By clicking on the icon, it is possible to manage the SIP accounts of the equip-
ment, and it is possible to disassociate a port by clicking on the X-shaped icon ()
on the desired port.
In the «Provisioning» column, there are three options:

: View provisioning file.
: Download provisioning file.
: Regenerate provisioning file, normally usedwhen a change has been gen-

erated.

The Action column presents two options:

: Provides information about the computer and allows you to vary the op-
tions, such as:
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 Description: is a descriptive name of the equipment.
 Serial number: equipment serial number.
 Register in: interface to register the device
 User: computer user name for access.
 Password: access key to the equipment for user access

Figure 3.140: Equipment, modification of my equipment

After making the changes, it is necessary to regenerate the provisioning file
for the changes to take effect.
: remove the computer from the Denwa network.

3.3.7.7.2 Models tab This tab presents a drop-down with brands and models
of equipment. With a click on the name of the manufacturer, the list of equip-
ment that has been approved for provisioning from Denwa UC&C 4.0.1 will be
displayed.

Figure 3.141: Equipment, models

The observed data is:
Manufacturer: name of the manufacturer
Model: shows the model of the device, it is also possible to see a photo of it
by clicking on

133



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

Lines: indicates the number of SIP lines that can be configured
Firmware: it is the firmware version used for the homologation of the equip-
ment, it is necessary to use the same or higher version.

Firmware version

It is possible to check the update option on this same screen to verify
that the model has the latest approved firmware version.

To the right of this option is the iconused to download the approvedfirmware
( ).
Template: You can view the template by clicking on or download it by click-
ing on . In both cases, a text file is observed that contains global information
of the modules.
Custom Template: Allows you to upload a custom template for the team by
clicking on .
Update: The option has two sections:
 : allows you to update all the provisioning templates of the devices cor-
responding to this model

 Update Status:
 : the Denwa UC&C 4.0.1 has the most recent version of firmware and
approved templates

 : DenwaTechnologyCorp. has releasedamore recent versionoffirmware
and certified templates, which can be downloaded by clicking on the
icon.

3.3.7.7.3 Update Tab It is similar to the previous one (Models tab, page 133),
with the exception that only those devices that have an update pending down-
load are shown.

3.3.7.7.4 New Team Tab Through this tab it is possible to manually upload a
team to Denwa UC&C 4.0.1 .

Figure 3.142: Teams, new team

The fields to complete are the following.

Description: is a descriptive name given to the equipment.

134



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

Manufacturer: the list is basedonequipment approved forDenwaUC&C4.0.1
and its provisioning.

Model: Shows a drop-down list with the models approved by this manufac-
turer for provisioning with the Denwa UC&C 4.0.1 .

MAC address: Important information since it is the unique identifier of the
equipment.

Serial Number: equipment serial number.

Protocol: can be SIP or MGCP.

Log in: Allows you to select the interface in which the device will register.

After completing the fields, you must confirm by clicking on « Confirm».

3.3.7.7.5 Search tab This sectionexplains the steps to follow to search for equip-
ment and their provisioning. It is assumed that the prerequisites (see warning in
?? on the ?? page) were configured correctly.

Figure 3.143: Teams, search for teams

Device lookup is based on ARP tables and identifies discovered devices based on
their MAC address. The screen shows us two (2) different search options:

Load Last Search: Allows you to rerun the last search performed with the
search options used.

Perform a new search: allows you to search the local network for existing
computers, the steps to follow are very simple.

1. Select the interface by clicking on Interface and select the interface in
which you want to search for devices from the drop-down list.

2. Click on Perform a new search.

Once the search is done, the following screen is displayed:
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Figure 3.144: Teams, team search result

The displayed list contains the devices discovered in the network to which the
selected interface belongs. Includes:

Manufacturer: allows filtering by clicking on
Model
MAC address
IP address
Action: dependingon theprovisioning status of theequipment, it candisplay
two (2) different icons
 : Displayed only next to provisioned computers, allows you to view de-
vice information.

 : displayed only next to unprovisioned computers, clicking on it displays
a popup window to start the provisioning process.

Figure 3.145: Find equipment, add equipment

Its fields are:
 Description of the equipment: is a descriptivenameof the equipment.
 Model:
 Register in: select the interface where the device will be registered.
 Protocol: Select the protocol, SIP or MGCP.
 Assign to user: : allows assigning the equipment to a user previously
created in Denwa UC&C 4.0.1 , clicking on the checkbox opens a win-
dow where users can be searched, selecting one is necessary to press
« Confirm»
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Figure 3.146: Find equipment, add equipment

Reboot for provisioning

After provisioning, it is necessary to restart the provisioned phone so that it
takes the provisioning data. Denwa models support the automatic restart
option.

3.3.7.8 My Apps

Denwa allows applications to be used for particular purposes, which can be de-
signed by the administrator on the DTI (Denwa Telephony Interface) module.
They also allow assigning them to Preattenders and/or Users.

3.3.7.8.1 My Apps tab When entering this tab, five columns are observed.

Name: The name of the application. When clicking on the name, the follow-
ing window appears.
Description: small review about the application.
Type: on which the application is based.
Audios: allows you to listen to the audios. Clicking on the following screen is
displayed.
Here you can load an audio from and get information by clicking on . Once
the file is loaded it can be played from, downloaded or deleted.
Action: modify or delete the applications.

3.3.7.8.2 New Application Tab To create a new application, you must choose
the desired application type, enter a name and a description. Then to finish, click
on Confirm.

3.3.7.8.2.1 Boss-Secretary Application In a Boss - Secretary scenario, when
the secretary gets up from her post, she can, through the use of her phone, tem-
porarily disable the function. From that moment the calls begin to come directly
to the boss. When you resume your position, you can restore the function, and
that you return to be a secretary.
This is similar to checking and unchecking the option from the web administra-
tion, only that the management is done from the secretary’s phone through an
application.
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To create the application, in the Settings>My applications section, we register the
application «SetBoss-SecretaryApplication» andfill in theNameandDescription.
It will then appear in the My Apps list. The audios must be loaded for the appli-
cation to work, you can customize the audios by clicking on the icon and load
according to the function, or click to load the default audios of the application.
When registering the audios, they will appear in the list and the application will
be ready to work.
To be able to call the application, it is necessary to create an application type ex-
tension and associate it
Only extensions declared as secretaries will be able to call the application type
extension.
Procedure
For the configuration example, extension 300 is the Chief Secretary application.
In the following image we will see that inmate 107 has inmate 108 configured as
Chief-Secretary
With which inmate 108 can call the application (300) to deactivate and activate
the Chief-Secretary

3.3.7.8.2.2 IVR Application Backup Mode This application allows you to de-
rive all the accessnumbers fromthecentral to apre-attendant created forBackup
mode
To create the application, in the Configuration section > My applications, we reg-
ister the application «Set Ivr Backup Application», and fill in the Name and De-
scription
It will then appear in the My Apps list. The audios must be loaded for the appli-
cation to work, you can customize the audios by clicking on the icon and load
according to the function, or click to load the default audios of the application.
When registering the audios, they will appear in the list and the application will
be ready to work.
To be able to call the application, it is necessary to create an application type ex-
tension and associate it
Procedure
To run the application, in the configuration example the application was associ-
ated with extension 301.
Once the pre-server is created, this pre-server is identified with the code (for the
following example the code is 7)
When extension 301 is called, the pre-attendant code is requested (in this case 7)
and the options of activating or deactivating the backupmode are provided. The
first time it is activated, all access numbers are derived for a period of 24 hours. If
you try to activate again before 24 hours, it indicates that it is active but the first
expiration period of the application is respected.
Once the execution time has finished or the application has been deactivated,
the access numbers continue to operate in the timemodes of the corresponding
pre-attendants.

3.3.7.8.2.3 Remote Dialing Code Application Among the applications that
the central unit brings by default, we find the Remote Dialing code application.
This application allows you to take a line andmake calls through thePreattendant
(IVR). This operation is known in telephony as the DISA function.
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To use this application, a hidden option is programmed in the Preattendant. For
the following example we see that option 9 is in Application mode and has Re-
mote Dialing code selected. This option is not played on the Preattendant audio.
In the user, the Remote dialing code must be set
When calling the access number of the preattendant and pressing the hidden
option, the control panel requests to authenticate the user with his remote dial-
ing code. The central identifies the user and the user’s permissions tomake calls
according to what is authorized.
Once the user is identified, the control panel provides a dial tone, allowing the
user to make calls as if they were from their extension, that is, being able to call
voicemail (*¨33), to another extension, or make outgoing calls using the trunks of
the center according to permissions.

3.3.7.8.3 Telephony Interfaces Denwaversion4.0.1 doesnot support Telephone
Plates. This tab was inherited from Denwa UC&C 4.0.1 3.3.1, which is why it is still
enabled.

3.3.7.9 Maintenance

On this page you can see two sectors: Status and Configuration.

Figure 3.147: Maintenance

The left corresponds to the State. It displays information about the use of system
partitions, disk usage, and configured quotas.

Partitions: Percentage of system partition usage.
Disk Usage: This section displays a pie chart that shows a quick and easy to
understand disk usage. In addition, a more detailed list is presented:
 Database: Refers to the disk space occupied by the information in the
database.

 Backup: Allows you to check the space that has been used by the data
backup.

 Logs: Refers to the disk space occupied by the platform logs.
 Voicemail: Lets you check howmuch space voicemails take up on disk.
 Recordings: Refers to the space occupied by telephone recordings.
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 Network Captures: Refers to the space occupied by network packet cap-
tures.

 FTP Transfer: It refers to the directory where the files pending transfer to
the external FTP server are stored.

disk usage graph

The graph summarizes the information across all available storage de-
vices, without discriminating by partition or disk

Configured Quotas: is the sum of recording quotas configured for Users,
Groups, Trunks, etc. The information is also contrasted with the available
space.

The sector on the right corresponds to Settings and is divided into two sections:
Keep: In this section you configure the time for which the data will be stored.

CDR’s: Refers to call records.

CDR’s Extended: Refers to extended call records.

Recordings: It refers to the recordings of the calls.

Voicemail: Refers to the messages stored in the voicemail.

FTP Transfer: refers to the directory where files pending transfer to external
FTP are stored.

Backup: Corresponds to the configuration backup files.

Network Traps: capture files (.cap).

Delete: This section allows you to enable the automatic deletion of fileswhen
the percentage of disk usage in any of the partitions exceeds the configured
disk reserve percentage.

Preventive: enable preventive wipe.

% Reserve: percentage that must remain free.

Log Rotation: mode of deletion of log files, corresponds to the duration of
the logs in the system, and accepted size:

 Strong: retains the last 2 days of logs when it is at the threshold corre-
sponding to % Reserve.

 Medium: keeps the last 4 days of logs when it is at the threshold corre-
sponding to % Reserve.

 Smooth: retains the last 6 days of logs when it is at the threshold corre-
sponding to % Reserve.

In the event that the occupancy of Disks reaches 70%, Denwa UC sends one (1)
alert per day to the emails of the Administrators. In case the disk usage exceeds
90%, it sends one (1) every hour.

The notification that arrives by mail contains a percentage of the total use of the
Disk, and of the partitions together with the license of the center fromwhich the
Alert is issued.
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Figure 3.148: Email alert for partition occupation

3.3.7.10 Support

From this menu, you can request remote support and manage updates to the
Denwa PBX.

Figure 3.149: Support

3.3.7.10.1 License In this section you can view our license and support status,
along with the expiration date.

3.3.7.10.2 Require Support this option allows you to connect theDenwaUC&C
4.0.1 to the secure technical support network for troubleshooting, taking screen-
shots or configuring the control panel. The Status field shows us if you are con-
nected to support or not, and the IP Address field shows the IP delivered by
Denwa’s secure support network.
If you require first-level support, you can choose to connect the control panel
to the Distributor’s support, where a prompt response is provided to the most
frequent queries, generally associated with configurations of the control panel
or the network associated with it. Below is a list of the available VPNs and their
relationship with the different distributors:
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Denwa: VPN by default, delivers IP addresses on the 192.168.155.0/24 network

VPN001: VPN forBasilvox (Brazil) andTelssa (Nicaragua), delivers IP addresses
on the 192.168.202.0/24 network

VPN002: VPN forCalltech (Colombia), delivers IP addresses on the 192.168.206.0/24
network

VPN003: VPN forPortenntum (Mexico), delivers IP addresses on the 192.168.207.0/24
network

VPN004: VPN forProvetel (Argentina), delivers IP addresses in the 192.168.204.0/24
network

VPN 005: VPN for Sistek (Chile) and ProNet (Panama), delivers IP addresses
in the 192.168.208.0/24 network

VPN006: VPN for Sumtec (Peru), delivers IP addresses on the 192.168.205.0/24
network

VPN007: VPN for Telered (Ecuador), delivers IP addresses on the 192.168.203.0/24
network

VPN 008: VPN for SignalSoft (Chile) and Ericnet (Argentina), delivers IP ad-
dresses on the 192.168.197.0/24 network

VPN009: VPN forRetracom (Bolivia), delivers IP addresses on the 192.168.198.0/24
network

VPN 010: VPN for Technology Bureau (Argentina), delivers IP addresses in the
192.168.199.0/24 network

Access to support The fact that the equipment can connect to any of the Support
VPNs does not imply that it has a current service contract either by the Integra-
tors, Distributors or the Factory.

3.3.7.10.3 PBXUpdates allows you toenable theoption toApplyupdates auto-
matically, these are done at 07:00UTC. By disabling this option, the administrator
can perform updates manually when required.

The code of the last applied update in Denwa UC&C 4.0.1 is also shown.

3.3.7.11 Fraud Control

This section analyzes one of the most important aspects regarding the security
of the Denwa Unified Communications Center.

Fraud control is used to prevent misuse of the PBX due to abuse of calls from an
extension.

With fraud control, limits can be established according to the use of inmates, in
which possible abuses are automatically limited; At the same time, DoS attacks
(«Denial of Service», in Spanish «Denial of Service») are avoided on digital trunks,
by automatically rejecting incoming calls from certain prefixes.

All this is established through rules.
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Figure 3.150: Fraud Control, new rule

3.3.7.11.1 New Rule The parameters for the creation of the new rules are de-
tailed below.

Description: name assigned to the rule. For example, «Control 1».
Execute every: time in which it is evaluated if any of the stipulated rules are
fulfilled.
Group By
 User: When creating the rules that will block the calls, they can be applied
to the internals of the users.

 Destination: when creating the rules that will block the calls, they can be
applied to the destinations.

Action
 Block user: if the rule is met, the fraud control is executed, placing the
user in Suspended mode (can receive but not make calls).

 Block destination: if the rule is met, fraud control is executed, blocking
calls to said destinations.

Filter by
 Calls: number of calls to be made in the monitored time interval.
 Duration: duration of calls in the monitored time interval.
 Include last: although it is determined how often the control rules are to
be evaluated, this parameter specifies how far back it is taken into ac-
count.

Alert
 By email: activate or deactivate the notification function via email
 Email: email address to which notifications arrive each time fraud control
executes a block.

Simply click on the « Confirm» button to save the new rule, or on « Cancel» to
reject the configuration made and return to the previous screen.

Execution conditions

In order for a fraud control block to be executed, both rules, by calls and
by duration, must be fulfilled at the same time, that is, that the number of
calls is exceeded in the configured time and that the sum of the duration
of these exceeds the maximum duration time.
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3.3.7.11.2 Fraud Rules In this section, the created rules are observed, and the
moment in which said rules will be executed again.

Figure 3.151: Fraud Control, fraud rules created

These rules are displayed in list form. The Action column of this tab provides the
possibility to edit the rule by clicking on « », or delete it by clicking on the «»
icon.
When you want to edit the rule and click on the corresponding icon, a new win-
dow with two tabs appears. The first of these is the general configuration of the
rule (see New Rule on page 143) and the second presents the blocked prefixes
(see Incoming Prefixes Blocked on page 144).

Figure 3.152: Fraud Control, editing the previously created fraud rule

To finish, click on « Confirm» and the changes are saved.

3.3.7.11.3 Incoming Prefixes Blocked Another feature of Denwa is the block-
ing of prefix calls from specific addresses. This is useful to avoid a DDoS attack
and in the case of trunks to the Denwa UC&C 4.0.1 , to prevent calls from being
issued from those trunks.
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Figure 3.153: Fraud Control, prefixes blocked for incoming calls

In this section the incoming prefix blocking rules are observed, and it is allowed
to create new rules with a click on .

Prefix: you can enter the first digits to be blocked, followed by any of the fol-
lowing characters:
 «.» indicates a single (1) digit, can be repeated as many times as necessary
 «T» implies an indeterminate number of digits

Description: A reference (naming) is added for this rule.
The following image shows two examples of blocking incoming prefixes.

Figure 3.154: Fraud Control, example of blocked incoming prefixes

In the first item, any number startingwith 380 is blocked, in the second item calls
from the number 1136578937 are blocked.
To delete any of the created rules, press «».
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3.3.7.11.4 Blocked Destinations To see and create blocking of outgoing calls,
it is done from Blocked Destinations
Destinations that comply with fraud control and are blocked can be seen in this
section. In addition, locks can be added by clicking « New Prefix».

Figure 3.155: Fraud Control, prefixes blocked for outgoing calls

Prefix: you can enter the first digits to be blocked, followedby T (whichmeans
any digit or digits).
Description: A reference (naming) is added for this rule.

Two examples are shown below.

Figure 3.156: Fraud Control, example of prefixes blocked for outgoing calls

In the first item, all outgoing calls to Chile are blocked, while in the second item,
outgoing calls to the number 567896369032 are blocked.
To delete any of the created rules, click on .

3.3.7.12 Denwa Store

TheDenwaStoreoptionallows the incorporationof newapplications, calledmod-
ules for Denwa PBX. Thesemodules are developed according to the needs of the

146



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

user. Initially you must have a module, and then install it and enjoy its advan-
tages.
It has two tabs: «Installed» and «All»

3.3.7.12.1 Installed In this tab you can see themodules installed for our Denwa
PBX. In this case the Contact Center module has been installed.

Figure 3.157: Denwa Store, installed modules

Figure 3.158: Denwa Store, all modules

3.3.7.12.2 All The list in thepreviousfigure shows the information in twocolumns.
In the first, the available modules are displayed, with a brief description and cor-
responding version. Among the existing modules are the following:

Control Center: is a utility that allows monitoring, cost allocation and billing
of calls in a Denwa PBX or in a group of them.
Contact Center: this module is oriented as a tool for Call Centers. Generally,
it is used for inbound and outbound calling campaigns.
H323 – Grants the ability to configure a provider using the H323 protocol.

147



Denwa UC&C 4.0.1
CHAPTER 3. ADMIN INTERFACE

HighAvailability: this applicationallowsaDenwaPBX to functionas abackup
for another Denwa PBX; that is why the data is updated between them. Par-
ticipating Denwa PBXs need to be of the same model. When installing this
module in the control panels, one must be configured in master mode and
the other in slave mode.

Hotels: this module facilitates hotel management procedures. Because it
assigns each room an extension, this allows you to generate a quick report
on the status of the rooms and a detailed report for each one of them. The
detail of the calls is delivered to the central via Telnet, whichmakes it possible
to be in real time. In other words, interaction with the billing system or PMS
(Property Management System) is allowed online; which brings dynamism.

DenwaAudits: it is a functionality that allows themonitoring ofDenwaUC&C
4.0.1 , you can obtain information corresponding to the latest activities and
statistics. The last activities are shown in three columns, the first shows the
date and time in which the activity took place, the second verifies the user
who performed it, and the third column shows which of the options in the
menu provided by Denwa UC&C 4.0.1 some action is executed. Statistics pro-
vide a summary of activities for the day, the last ten days, and the last month.
This module requires a control panel updated to version 84.

UPS Management: Allows you to monitor and manage the UPS. The main
functionality of this module lies in the possibility of executing various actions
according to a certain condition. Several UPSs can be monitored with this
module and to obtain information about their status, every 30 seconds it per-
forms a check. Which is done through SNMP, pinging and pertinent queries
to obtain information on voltage status, power outages, battery capacity, es-
timated remaining battery time, among others.

LDAP: allows the authentication of operators with the LDAP system (Active
Directory) allowing access with all permissions enabled.

Installing modules

Module installation is only possible on a computer whose license has a cur-
rent support plan for Denwa Technology Corp. . Check with your imple-
menter for the status and support level of your license.

In the second column, it is possible to corroborate the installation status with its
respective characteristics:

Not installed, module size and option to install it.

Installed and not updated, date of last installation and the options open, up-
date and uninstall.

Installed, installation date, and the open and uninstall options.

You can also update the modules from this tab, from the « Update» button.

When you click Update, a new window appears, in it you must click the « Up-
date» button to continue with the process, or « Cancel» to cancel it.
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Figure 3.159: Denwa Store, module update window

Figure 3.160: Denwa Store, module being updated

ModuleUpdate Since the release of amodule can be due both to adding new fea-
tures, as well as to fixing bugs, the automatic process that is executed internally
during the update consists of five steps:
1. Update package download
2. Creation of a backup copy of the information contained in the module to be

updated
3. Uninstalling the current version of the module
4. Installing the updated version of the module
5. Restoring the information contained in the backup made in step 2

!

3.3.7.13 Licenses

In this interface you canmanage the license of the DesktopWebPhone provided
by Denwa UC for free and request Simultaneous SBC Premium sections.
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The first of the licenses is loaded only once and is used for the Desktop phone of
all users associated with the Denwa UC in question; while the second indicates
the number of SBC sections enabled, theDenwaUCPremium includes 12 built-in
sections, but it is possible to add packages of 5 sections.

The imageabove shows the information contained in columns. Amongwhich are
description, status, enablement and expiration (they show the respective dates).

Description: Brief description of the application.

Status: Allows you to see if the license is enabled and the number of sections
available.

Enabling: Shows the date on which the license is enabled.

Expiration: Currently it does not have a valid function, since the licenses of
«IP Phone for WEB» are granted free of charge by Denwa Technology Corp. ,
while the additional ones for the SBC sessions of the Denwa Premium team
are associated with the number equipment serial.

Action: There are three options:
 : this button is used to request a license. For web licenses, the process
involves sending an email to the Denwa staff, then receiving the response
with the corresponding file. For SBC sections it is necessary to load the
code of the purchased package in the following window.
Licenses requested are not transferable. This means that once You re-
quire SBC Licenses, they are activated only for this device and it will not be
possible to use them on another. Once the licenses have been activated
(through this requirement) it is not possible to reverse the process. The
activation process can take around 3-5 business days.

 – Clicking this icon should load the file that was obtained from the li-
cense request

 : SBC licenses currently loaded on Denwa UC Premium are displayed.

Considerations for license application

1. The reply email with the license information is received at the email address
declared in Settings > General > Tab: Basic

2. It is necessary to have an Internet connection

3. Static IP configuration should be considered

3.3.8 Debug

This section presents a very powerful tool that is capable of showing in detail the
packets that participate in each communication. Which allows finding outages
or important failures that affect the service in some way.

3.3.8.1 Call Monitor

This section presents the events in real time that occur in the control panel. The
window that is observed is the one in the following image.
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Figure 3.162: Debug, monitor calls

3.3.8.1.1 Total Online Calls This section displays both the number of internal,
external and outgoing calls in real time, as well as the sum of them.

3.3.8.1.2 Filters A variety of conditions are presented; when applying them,
only those that complywith themare allowed tobedisplayed. Bydefault, it shows
all calls from all providers.

Type: you have the possibility to observe all the calls, using the option All; You
can also see only the internal, external or salient ones.
Origin: supports filtering based on the number that initiates the call.
Destination: Allows you to select the number that receives the call as the
filter pattern.
Provider: in this case the possibility of choosing a provider to see your calls
online is provided.

3.3.8.1.3 Online Calls Only those calls that are occurring in real time are dis-
played, under the previously selected filtering conditions.

Type: This information is provided through the use of icons:
 : incoming call.
 : call between internals.
 : outgoing call.

Origin: shows the number of the person making the call.
Destination: allows you to see the receiving number of the call in question.
Provider: enables the option to view through which exchange provider the
call is made, if necessary.
Duration: reveals the duration of the call, which does not imply that it has
been answered; because ring time is included in this period.

3.3.8.2 Signaling Monitor

This section allows you to view the events that occurwithin theDenwaUC&C4.0.1
telephony engine. It has multiple buttons and filters.
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Figure 3.163: Debug, beacon monitor

: to startmonitoring youmust click on the buttonwhose icon is a triangle
(«Play») and to stop it you only need to click on the button that contains a
square («Stop»).

Figure 3.164: Debug, beacon monitor: result of starting the monitor

Filter number: Used to monitor calls from a particular number.

: it is used to carry out a specific filtering. Clicking on this icon displays a
list, which contains the color with which the messages will be displayed and
the type of message. Finally, there are the options of the tilde and the cross;
that allow or not to capture these messages during the establishment and
closing of the call.
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Figure 3.165: Debug, beacon monitor: available filters

 Peer Status: Provides information on the periodic registration of exten-
sions in Denwa UC&C 4.0.1 .

 Channel - New: A channel is established for communication via the spec-
ified protocol.

 Channel - Ringing: ringing tone at the destination.
 Channel - Up: Establishes the link between the originator of the call and
Denwa UC&C 4.0.1 .

 Channel - Connected: in this case the complete link is established in two
sections. The first, spans from the originator of the call to Denwa UC&C
4.0.1 . Instead, the second involves fromDenwaUC&C4.0.1 to the receiving
end of the call.

 Channel - Disconnected: indicates the end of the connection.
 Channel - Hangup: the call is terminated and the channel is released.
 Call - New: Signals that Denwa UC&C 4.0.1 internally starts handling the
call.

 Call - End: shows that the PBX ends the call, as an internal process.
 Call - Rejected: this message shows that the call never reaches its des-
tination. So it only uses the link between source and Denwa UC&C 4.0.1
.

 Route - New: sets the second link on every call.
 Route - End: At the end of the call, the second link ends.
 Route - Rejected: in this case only one of the links is used.
 Others: shows even more details of the internal processes that the PBX
handles to establish and close the call.
: clicking on this icon opens the window in the following figure. Which of-

fers the possibility of showing only the last 100, 500, 1000 or 2000 messages,
since these options are the ones presented by the drop-downmenu. In addi-
tion, you can delete all the messages, for which you need to click on «Delete
all messages now»
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: these buttons are used to maximize and minimize the monitor screen,
respectively.

3.3.8.3 Network Tools

In this section youwill find the tools for solvingproblems innetworks (troubleshoot-
ing), thus allowing a quick and better analysis of the network.
The available tools are: PING, TRACEROUTE, ARP, ETH-TOOL, NSLOOKUPandMy-
Traceroute.

3.3.8.3.1 Ping Allows a certain number of ICMP queries to be sent to a certain
destination, this is used to determine if the DenwaUC can reach this destination.
The results of this function allow us to determine the percentage of packets lost,
what is the average time between the query and the response, and the variation
of the time between the query and response.

3.3.8.3.2 Traceroute Allows you to send ICMP queries with incremental TTL
(starting at 1), to determine the number of hops or hosts a querymust traverse to
reach the destination.
The results of this function allow to determine if the traffic sent to the destination
is sent by the previously determined route.

3.3.8.3.3 ARP The ARP Scan Tool is a very fast ARP packet scanner that dis-
plays all active devices on the subnet. Since ARP is not routable, this type of scan
only works on the local LAN (local subnet or network segment).
ARP scan tool shows all active devices even if they have firewalls. Devices cannot
hide from ARP packets like they can hide from Ping. It can be used with the
following parameters:

-a: show information obtained through all network interfaces
-i: display information obtained via a particular interface
-n: display the information in a numerical format

3.3.8.3.4 NSLOOKUP Themainuseof nslookup is to identifyDNS relatedprob-
lems.

3.3.8.3.5 ETH-TOOL Displays configuration information for network interfaces.
Being able to be used:

no parameters - displays Ethernet card properties such as speed, wakeup,
duplex, and link detection status
-i: display driver version, firmware version, and bus details
-S: show transmit and receive statistics

3.3.8.3.6 My-TraceRoute This tool is a mix of two (2) mentioned above: Ping
and TraceRoute. uses:

checkbox for eachof thepossiblefields todisplay in theoutput (-o LDRSNBAWVGJMXI),
according to the following list:
 L Loss ratio
 D Dropped packets
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 R Received packets
 S Sent Packets
 N Newest RTT(ms)
 B Min/Best RTT(ms)
 A Average RTT(ms)
 WMax/Worst RTT(ms)
 V Standard Deviation
 G Geometric Mean
 J Current Jitter
 M Jitter Mean/Avg.
 XWorst Jitter
 I Interarrival Jitter

text field for IPs or domain names
checkbox to show only the IP of the jump (-n)
checkbox to show the IP and domain name of the jump (-b)
integer field for the number of packets to send (-c)
integer field for maximum hops (-m)
integer field for the time interval between each packet sending (-i)
integer field for the destination port to query (-P)
integer field for source port (-L)
integer field for packet size (-s)
checkbox to select if you want the report to be exportable (-r) and enable the
text field to place the name of the file to be exported. If this option is selected,
the generated reports will be listed in the table located at the bottom of the
screen

3.3.8.4 Digital Line Monitor

Denwa version 4.0.1 does not support Telephone Plates. This tab was inherited
from Denwa UC&C 4.0.1 3.3.1, which is why it is still enabled.

3.3.8.5 Packet Capture

This option allows capturing network frames by using a sniffer. This tool provides
very detailed and ordered information. It has three (3) boxes that are described
below:
1. SNIFFER: : New capture: here you must select the conditions under which
the capture is performed.

Cap Name: here the name of the file to be generated is indicated.
Interface: refers to the interface onwhich youwant to perform the packet
capture.
MinPacket Size: assigns theminimumsize of the packets to be captured.
It is recommended to use the default value (1500).
Maximum Duration: in the event that the capture is not finished manu-
ally, once this time period expires it ends automatically.
Services: you can choose all (ALL) or select only those protocols you want
to capture.

: These buttons start and end the capture, respectively.
2. Captures: in this section you can view the captures made.
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Cap Name: refers to the name with which the capture was saved.
Captured services: allows you to see which services were captured.
Iface: This column shows the interfaces on which the capture was exe-
cuted.
Date Time: indicates the data at the time the capture began.
Size: displays the size of the file (KB).
Action: This column presents three options.
 : with this icon it is possible to activate the advanced filter option,
which appears at the bottom.

 : it is possible to use this icon to export the file, to later open it using
the sniffer.

 : This alternative provides the option to delete the captured capture.
3. Advanced Filter: allows you to simplify the analysis, since it allows you to limit

the capture.
Split Capture:
 Divide by: this option makes it possible to divide the capture, through
a drop-downmenu that supports division by packets and by time.

 Packages: Striping the file based on the number of files it contains is
supported.

Advanced Filter: from the existing capture file, it allows to generate new
files that contain only the data that is going to be filtered again. The great
advantage of this possibility is that the files are considerably smaller in
size.
 Cap name: Here you must select the name of the new capture file.
 Filter: clicking on create opens a window like the following, which al-
lows you to establish specific conditions on the new filter rule. You can
choose a protocol or expression from the drop down menu. Also, the
possibility of configuring rules is provided. Clicking on Add and then
Confirm is required to apply the filter in question.
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USER INTERFACE

4.1 Monitoring Dashboard

4.2 Introduction

Denwa Desktop is the new portal for user management in the Denwa Unified
Communications and Collaboration platform. It is aimed at improving the user
experience in Unified Communications, it provides a web interface with great
visual appeal that unifies all the resources under the same environment, from
where the user can control all the services in real time with just a simple click. .
Designed with the robustness and simplicity that characterize our products, it
provides a «user-friendly» scenario to interact with the different communication
services that surround us, among which are:

Instant Messaging
Presence
Telephony
Video conference
Voice Mail
Private social network
Application Launcher
Fax and SMS (sending and receiving)
Collaboration

In addition to these services, there are other functionalities that will allow you to
take full advantage of the integration benefits, such as:

Favorites
Contact management
Phone Finder
Call log
Agenda
Calendar

Additionally, Denwa Desktop can be accessed from a mobile, tablet or laptop
from anywhere in the world in the same way as when you are inside your office.
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4.3 Requirements

In order to run Denwa Desktop, we need to meet the following requirements.

Browser (minimum version):
 Internet Explorer 9
 Opera 10
 Mozilla Firefox 31 Apple Safari 5
 Google Chrome 35

Operating system:
WindowsLinux Mac OS

 Ports:
 INTERNET EXPLORER >9: UDP 5060, UDP 10000-20000
 MOZILLA FIREFOX >31: TCP 10060, TCP 10062, UDP 10000-20000
 GOOGLE CHROME >35: TCP 10060, TCP 10062, UDP 10000-20000

4.4 Access

To access the Desktop system, we must enter the IP address of the unified com-
munications center (http://IP_Denwa) through the web browser.
Once this link is accessed, you must enter the UC username and password and
click on «Login session». This will display a screen similar to the one shown below.

4.4.1 Elements

In the upper right corner of the screen we can see the icons of:
Shortcuts (see Add Launcher, page 158)
Notifications
Date and time
Configuration
Exit

When there is a new notification, a white number on a red background will ap-
pear on the corresponding icon alerting about the new notification. The icons
are as follows.

4.4.1.1 Add Launcher

We can add a launcher or a shortcut to the Desktop, that is, a link to a specific
webpage. To do this, it is necessary to click on , enter theURL and a description,
press the sign; If youwant to remove any launcher, youmust click on the icon.
The launchers will be presented next to the notification icons, in order to have
faster access to the pages most visited by the user. In the following image we
can see a launcher to www.denwaip.com and www.google.com.

4.4.1.2 Social Map

By clicking on this icon, we can enter themap to see the locations of our contacts,
as can be seen in the following image. By clicking on each user we will see a text
with its location.
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4.4.1.3 Groups

Missing information Information is missing

4.4.1.4 Messages

This icon notifies how many new messages there are. Among these messages
we can find voicemails or offline messages.
In case of offline message, it will be displayed as below.

4.4.1.5 Telephone

By clicking on the phone icon ( ), it is possible to access the webphone.
WebRTC Requirements For the proper functioning of WebRTC, as well as the
webphone, it is necessary for Denwa UC&C 4.0.1 to have the HTTPS protocol en-
abled (see «Web Server» on the 111 page).
To start the session, click on the arrow located at the end of the box. From here it
is possible to receive and make calls.
When receiving a call, the phone will start blinking on the top bar. By clicking on
this icon, a newwindow is displayed fromwhich you can answer or reject the call.
Tomakecallswemustwrite thedestinationnumber and thenpress on thephone.
It is also possible tomake call transfers, conference calls and the option to enable
the keyboard.
Calls in transfer: To do this, when the call is in progress, you must press on . This
displays a new section at the bottom. There wemust enter the destination num-
ber to which the call will be transferred and press on
Conference calls: youmust click on the icon, in this way the destination is sent to
the conference room.
Then the screen to make a new call is enabled. When it is answered, we click on
the same icon andwe send the destination to the conference room. The number
of participants in a conference roomwill depend on the number of simultaneous
calls that the central canmake, that is, it is determined by the PBXmodel. Finally,
to join the conference you must click on the following image.
Keyboard option: the icon displays the keyboard in the left sector of the screen.
INTERNET EXPLORER browser > 9 On the Internet it is possible to choose be-
tween two Webphones, by default we have Webphone Webrtc or change to the
Webphone with video.
In order to use the webphone wemust follow the following steps:

1. As anadministrator inConfiguration>Licenses, request a license, the response
will arrive at the email configured in General Configuration.

2. When obtaining the license, as an administrator we load the license in Con-
figuration>Licenses.

3. We enter the Desktop as a user and access the configuration, in the third tab
”Telephone” we remove the tick in the checkbox that says ”Use New Web-
Phone”.

4. Wemust refresh thepage to load thenewwebphone, click on ”Exit this page”.
5. When loading the Desktop again, instructions will appear to install the nec-

essary plugin to finish the installation.

If we click on the phone, we will access the webphone. To start the session we
must press the Connect button. Then, every time we click on the corresponding
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icon, the phone window will appear. To use the webphone you must request its
activation from the Configuration / Licenses menu in the administrator environ-
ment.
By default, the keyboard is hidden, but we can easily display it. From here we
canmake and receive calls. To transfer a call, we must click on the icon and then
enter the extension using the numeric keypad, followed by the # key. We can also
activate the function (Do Not Disturb).
If you receive a call, a notice will appear in the notification area. We can answer
or reject it with a click of the mouse, or answer from our physical extension if it is
properly configured.
If we are using the Microsoft Windows operating system, in addition to the func-
tionalities detailed above, we will have the possibility of opting for video calls and
conferences. We will find that the Denwa WebPhone presents the following as-
pect.
To make a video call, we just have to click on , mark and press the button.
To make a video conference we repeat the procedure for a video call, but on sev-
eral lines, with the possibility of up to four lines. Once the desired calls have been
established, wemust press the Conference button. We can also put a call on hold
with the button.
Tomute themicrophone, wemust click on , to block the sending of video, and to
control the volume of the call.
When establishing a video call we can see the following image.

4.4.1.6 Instant Messaging

Presents a notice when a new instant message arrives. Clicking on the notifica-
tion icon will open the messaging window, where we can see the newmessage,
and communicate in real time with the user who sent it.
Below the user’s name, we can see his personal message, and three icons. One
shows the user’s status (connected, busy, absent or disconnected), the next one
allows you to make a direct call from the softphone or the physical IP phone ac-
cording to how it is configured, and finally the camera icon allows you to make a
video call, as shown in the following image (GOOGLE CHROME Browser>35 AND
MOZILLA FIREFOX >31). In the lower bar of the messaging window, we can find
the tab indicator of each user with whom we are communicating, and switch
between the messengers with a single mouse click.
Screen Sharing Introduction Screen Sharing is another function associated with
the desktop (such as call and video chat) that provides an advanced interaction
between two users, offering, in addition to a video call, the possibility of sharing
your work desktop where you can see in real time the operations performed by
the user. Since this feature is built into the desktop, no installer is needed and
it runs under any operating system with Google Chorme browser (version 28.0
onwards) under https.
NOTE: If your PBX uses http, the Screen Sharing icon will not appear on the desk-
top
Previous steps To run this function we simply need to be connected to our user
on the desktop. The first thing that appears to us is a message like the following,
in which it indicates the steps wemust take to enable the necessary permissions
from Google Chrome.
When entering the Google Chorme configuration page, we add the extension.
Then the browser must be restarted to take the configuration.
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Start up For the user who receives the Screen Sharing, there will be a request for
a video call,
When you accept, the following will appear:
The user who wants to share the desktop when clicking on the icon will be able
to select the window to share.
Once the window is selected, the button will be enabled and will be observed as
follows by both users.
This feature is very useful for how-tos, showing settings, sharing information, etc.
IM Contacts Notify when we receive a request for a new instant messaging con-
tact. To accept the request, we must click on the icon and then allow.

4.4.1.7 Configuration

From here we can access the profile edition. We can see that we have three tabs,
General, IM and Phone, Notifications and Google Sync.

4.4.1.7.1 Personal Data In the first we will find the following personal data
fields.

Name
Last Name
Birthday
Email
Country
State/Province
City
Address
ZIP Code
Company
Department
Position
Desktop User (username to access the Desktop from the web browser)
Key Desktop
Confirm Password
Language

4.4.1.7.2 IM In the IM tab we find
Automatic Login: If we enable it, we will access the Desktop with the mes-
saging session started
Status: Determines the status of the automatic login. Online, Away and Busy
Notifications for newmessages. Only for Google Chrome
 With IM Window Closed: Defines the method of notifying a new conver-
sation when the IM window is closed. The options to select are Sound, Ex-
ternal Popups, Sound + External Popups, or None. Supported in Chrome

 First Message: Defines the notification method of the first message of a
conversation. The options to select are Sound, External Popups, Sound +
External PopUps, or None. Supported in Chrome

 Each Message: Defines the notification method for each message in a
conversation. The options to select are Sound, External Popups, Sound +
External Popups, or None. Supported in Chrome
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4.4.1.7.3 Phone In the third tab, Phone, we can find the following options.
Office Tel.: The number of the extension connected to the PBX
OtherNumbers: We can add extra numbers to provide information to the rest
of the users
Voice Mail Password: From here we can choose the new password to check
the voice mail
Confirm Password: Confirm to validate the voicemail password
Use Security PIN: Check to activate
Security PIN: Enter the PIN
Remote Dial Code: Enter the desired code to dial in order to use a shared
phone.
Use follow-me?: Activate the followme option. We will be able to choose the
forwarding time and the ringing method we will use.

item+announcement: The designated numbers will ring alternately, the
user who originated the call must announce his name following the in-
structions, thenhewill be informedof the transfer of the call to thenext ex-
tensionsimultaneous+announcement: The designated numbers will ring
simultaneously, the userwhooriginated the callmust announcehis name
following the instructions alternating+silence: The designated numbers
will ringalternately, withoutmakingany report to theusers simultaneous+silence:
The designated numberswill ring simultaneously, withoutmaking any in-
formation to the users

 Diversion Number: We can assign a diversion number to redirect the call
there.
Deviation Time: The time to wait before making the diversion.
Speed Dial: We can assign the numbers that are convenient to make calls to
other phones. For example, assign the number 1 to the phone 23566437.
Receive Calls On: Simultaneously receive calls on the telephones: All, Main
andWeb.
Make Calls From: Enable make calls from the Main phone andWeb.

4.4.1.7.4 Notifications In the fourth tab, Notifications, it is possible to config-
ure which events, in addition to showing them on the desktop, send us an email
notification.
If we want to change the image to be displayed, we just have to click on it. The
desktop will request that we choose a new file, after doing so, wemust select the
segment of the image that we want to establish as a photo, and press Save.
To finish editing the configuration, press Confirm.

4.4.1.7.5 Google Sync In this last tab, we can synchronize our contacts from a
Google account directly to the Desktop contact directory:
To synchronize our contacts, we tick in the tab contacts and we confirm. At this
point, a pagewill open that allowsus to authorize the synchronization of contacts.
We already have a session with a Google account in the browser, we directly click
on Authorize.
On the other hand, if we do not have an open session, a window will open to
access our Google account.
Once we get to this point, we agree to the terms and conditions for Denwa Uni-
fied Communications to manage our Google account contacts.
Oncewehave authorized, wewill see that the synchronization of contacts begins.
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Once the synchronization is achieved, we can see the contacts being added in
our Desktop directory
In theDesktop directory, we can search for a contact andwewill see the following
logo in the contacts that were added from the Google account

4.4.1.8 Sign Out

Log off.

4.4.2 Left Panel

4.4.2.1 Personal data

Although the administrator is in charge of creating the users and assigning them
permissions, each userwill be able to edit their personal datawhen accessing the
Desktop.
The configuration window can be accessed from the Configuration button or
clicking on the pencil that appears next to the user’s name will open the profile
editing window.
The personal message can also be edited by clicking on it; After changing it, we
must click on the pencil to save the changes.
We can also indicate our state. It can vary between:

Absent
Connected
in call
in meeting
Busy
Offline

4.4.2.2 Favorites

In the favorites tab we can see the users that we have added as favorites, as well
as their status (indicated by the color under their photo).
If we move the mouse near the name, the option to Remove from Favorites will
appear. We can find buttons with actions to the right of the user. If we click on
the plus sign, the following options will be displayed:

Info: Shows the information of the selected user.
Mail: If wehave adefaultmail client, clickingherewill open the corresponding
window to compose an e-mail to this user.
Call: Make a call from the softphone.
IM: Starts the Instant Messaging window with the selected user.

4.4.2.3 Connected

In this tab we will be able to observe the users that are connected (both those
available, as well as those who are busy or absent).
If wemove themouse near one of the names, the option to Remove from IMCon-
tacts will appear (in case it has already been added to IM contacts). We have the
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same options to display information, send an email, call and start instant mes-
saging as in the Favorites tab. If we click on a user, we can see their personal data
as shown below.
Within the personal data, we can execute three actions, Remove from Favorites,
Remove from IM Contacts, and Show on map (this last option shows the user’s
location on the map).

4.4.2.4 Dashboard

The Dashboard tabmust be authorized by the administrator. If the user does not
have the certain permissions, he will not be able to observe it. This tab presents a
list of monitored users, also enabled by the administrator. You can see the status
of each of the monitored users, if the phone icon is red, it means that the user is
on a call, yellow indicates that the phone is off the hook, green indicates that the
line is on idle, and gray that the phone did not register with the IP-PBX.
Of course, by clicking on the phone iconwe canmake a call, being able to choose
(if the user has more than one phone number) the extension to call. Let’s look at
the following figure.
In the central section we will find the registration area. These records can be call,
message, or voice mail.

4.4.2.5 Contact Finder

From here wewill be able to search for scheduled users, at the Company level (all
companymembers use the same telephone directory), Personal (it only searches
its own directory) and National (country level).
The results will be displayed in a dropdown list. From it, we will be able to access
the profile of each user, add them to our Favorites and Messaging contacts.
If what we want is to add a new contact to the directory, we must click on the
plus sign. When doing so, we will see a new tab like the following.
After completing all the required data, we can check the option Public contact?
to allow any member of the company to access this contact.

4.4.3 Middle Panel

4.4.3.1 Messages

Wewill find in this sector themessageswehave received. They canbevoicemails,
or fax files or offline messages. In the following image we can see a received fax.
Offline messages are shown below, offline messages can be sent to a group of
users.
And you can continue the conversation from the message sector.
Next we can see two voice mails, with the lower one playing, after having clicked
on the message.
We can find in the previous image the lower message bar. From here we can
check the blank box to select all the messages, and then download or delete
them. We can also search for a particular message from the search engine (if
we change the tab to Calls, the search engine also works), and if we click on the
plus sign, we can send offline messages, SMS or Fax.
When we send a Fax, the file to be sent must have the extension pdf, jpg, png, or
gif.
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4.4.3.2 Calls

Wewill be able to observe all the events related to the calls. In the following image
we see the report of two received calls, one missed call and one made. We can
make a call again, by clicking on the phone that is to the right of the call record.

4.4.4 Right panel

4.4.4.1 Calendar

In the calendar we can see the days with their respective date, and if we click on
a certain day a window will appear offering the possibility of filtering the events
(All, Messages, Calls, Agenda, or News) that wewant to observe on that particular
date .

4.4.4.2 Schedule

The calendar is used to schedule Events, Tasks, Calls, Meetings, Anniversaries and
Notes. These programming can be done by clicking on the plus sign that appears
next to each item.
In the Agenda tab you can see the list of all scheduled items. By clicking on each
one they can be modified. In the lower sector, we can filter the list of items, and
add new ones from the button with the plus sign.

4.4.4.3 News

In the news section we can see the corporate chat, that is, any of the Desktop
users can express themselves through this chat, which will be updated in real
time and will show the latest messages.
To write in the news, we must use Say it!. We will need permission from the ad-
ministrator to be able to do this.

4.5 Services

Service Code
Pick up call (Group): *88
Pick up call (Extension): *88+ext
Pick up call (All): *89
Conference extension: *26
Voicemail extension: *33
Voicemail Extension (Extension):
Security code extension: *74
Record pre-attend audio: *73
Visiting user call: *65
Pre-attendant security code: *66
Queue login: *784
Queued logout: *785
Page Extension: *58
Intercom Extension: *59
Extension to block Identifier: *36
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Continued from previous page
Service Code
Monitor extension: *49
Extension for forwarding to mailbox: *86
Extension to configure forwarding: *39
Record call: *11
Flash (analog line): *5
Unattended transfer: #11
Transfer attended: #22
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CHAPTER 5

SECURITY ABOUT DENWA UC&C

Since VoIP protocols operate over IP networks, the integrity of the former de-
pends to a large extent on the latter; Therefore, the complement of a high-level
security system is necessary to face potential threats that may exist in this new
technology.

To carry out an attack on the system, there must be at least one vulnerability in
it. Since the IP network is susceptible to security problems, the system must be
composed of several applications in the different parts thatmake up the solution,
so that the network is: secure, reliable and provides protection to all itsmembers.

Highlights

Any computer exposed to the networkwithout any protection is vulnerable
and a candidate for attack.

Our main recommendation is: DO NOT expose the Denwa UC&C platform to the
internet by placing a public IP on it; unless it is not strictly necessary and there
are (minimally) security means such as: SBC and Firewall.

This document provides a configuration guide for the unified communications
system focused on network security. Although the topic addressed is very broad,
explanations and configurations (step-by-step) necessary to perform an optimal
configuration are provided.

Important

The Denwa UC&C platform should only be accessible from known and au-
thorized networks and IP addresses, usually LANnetworks. For this, it is rec-
ommended to configure a management port (network interface or VLAN)
that is only used by authorized personnel.
In case of enabling access to networks and IP addresses outside the LAN
(for example MAN or WAN), it is recommended to allow access, from the
Firewall tool, only to specific ports and protocols.

5.1 DenwaUC

169



Denwa UC&C 4.0.1
CHAPTER 5. SECURITY ABOUT DENWA UC&C

5.1.1 General outline

The following image shows us all the blocks that an attacker has to go through
from the moment he tries to attack Denwa until he manages to make an illegal
call. Likewise , it will be explained later how to configure all these blocks so that
the attacker does not achieve his goal in any way.

Figure 5.1: General Block Scheme

5.2 Preliminary steps

Before addressing the review of each of the items described in the previous im-
age, it is necessary to clarify someminimum security considerations for access to
the Denwa UC&C platform.

5.2.1 Changing Default Passwords

To facilitate the installation and initial configurationprocess, theplatformhas two
(2) default accesses, one of them allowed entry after the installation of the base
operating system (from the ISO); while the other one gave the necessary access
to be able to activate the license of the equipment. Therefore, these ”generic”
passwords should be changed as soon as possible.

5.2.1.1 User admin

To change the password of the user admin, you must enter the web administra-
tion interface and go to the menu: Configuration > Administrators. Once there,
you will be able to view the list of all administrator-type users of the platform. All
you have to do is click on the admin user to display a pop-up window, where you
can change your password (you must re-enter it in the ”Password confirmation”
field).
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Figure 5.2: Password change of admin user

5.2.1.2 User pbxadmin

The case of the user pbxadmin is the same as the previous one, you must enter
the web administration interface and go to the menu: Configuration > Adminis-
trators and edit the user of the command line interface (CLI for your acronym in
English).

Figure 5.3: Change password of user pbxadmin

However, if you consider that it is not necessary, it is recommended to disable it
from this same section.

5.2.2 Using HTTPS

HTTPS is an Internet communicationprotocol that protects the integrity and con-
fidentiality of user data between their computers and the website. Sending data
over HTTPS is protected by the Transport Layer Security (TLS) protocol, which pro-
vides these three main security layers:
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Encryption: Data exchanged is encrypted to keep it safe from prying eyes.
Thismeans thatwhen a user is browsing awebsite, no one can ”listen” to their
conversations, track their activities across different pages, or steal information
from them.

Data Integrity: Data cannot be changed or corrupted during transfers, in-
tentionally or otherwise, without detection.

Authentication: Prove that your users are communicatingwith the intended
website. It provides protection againstman-in-the-middle attacks and builds
user trust, which translates into other business benefits.

To configure the use of HTTPS, it is necessary to enter the web administration in-
terface and go to themenu: Configuration > Networks >Web server. It is possible
to generate self-signed certificates on the computer itself, or import certificates
from your domain.

Figure 5.4: Enabling the HTTPS protocol

5.2.3 Firewall

In order to protect theplatformagainst other types of attacks, in addition tobeing
able to carry out a general security scheme and rules for the different equipment
and traffic in our network, there is a fundamental tool available when carrying
out a new configuration: the Firewall. This tool can be configured in a graphic,
intuitive and simple way.

It is possible to configure specific rules for filtering, accepting, denying or dis-
carding incoming, outgoing or passing traffic through the platform. It does this
by specifying: services, protocols, ports and/or source or destination IP addresses.
Only administrators can do this type of configuration.
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Figure 5.5: Firewall Settings

The correct configuration of this tool is essential.

Firewall andHighAvailability In the case of equipment configured in aHighAvail-
ability scheme, the Firewall priority rules cannot be configured, instead theymust
be loaded in the user rules section.

5.2.3.1 Additional Premium Tools

Denwa Premium

The tools mentioned for Premium are only available in version 3.3.1 of the
Denwa UC&C system

The Denwa Premium team has, in addition to the additional tools to those men-
tioned above, two (2) extra functionalities: Border Firewall and SBC (session bor-
der controller).

5.2.3.1.1 Edge Firewall The Denwa Premium equipment has the same router
functionalities; For this reason, it has a firewall prior to the Denwa UC firewall.
This firewall allows you to configure access lists to allow and deny the traffic that
is required, both incoming and outgoing. It can be configured from the web
administration interface, entering themenu: Configuration > Denwa Premium >
Security (access lists).
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Figure 5.6: Border Firewall Configuration

The correct configuration of this tool is essential

5.2.3.1.2 SBC This tool is perhaps the best aspect of SIP security and normal-
ization that a telephony team can have among its features. The SBC, as its name
indicates, allows us to carry out exhaustive control of the SIP sessions that are
carried out in the equipment.
It is very helpful when it comes to improving security since the SBC itself discards
traffic that does not comply with the basic rules of the SIP protocol (malformed
traffic). In the case of Denwa, the SBC will only allow traffic to port 5060 of those
providers (or users) that have been expressly declared on the equipment. In ad-
dition, it can modify the headers of the SIP packets ”masking” the IP of the tele-
phone exchange and it is capable of controlling all kinds of external SIP records.
It is recommended to use the SBC in suppliers; To do this, it is enough to acti-
vate the corresponding box in the provider configuration tab, as shown in the
following image:

Figure 5.7: Configuring the SBC in providers
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5.3 Step-by-step of an attack

Until now, everything indicated that can be considered as: general recommen-
dation; however , it is necessary to know the way in which attacks usually occur,
as well as the tools that the platform has to repel them.

5.3.1 Step One: Snooping

The attacker will first try to capture as much traffic as possible on the network to
try to obtain information that he can use in his attack.
Denwa allows you to use virtual private networks (VPN) for your connection to
the outside world. This topic will be expanded upon in the VPN section on the
176 page.

5.3.2 Step Two: Scan

Now you need to know as accurately as possible the services that the attacked
computer has, to later be able to find vulnerabilities in them, and thus use them.
Denwa counters this with a port scanning detection tool, being able to block this
type of attack. This topic will be covered in the ?? section on the ?? page.

5.3.3 Third step: access

The attacker, after having found port 5060 open on the attacked computer, can
assume with a high degree of certainty that the computer provides telephony
services. Therefore, to advance with its attack, it will proceed to try to gain an ac-
count within the team (valid username and password). Usually this type of attack
is carried out by brute force, trying to register users using randompasswords, un-
til an effective one is found.
Denwa has a tool that detects failed registration and login attempts, with which
the IP address of origin of the request is added to a blacklist after making several
wrong passwords. This topic will be covered in sections Failed attempts (page
181) and Users password (page 182).

5.3.4 Step Four: Generate Traffic

Trying to make calls at no cost to the attacker, this is what a phone system at-
tacker is looking for. For this, and already registered with the username and
password that it was able to capture from its attack, it makes calls to different
destinations.
Denwa has a series of tools to control which user can and cannot make certain
types of calls; between them:

Local networks (see page 182)
Call from the public network (see page 183)
Call Services (see page 183)
User Call Service (see page 184)
?? (see page ??)
Fraud Control (see page 185)

175



Denwa UC&C 4.0.1
CHAPTER 5. SECURITY ABOUT DENWA UC&C

5.4 Denwa UC&C Resources

It is extremely important to know the tools that are available in the unified com-
munications platform, since the security of the platform depends on its correct
configuration.

5.4.1 VPN

It is possible to configure theDenwaUC&C systemboth as a client and as a server
for different types of VPN

5.4.1.1 As a VPN client

The configuration of this functionality is recommended in the scenarios that al-
low it, it can be done in the administration web interface, from the menu: Con-
figuration > Networks > VPN Clients.
From this tab you can configure a new VPN (Virtual Private Network) connection
using thePPTP (Point-To-Point TunnelingProtocol) or theOpenVPNprotocol and
edit existing connections (if you have one).

Figure 5.8: VPN Clients

VPNs allow a secure extension of the local network over a public network. To
do this, a point-to-point virtual connection is made using dedicated and/or en-
crypted connections. It has the advantage of reducing the bandwidth used and
increasing speed. It also provides secure communications on public networks
with specific access rights.

5.4.1.1.1 PPTP Client it connects directly to the destination server creating a
virtual network for each remote client, which the administrator can monitor and
manage like any other remote access port. To configure this client, click on the
New PPTP Connection option.
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Figure 5.9: VPN Clients, PPTP

Below is the description of the fields:
General Settings
 Connection name: name that is assigned to the connection.
 PPTP Server: IP or domain of the PPTP server.
 Username: username to access the PPTP server.
 Password: User password to access the PPTP server.
 Connect automatically: enable in case the connection should always be
active

Authentication Method: the authentication protocol(s) to be used must be
selected.
 PAP (PasswordAuthenticationProtocol): is a simple protocol that authen-
ticates a user against a remote access server. Its function is to validate a
user to access different resources. For this, PAP transmits passwords in
ASCII in the clear, so it should be used as a last resort.

 CHAP (ChallengeHandshakeAuthenticationProtocol): is a challengehand-
shake authentication protocol. It periodically verifies the identity of the re-
mote client using an information exchange. With CHAP, the user ID and
password are always sent encrypted, making it a more secure protocol
than PAP.

 MSCHAP (Microsoft Challenge Handshake Authentication Protocol): Mi-
crosoft challenge handshake authentication protocol. This does not re-
quire that both parties know the key in the clear, but a summary (Hash)
of it.

 MSCHAPv2 (Microsoft Challenge Handshake Authentication Protocol v2)
- Microsoft challenge handshake authentication protocol version 2. Pro-
vides high-level security for remote access connections. MS-CHAP v2 re-
solves some issues with MS-CHAP.

CompressionMethod: are encryptionmethods, only usedwith theMSCHAP
and MSCHAPv2 protocols.
 MPPE 40 (Microsoft Point-to-Point Encryption): Microsoft 40-bit point-to-
point encryption.

 MPPE 128 (Microsoft Point-to-Point Encryption): Microsoft 128-bit point-
to-point encryption.
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Then click on « Create» and the VPN will have been created. Below you can see
the generated connection.

Figure 5.10: VPN clients, PPTP connection configured

Once the new connection is created, it can be Connected, Deleted or Modified
from the buttons located in the lower section of the page.

5.4.1.1.2 OpenVPNClient is open source virtual privatenetwork software, which
provides security, stability andencryptionmechanismswithout introducingcom-
plexity. To configure theOpenVPN client, click on theNewOpenVPNConnection
option.

Figure 5.11: VPN clients, OpenVPN configuration

Below is the description of the fields:

General Settings

 Connection name: name to be assigned to the connection.

 OpenVPN Server: IP or domain of the OpenVPN server.

 Port: port to be used for the VPN connection.

 Connect automatically: enable in case the connection should always be
active.

Certificates

 Certification Authority (CA): Allows importing the file.

 Client Certificate (CRT): Allows importing the file.

 Customer Key (KEY): Allows importing the file.

These certificates must be granted by the OpenVPN server administrator.
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Figure 5.12: VPN clients, OpenVPN configuration

Then, by clicking on the « Create» button, the VPN will have been registered
in the system. As with PPTP, you can Connect, Delete or Modify the connection
from the buttons located in the lower section of the page.

5.4.1.2 As a VPN server

On the other hand, in case of not having a VPN server, the unified communica-
tions platform can be configured to fulfill said function.

5.4.1.2.1 OpenVPN Server In this section, the OpenVPN service will be config-
ured to have secure connections for users outside the network. When entering
the server you can see a screen like the following:

Figure 5.13: OpenVPN Server

In the left column it is possible to start or stop the OpenVPN Server service by
clicking on the icon.

5.4.1.2.1.1 Settings Tab In the previous image you can see that the server is
disabled and that there is no pre-loaded configuration. Below is the detail of the
parameters to be configured:

Port: port to use for the OpenVPN service
Protocol: protocol used by the server
Network Address/Mask: network from which IP addresses will be given to
clients
Allow Access: networks to which you want to give clients access.

5.4.1.2.1.2 Accounts Tab In this tab it is possible to register accounts for re-
mote access to the unified communications platform and/or to the networks se-
lected in the configuration tab.

179



Denwa UC&C 4.0.1
CHAPTER 5. SECURITY ABOUT DENWA UC&C

Figure 5.14: OpenVPN server, access accounts

To create a new account, we simply click on Create Account, and fill in the user-
name; with this the account has been created and it is possible to download its
certificates.

Figure 5.15: OpenVPN server, login account creation

To use the OpenVPN server it is necessary to have the certificates on the com-
puters that will connect to it, so they must be downloaded from the accounts
tab. Once on the local computer, it is necessary to have the OpenVPN «client»
software and, from a basic text editor, generate an .ovpn file like the one shown
below:

1 ###########################################
2 nVPN Client
3 ###########################################
4 nt
5 tun
6 ocol PROTOCOL
7 te SERVER_IP SERVER_PORT
8 lv-retry infinite
9 nd
10 -lzo
11 3
12 rtificate files
13 CERTIFICATE_PATH/ca.crt"
14 "CERTIFICATE_PATH/CERTIFICATE_NAME.crt"
15 "CERTIFICATE_PATH/CERTIFICATE_NAME.key"
16 ###########################################

Example of .ovpn file content

Youmust replacewhere it says «PROTOCOL», «IP_OF_SERVER», «PORT_OF_SERVER»,
«PATH_OF_CERTIFICATE», «NAME_CERTIFICATE» according to the configurations
made on the server, as well as the downloaded certificates.

5.4.1.2.1.3 Records Tab This tabwill show the list of all active connections («clients»
connected) to the OpenVPN service.
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5.4.2 Port Scan

The «Port Scan» tool allows you to automatically block attacks of this type, be-
cause the system constantly checks for possible port scans on the computer and,
when detecting this, automatically blocks the IP address from where the is car-
rying out the possible attack, creating a new rule in the Firewall.
Only administrator type users can modify the Firewall to remove the blocking of
an IP address, in case it is considered to have been blocked by mistake.

Port Scan

It is essential to use this tool

Automatic rules

IP address blocks created automatically by the failed attempts and port
scanning processes are created in the Automatic Rules Section.

Figure 5.16: Port Scanning and Failed Attempts Enabled

5.4.3 Failed attempts

The «Failed Attempts» tool offers the possibility to block «brute force» attacks au-
tomatically. The system constantly reviews and saves the list of registration at-
tempts, as well as the IP address from which the attempt was made; If it finds
five (5) failed registration attempts from the same IP, it automatically generates
a new rule in the Firewall to deny any packet that has the same origin.
Only administrator type users can modify the Firewall to unblock an IP address,
in case it is considered to have been blocked by mistake.

Failed attempts

It is essential to use this tool

Automatic rules

IP address blocks created automatically by the failed attempts and port
scanning processes are created in the Automatic Rules Section.
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5.4.4 Users password

The best way to complement the «Failed Attempts» tool is through the use of
strong passwords, so it is important to thoroughly control the complexity level
of all users’ passwords and ensure their complexity is high . This also applies to
administrator-type users.

Figure 5.17: Password strength

In the face of a «brute force» attack, the complexity of the passwords decreases
the probability that they are easily discovered, in turn increasing the probability
that the attacker’s IP address will be automatically blocked by the Firewall us-
ing the « <Unsuccessful attempts». This applies equally to Denwa Desktop pass-
words.
It is possible to know the overall password complexity status of all system users
from the home screen in the web management interface.

5.4.5 Local networks

Denwa needs to know in some way the network scheme where it is installed, so
it is necessary to indicate the networks that it should interpret as «local»; any net-
work that does not belong to the local networks will be interpreted as an external
network.
This is very important during the configuration of theusers and their permissions,
since it is possible to configure that the user cannot make calls if he has not reg-
istered from a local network. Another very useful tool in the case of users who do
not have to register from outside the network.
Networks must be added from the administration web interface, in the menu:
Configuration > General > Advanced by clicking on theicon next to «Local Net-
work». This will enable a new window, which allows you to add the different net-
works.

Figure 5.18: Local Networks

By clicking on the icon, awindowwill be displayedwhere it is possible to declare
the local networks onebyone. The format to add the same innetwork/mask (both
in four decimal octets).
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Figure 5.19: Local networks, add a local network

Clicking on the iconwill return to the previouswindow, being able to repeat the
process asmany times as there are local networks. Then, all you have to do is click
on the « Accept» button to finish the task.

5.4.6 Call from the public network

This option enables the user to be able to make calls when registered on a net-
work that does not belong to the local networks configured in the previous step.
It is recommended that only users who actually use this functionality have this
option enabled in the advanced user settings.

Figure 5.20: Advanced user settings, call from public network

5.4.7 Call Services

In this place, all the call prefixes are configured for each of the types of calls that
could be made (Local, National, International, etc.). For example, in the case of
International calls the prefix would be «00».
By defining the prefixes in this section, eachDenwauserwill be allowed to enable
or deny the different types of calls. It can be configured from the web adminis-
tration interface, in the menu: Configuration > Call services.

Figure 5.21: Call Services
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Call Blocking

It is essential to configure the call services correctly, since the call services
of the user profiles depend on them.
If it is not configured, all calls will be made regardless of their destination.

5.4.8 User Call Service

Only if User Call Service has been configured, the user’s local profile will be valid.
The configuration of the users’ call services, allows the administrator user to en-
able or deny, to eachuser individually, the course of a call according to their prefix.

It can be configured from the web administration interface, in the menu: Users
> View users > «User_Name» > Services.

Figure 5.22: User Call Services

It is recommended to configure the services of eachusermakingaprevious study
of what function it performs within the structure of the company.

5.4.9 User Profiles

Only if User Call Service has been configured, the profile to be configured for the
users will be valid. The user profiles in Denwa allow the enabling or denying of
the course of calls to different destinations according to their prefix, based on
criteria such as: day of the week, time and provider to use. This adds greater
control of the calls, since it is possible to define: who (user towhomtheprofile has
been applied), how (according to the call prefix), where (according to the defined
provider) and when (according to the day and time) you can make calls.
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Figure 5.23: User Profiles

It can be configured from the web administration interface, in the menu: Users
> User profiles.

Routes

In the event that a profile does not have defined routes, the user who has
that profile assigned will not be able to make calls to the outside.

User Profiles

The use of this tool is recommended.

5.4.10 Provider Path

It is important to correctly configure the different routes of each of the providers
within Denwa. These routes are the ones that enable calls to be made by one or
another provider, according to the number dialed. They must be configured in
the most specific way possible so that only calls that have been correctly dialed
are sent. Here is an example:
In case calls that beginwith the number 0 and have a length of 7 digits (including
0) need to be made by a certain provider, two (2) possible configurations can be
presented:

Configuration correct ( ): The path configuration should be ”0______” (one
zero and six _ )
Incorrect configuration (): route simply with 0 and priority 1 allows any call
beginning with 0 to be routed by this provider

Provider path

Careful configuration of provider routes is recommended.

5.4.11 Fraud Control

As if that were not enough, theDenwa systemhas a last line of protection against
attacks, the «Fraud Control» tool. This tool allows you to analyze the behavior of
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each user of the platform, being able to block those calls that seem suspicious.
For example: if an extension generates 10 calls in 5minutes, it is possibly a «boot»
that is trying to generate calls with the aim of doing damage. In such a case the
user or the destination can be blocked, at the same time an email notice is sent
to alert the situation.

Figure 5.24: Fraud Control

It can be configured from the web administration interface, in the menu: Con-
figuration > Fraud control.

Email Alert

Email alerts will only be sent if your mail server is properly configured (Set-
tings > General > Mail Server)

5.5 End of configurations about Denwa UC&C

These are the tools that make Denwa an extremely secure solution on all your
computers. Bottom line: An attacker requires all of these tools to be misconfig-
ured to make unauthorized calls through our unified communications platform.

In the following sections, general recommendations will be added about devices
outside the unified communications platform, but that do to the security of the
VoIP system and the correct implementation of the network structure.
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Figure 5.25: Denwa Security Tools
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CHAPTER 6

SECURITY ON TELEPHONE TERMINALS

Here are our recommendations for the security of telephone terminals:
1. Change the administration password of the telephone terminals.
2. Configure the internal firewall of the Denwa phones so that they can only be

accessible from the IP address of the unified communications platform and
from the range of IP addresses of its administrator-type users.

3. Enable SRTP in order to have voice encryption. In case of provisioning the
terminals from the Denwa UC&C platform, it will suffice to enable it in the
user configuration (Users > View users > «User_Name» > Advanced)

Figure 6.1: Enabling SRTP
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CHAPTER 7

SECURITY ABOUT THE NETWORK STRUCTURE

Here are our recommendations for the security of the network structure:
1. Modification of all the default passwords in the equipment to be installed
(Switch, router, etc.). This is an important step for data network security.

2. Using VLANs to separate traffic
3. Use of MAC filtering in the different access points to the network, thus al-

lowing only authorized equipment to have access to the specific port of the
Switch, or to the Wi-Fi network.

4. In special cases, you can request the removal of the call recording andmoni-
toring modules in the Denwa UC&C equipment.
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CHAPTER 8

FOLLOW ME

Follow-me is an application that diverts calls to contact the recipient of the call
if they are not physically present at their extension. There are different operating
options, which are detailed below. It should be noted that the forwarding time is
the time that the extension to which the call was forwarded will ring, taking into
account that the announcement consumes ringing time.

Alternate + Announcement: The designated numbers will ring alternately,
the user who originated the call must announce his name following the in-
structions, then the system will inform the transfer of the call to the next ex-
tension and play the previously recorded announcement .
Simultaneous +Announcement: Thedesignatednumberswill ring simulta-
neously, the user who originated the call must announce his name following
the instructions, then the systemwill inform the transfer of the call to the next
extension and play the previously recorded announcement .
Alternate: The designated numbers will ring alternately, while the system
informs that it must wait while the communication is attempted.
Simultaneous: The designated numbers will ring simultaneously, while the
system informs you to wait while the communication is attempted.
Alternate + Silent: The designated numbers will alternately ring, without
making any report to the users.
Simultaneous + Silent: The designated numbers will ring simultaneously,
without making any information to the users.

8.1 Frequent problems

This document intends to list the most common problems that usually occur
along with the main ones that each one of them can produce and the possible
solutions to them.

8.1.1 Case 1: Calls can be made but cannot be received

8.1.1.1 Possible causes

DND (Do Not Disturbed-Do Not Disturb) activated.
Loss of equipment registration.
IVR or DID configuration.
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8.1.1.2 Solution

Verify that the DND functionality is not active.
Reboot the phone to register. Then enter theweb to theUsers section -> View
users to verify the status in which you are. That is, if the Registered column
shows the status in red, it indicates that the extension in question has not
been registered; On the contrary , if the status is green, it indicates that the
extension has been successfully registered.
IVR configuration: verify that the access numbers are assigned and are the
desiredones. The treediagramcanbeobservedand, if necessary, it is possible
to assign the number directly to an extension to verify that the call enters
correctly.
DID configuration: verify if the access number is configured in the trunk and,
later, if it is properly associated to a user.

8.1.2 Case 2: Unable to make outgoing calls

8.1.2.1 Possible causes

Log loss.
The extension does not have the necessary permissions.
Wrong paths.

8.1.2.2 Solution

Reboot the phone to register. Then enter theweb to theUsers section -> View
users to verify the status in which you are. That is, if the Registered column
shows the status in red, it indicates that the extension in question has not
been registered; On the contrary , if the status is green, it indicates that the
extension has been successfully registered. (Solution 2 previous case).
Verify theuser’s call service permissions, from thewebaccess theUsersmenu
-> View users -> Services tab.
3. Verify that the path of the desired provider is correct.

8.1.3 Case 3: Access to Denwa Desktop is not allowed

8.1.3.1 Possible causes

Wrong password.
The user in question does not have the service enabled.

8.1.3.2 Solution

Enter a new password.
Enable the user the Desktop service.

8.1.4 Case 4: Firewall, IP of DROP phones in automatic rules

8.1.4.1 Possible causes

Automatic firewall rules show in your IP list of computers belonging to the
network.

194



Denwa UC&C 4.0.1
CHAPTER 8. FOLLOWME

8.1.4.2 Solution

Remember that the firewall is ’sequential’, therefore priority will be given to
those rules that are found over the others. The sequence that this firewall
uses (since update 092) is the following: Priority Rules, Automatic Rules, User
Rules, Services (WAN) and Policy. Therefore, it is enough to add in priority
rules the network in which said equipment is located.

8.1.5 Case 5: Detours

8.1.5.1 Use

It is NOT allowed to make more than one diversion in the same call. This is to
prevent it from entering a loop .

195



Denwa UC&C 4.0.1
CHAPTER 8. FOLLOWME

This page has been intentionally left blank.

196



CHAPTER 9

CONNECTING TO DENWA OPENVPN SERVER

According to the operating system used, the following instructions are carried
out to connect via VPN to the central. Once the files have been downloaded and
the . ovpn , the following files are available:

ca.crt
client.ovpn
client.crt
client.key

Name of files

The name « client » is added for illustrative purposes.

9.1 OpenVPN for Windows

OpenVPN client inWindows, we enter the following link https://openvpn.net/
index.php/open-source/downloads.html and download the installer for 32-bit
or 64-bit. This process was certified for Windows XP, Windows 7, Windows 8 and
Windows 10
We run the installer with the recommended basic options:
At this point, it will ask us to install a virtual adapter to provide connection:
We accept by clicking on Install, and continue the installation
On the desktop we will see the following icon corresponding to the direct access
to OpenVPN
But before accessing, we must configure the program loaded with the certifi-
cates obtained. To do this we go to the following directory C:\{}Program Files\{}
OpenVPN \{} config and copy the certificates in this directory. For this example
we will look at a Denwa VPN connection
provider.client.vpn file contains the following format:

1 ###############################################
2 # DENWA-PBX VPN CLIENT #
3 ###############################################
4

5 client
6 dev tun
7 proto-udp
8 remote support.denwaip.com 2288
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9 resolv-retry infinite
10 nobind
11 comp-lzo
12 verb 3
13 # Certificates files ca "ca.crt"
14 cert "denwasupport.crt" key "denwasupport.key"

Note that the ca, cert and key parameters refer to the name of the files and are
referred to in double quotes (”)
Now double click on the icon
opens on the taskbar, in the notification icons sector a new connection that is
initially in red

Special permissions

On Windows 7, Windows 8 and Windows 10, this program must be run as
«Administrator».

Clicking with the right button gives us a sub-menu , with different options in
which we connect
Then we see the following window where the connection process marks us:
If the connection is successful wewill see the following notificationmessagewith
the IP assigned by the server
With this, in the address bar of the browser we place the IP address of the ex-
change that the Administrator gives us, and we will have access to the PBX ad-
ministrator website.

9.2 OpenVPN for Linux

OpenVPN client in Linux, through the consolewith administrator permissionswe
must execute the command:

1 apt-get install openvpn

Then we save the provided certificates in a directory in which we will later refer,
in this example we will save it in the /home/ user directory then wemust edit the
file provider.client.vpn with the following format:

1 ###############################################
2 # DENWA-PBX VPN CLIENT #
3 ###############################################
4

5 client
6 dev tun
7 proto-udp
8 remote support.denwaip.com 2288resolv-retry infinite
9 nobind
10 comp-lzo
11 verb 3
12 # Certificates files ca /home/user/ca.crt
13 cert /home/user/denwasupport.crt key /home/user/denwasupport.key

Note that the ca, cert and key parameters refer to the name of the files and are
addressed according to where we save the files.
Then through the console, with administrator permissions, we execute:

1 openvpn /home/user/provider.client.vpn
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and we will see the connection process. then on another console
We verify the connection through the ifconfig command and it will be possible
to observe
Where the virtual interface tun0 gives us the IP obtained from the connection to
the support server.
With this, in the address bar of the browser we place the IP address of the central
that gives us the
Administrator, and we will have access to the PBX administrator web.
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CHAPTER 10

VOIP GUIDE

10.1 VoIP protocols

Until today there is a clear division between two types of networks:
Voice networks: based on circuit switching, which is why a circuit is occupied
and routing during a communication is always carried out along the same
path. For example: Conventional Telephone Network
Data networks: based on packet switching, information is sent in packets and
each of them can travel through different paths. For example: internet

In order to be able to send the information through Internet-type data networks
based on packet switching, it is necessary to adopt protocols that allow the trans-
mission and recovery of the information. Theproblemwith circuit switching tech-
nology is that it requires a significant amount of bandwidth for each call and the
circuit is not used efficiently as it uses one channel for the entire duration of the
call but most of the telephone conversations. they are made of silence
Data networks, on the other hand, only transmit informationwhen it is necessary,
taking full advantage of the bandwidth and in which the delay, the alteration of
the arrival order or the loss of packets are not an inconvenience, since in the The
final system has a series of procedures for recovering the original information;
but for voice and video these factors are highly influential, therefore networks
and protocols that offer a high degree of QoS (quality of service) are required.
Voice over IP (VoIP) defines the routing systems and protocols necessary for the
transmission of voice conversations over the Internet, which is a packet-switched
network based on the TCP/IP protocol for sending information.
There are currently two main VoIP architectures for voice transmission over the
Internet that are widely used: SIP (Session initiation Protocol, a standard devel-
oped by the IETF, identified as RFC 3261, 2002).
SIP is a signaling protocol for establishing calls and conferences on IP networks.
The start of the session, change or termination thereof, are independent of the
type of media or application that will be used in the call; a session can include
various types of data, including audio, video, and many other H.323 formats
H.323 was the first international multimedia communications standard, facilitat-
ing the convergence of voice, video, and data. It was initially built for networks
based on packet switching, in which it found its strength by integrating with IP
networks, being a protocol widely used in VoIP.
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10.1.1 SIP Architecture

The SIP protocol ( Session initiation Protocol ) was developed by the IETFMMUSIC
(Multimedia SessionControl) group, defining a signaling and control architecture
for VoIP. Initially it was published in February 1996 in RFC 2543, now obsolete with
the publication of the new version RFC 3261 that was published in June 2002.
The purpose of SIP is communication between multimedia devices. SIP makes
this communicationpossible thanks to twoprotocols that areRTP/RTCPandSDP.
The RTP protocol is used to transport the voice data in real time (same as for the
H.323 protocol, while the SDP protocol is used for the negotiation of the capabili-
ties of the participants, type of encoding, etc.) SIP was designed according to the
Internet model.
It is an end-to-end signaling protocol that implies that all the logic is stored in
the end devices (except for the routing of SIP messages). The connection status
is also stored in the end devices . The price to pay for this distribution capacity
and its great scalability is an overload in the header of themessages as a result of
having to send all the information between the end devices.
SIP is an application-level signaling protocol for establishing and managing ses-
sions with multiple participants. It is based on request and response messages
and reuses many concepts from earlier standards such as HTTP and SMTP.

10.2 H323

H.323 was designed with one primary goal: To provide users with teleconferenc-
ing that has voice, video, and data capabilities over packet-switched networks.
The continuous research and development of H.323 continues for the same pur-
pose, and as a result, H.323 becomes the optimal standard to cover this kind of
aspects. In addition, H.323 and the convergence of voice, video and data allow
service providers to provide these kinds of facilities for users in a way that re-
duces costs while improving performance for the user . The standard was specif-
ically designedwith the following objectives: - To be based on existing standards,
including H.320, RTP and Q.931 - To incorporate some of the advantages that
packet-switched networks offer to transport data in real time . - To solve the prob-
lem posed by sending data in real time over packet switching networks. H.323
designers know that communication requirements differ fromplace to place, be-
tween users and between companies and obviously over time the communica-
tion requirements also change. Given these factors, the designers of H.323 de-
fined it in such a way that companies that manufacture the equipment can add
their own specifications to the protocol and can define other standards struc-
tures that allow devices to acquire new classes of features or capabilities.

10.2.1 IAX (Inter-Asterisk eXchange)

The IAX protocol corresponds to Inter-Asterisk eXchange protocol. As its name
indicates, it was designed as a protocol for VoIP connections between Asterisk
servers, although today it is also used for connections between clients and servers
that support the protocol. The current version is IAX2 since the first version of IAX
has become obsolete. It is a protocol designed and intended for use in VoIP con-
nections, although it can support other types of connections (for example, video).
The objectives of IAX are: Minimize the width of band used in VoIP control and
multimedia transmissionsAvoid NAT (Network Address ) problems Translation )-
Support for transmitting dial plans Among themeasures to reduce bandwidth, it
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isworth noting that IAX or IAX2 is a binary protocol instead of being a text protocol
like SIP and that makes messages use less bandwidth. To avoid NAT problems,
the IAX or IAX2 protocol uses UDP as the transport protocol, normally over port
4569, ( IAX1 used port 5036), and both the signaling information and the data
travel together (unlike SIP). and thereforemakes you less prone to NAT problems
and allows you to get past routers and firewalls more easily.

10.3 QoS Quality Of service VoIP

The rise of IP telephony is evident and the main reason is the reuse of resources
and the decrease in the cost of calls over the Internet. However, if VoIP still lacks
something, it is the quality of traditional telephone systems. Problems of this
quality are often inherent to the use of the network (Internet and its speed and
bandwidth) andmay be solved in the future. Meanwhile, the better we know the
problems that occur and their possible solutions, the better quality we will enjoy.
The main problems regarding the quality of service ( QoS ) of a VoIP network are
Latency, Jitter, packet loss and Echo. In VoIP these problems can be solved by
various techniques that are explained in the following following sections.
VoIP service quality problems are mainly derived from two factors:

1. The Internet is a systembased onpacket switching and therefore information
doesnot always travel the sameway. This produces effects such aspacket loss
or jitter

2. VoIP communications are in real time which causes effects such as echo,
packet loss and delay or latency to be very annoying and harmful and must
be avoided.

10.3.1 Jitter

Jitter is technically defined as the time variation in packet arrival, caused by net-
work congestion, loss of synchronization, or by the different paths followed by the
packets to reach the destination. Real-time communications (such as VoIP) are
especially sensitive to this effect.

10.3.1.1 Causes

Jitter is an effect of connectionless data networks based on packet switching. As
the information is discretized in packets, each one of the packets can follow a
different route to reach the destination.
In general, it is a frequent problem in slow or congested links. It is expected that
the increase of QoS (quality of service)mechanisms such as queue priority, band-
width reservation or higher speed links (100Mb Ethernet, E3/T3, SDH) can reduce
jitter problems in the future although It will continue to be a problem for quite
some time.

10.3.1.2 Recommended Values

The jitter between the start and end point of the communication should be less
than 100 ms. If the value is less than 100 ms, the jitter can be compensated ap-
propriately. Otherwise it should be minimized.

203



Denwa UC&C 4.0.1
CHAPTER 10. VOIP GUIDE

10.3.1.3 Possible Solutions

The most widely adopted solution is the use of the jitter buffer. The jitter buffer
basically consists of allocating a small queue or storage to go receiving the pack-
ages and serving themwith a small delay. If any packet is not in the buffer (it was
lost or has not arrived yet) it is discarded when necessary. Normally in IP phones
(hardware and software) you can modify the buffers. An increase in the buffer
implies less packet loss but more delay. A decrease implies less delay but more
packet loss.

10.3.2 Latency

Latency is also called delay; it is technically defined in VoIP as the time it takes for
a packet to get from the source to the destination.

10.3.2.1 Causes

It is not a specific problemof connectionless networks and therefore of VoIP. It is a
general problem of telecommunication networks. For example, latency on links
via satellite is very high due to the distances that the information must travel.
Real-time (such as VoIP) and full- duplex communications are sensitive to this
effect. It is the problem of ”stepping on us”. Like jitter , it is a common problem
on slow or congested links.

10.3.2.2 Recommended Values

The latency or delay between the initial and final point of the communication
should be less than 150 ms. The human ear is capable of detecting latencies of
about 250 ms, 200 ms in the case of quite sensitive people. If that threshold is
exceeded, communication becomes annoying.

10.3.2.3 Possible Solutions

There is no solution that can be easily implemented. Many times it depends on
the equipment throughwhich the packets pass, that is, on the network itself. You
can try to reserve a bandwidth from source to destination or signal the packets
with TOS values to try to let the equipment know that it is real-time traffic and
treat it with higher priority , but currently these are not very effective measures
sinceWe do not have control of the network. If the latency problem is in our own
internal network, we can increase the bandwidth or link speed or prioritize those
packets within our network.

10.3.3 echo

Echo is also often known as reverberation. Echo is defined as a delayed reflection
of the original acoustic signal . The echo is especially annoying the greater the
delay and the greater its intensity, which becomes a problem in VoIP since the
delays are usually greater than in the traditional telephone network.
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10.3.3.1 Causes

The echo is produced by a technical phenomenon that is the conversion of 2 to 4
wires in telephone systems or by a return of the signal that is heard through the
speakers and sneaks back through the microphone .

10.3.3.2 Recommended Values

The human ear is capable of detecting the echo when its delay with the original
signal is equal to or greater than 10ms. But another important factor is the inten-
sity of the echo since normally the return signal has less power than the original.
It is tolerable that it reaches 65 ms and an attenuation of 25 to 30 dB.

10.3.3.3 Possible Solutions

In this case there are two possible solutions to avoid this annoying effect.
Echo suppressors: It consists of preventing the emitted signal from being
returned by converting at times the full- duplex line into a line half-duplex in
such a way that if communication is detected in one direction, communica-
tion in the opposite direction is prevented. The switching time of the echo
suppressors is very short. Prevents full- duplex communication .
Echo Cancellers: It is the systembywhich the sendingdevice saves the infor-
mation it sends inmemory and is capable of detecting the same information
in the return signal (perhaps attenuated and with noise). The device filters
that information and cancels those components of the voice. It requiresmore
processing time.

10.3.4 Packet loss (Packet loss)

10.3.4.1 Causes

Real-time communications are based on the UDP protocol. This protocol is not
connection oriented and if there is a loss of packets they are not forwarded . In
addition , the loss of packets is also produced by discarding packets that do not
reach the receiver on time. However , the voice is quite predictive and if isolated
packets are lost, the voice can be recomposed in a quite optimal way. The prob-
lem is greater when bursty packet losses occur.

10.3.4.2 Recommended Values

Themaximumpacket loss allowed so that communication is not degradedmust
be less than 1%. But it is quite dependent on the codec that is used. The higher
the compression of the codec , the more pernicious is the effect of packet loss. A
loss of 1% further degrades communication if the G.729 codec is used instead of
G.711.

10.3.4.3 Possible Solutions

To avoid packet loss, a very effective technique in congested or low-speed net-
works is not to transmit silence. Much of the conversations are filled with mo-
ments of silence. If we only transmit when there is audible information, we free
up the links enough and avoid congestion phenomena . In any case , this phe-
nomenon may also be closely related to jitter and the jitter buffer.
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CHAPTER 11

RAID INSTALLATION GUIDE

This guide starts from the consideration that the «Install DenwaUCManual Par-
tition» option has been selected, which allowsmanual partitioning of storage de-
vices.

11.1 Define the size of the partitions

When defining the dimensioning, the following considerations must be taken
into account:

You must create at least the following partitions:
 «\boot» on the solid-state drive, for system boot files
 «\» on the solid-state drive, for the baseOS (20GBminimum, 30GB recom-
mended), for:
 Operating System
 System logs
 Operating System user folders (« pbxadmin », «Denwa Support»)
 Module files

 «swap» on the solid state drive, 2GB to 8GB is recommended depending
on your computer.

 «\denwa» on the solid state disk, for all processes associatedwith the tele-
phony engine
 Telephony Engine
 Databases
 Web Interface
 Recordings to be transferred to the FTP Server (if any)

 «\persistent» on themechanical disk (if any) for local storageof call record-
ing

Queries If in doubt, consult the Denwa Technology Corp. support area .

11.2 Creating the partitions

As a first step it is necessary to create all the partitions in «ext4» format without
declaring theirmount point (thiswill be done later). Storagedevices participating
in RAID arrays are required to be partitioned identically, giving each partition the
same size.
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1. Select disk

Figure 11.1: Creating the partitions: disk selection

Figure 11.2: Creating the partitions: create a new partition

2. Assign size to each partition

Figure 11.3: Creating the partitions: sizing

3. Define if the partition is primary or logical
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Figure 11.4: Creating the partitions: type of partition

4. Remove the mount point of all partitions and define them «ext4», except
swap, which should be defined as «Swap Area »

Figure 11.5: Creating the partitions: file system format

5. Control equality of partitions between disks

Figure 11.6: Creating the partitions: disk comparison
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11.3 Configuring Software RAID

Create the RAIDs Assign type: RAID1 (mirror) (Join the identical partitions) Con-
firm use of 2 partitions for each RAID Spare devices : 0

11.4 Configuring mount points

11.5 Validation and saving of configurations
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CHAPTER 12

SIP PROTOCOL AND DEBUG

12.1 Components and Operation of a VoIP Network
Definition of VoIP

VoIP comes from the English words Voice Over Internet Protocol. As the term
says, VoIP attempts to allow voice to travel in IP packets and obviously over the
Internet.
IP telephony combines two historically separate worlds: voice transmission and
data transmission. It is about transporting the voice previously converted to data,
between two distant points. This would make it possible to use data networks to
make telephone calls, and therefore develop a single convergent network that is
responsible for carrying out all types of communication, be it voice, data, video or
any type of information.
Therefore, VoIP is not in itself a service but rather a technology that allows voice to
be encapsulated in packets in order to be transported over data networks with-
out the need for conventional switched circuits known as the PSTN, which are
networks developed through over the years to transmit vocal signals.
The PSTN was based on the concept of circuit switching, that is, the realization
of a communication required the establishment of a physical circuit during the
time it lasts, which means that the resources involved in the realization of a call
cannot be used in another until the first one is finished, even during the silences
that follow one another within a typical conversation.
On the other hand, IP telephony does not use physical circuits for the conversa-
tion, but sendsmultiple conversations through the same channel (virtual circuit)
encoded in packets and in independent flows. When there is silence in a con-
versation, the data packets of other conversations can be transmitted over the
network, which implies a more efficient use of it.
According to this, the advantages provided by VoIP networks are evident, since
with the same infrastructure they could providemore services and also the qual-
ity of service and speed would be higher; but on the other hand there is also the
great disadvantage of security, since it is not possible to determine the duration
of the packet within the network until it reaches its destination and there is also
the possibility of packet loss, since the IP protocol does not have this tool.
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12.2 Encapsulation of a VoIP frame

Once the call has been established, the voice will be digitized and then transmit-
ted across the network in IP frames. Voice samples are first encapsulated in RTP
(Real Time Transport Protocol) and then in UDP or TCP before being transmitted
in an IP frame. The following figure shows an example of a VoIP frame over a LAN
andWAN.

Figure 12.1: SIP Protocol and Debug: Encapsulation

12.3 Session Initiation Protocol

Session Initiation Protocol (SIP or Session Initialization Protocol) is a simple sig-
naling protocol used for Internet telephony and videoconferencing. Based on the
Simple Mail Transport Protocol (SMTP) and on the Hypertext Transfer Protocol
(HTTP) it was developed by the IETF MMUSIC Working Group with the intention
of being the standard for the initiation, modification and termination of interac-
tive user sessions where multimedia elements such as video, voice, instant mes-
saging, online games and virtual reality are involved. SIP is one of the signaling
protocols for voice over IP. SIP is fully defined in RFC 2543 and in RFC 3261.
SIP is an application layer protocol independent of the underlying packet proto-
cols (TCP, UDP, ATM, X.25). SIP is based on a client-server architecture in which
clients initiate calls and servers answer calls. It is an open protocol based on stan-
dards, widely supported and is not dependent on a single equipment manufac-
turer.
SIP is a newer protocol than H.323 and does not have industry maturity and sup-
port at the same time. However, due to its simplicity, scalability, modularity, and
ease with which it integrates with other applications, this protocol is attractive
for use in packetized voice architectures. SIP can establish two-party (ordinary
calls), multi-party (everyone can hear and talk), and multicast (one sender, many
receivers) sessions. Sessions can contain audio, video, or data. SIP only handles
session establishment, management, and termination.
Some of the key features that SIP offers are:

Address resolution, namemapping and call redirection.
Dynamic discovery of the average capabilities of the endpoint, by using the
Session Description Protocol (SDP).
Dynamic discovery of endpoint availability.
Origination and management of the session between the host and the end-
points.
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12.3.1 Benefits of SIP

Some of the key benefits of SIP are:
Simplicity: SIP is a very simple protocol. The software development time is
very short compared to traditional telephony products. Due to the similarity
of SIP to HTTP and SMTP, code refusal is possible.
Extensibility: SIP has learned fromHTTPandSMTPandhas built an exquisite
set of extensibility and compatibility features.
Modularity: SIP was designed to be highly modular. A key feature is its inde-
pendent use of protocols. For example, it sends invitations to the parties to
the call, independent of the session itself.
Scalability: SIP offers two scalability services:
Server Processing: SIP has the ability to be Stateful or Stateless.
Conference Arrangement: Since there is no requirement for a multipoint
central controller, conference coordination can be completely distributed or
centralized.
Integration: SIP has the ability to integrate with the Web, E-mail, streaming
media applications, and other protocols.
Interoperability: Because it is anopen standard, SIP canoffer interoperability
between platforms from different vendors.

12.3.2 Protocol design

SIP is an application layer protocol and can run on top of either UDP or TCP.
SIP clients use port 5060 in TCP (Transmission Control Protocol) and UDP (User
Datagram Protocol) to connect with SIP servers. In case of using a secure proto-
col such as SIPS, the port to use is 5061, this point will be discussed later whenwe
talk about TLS (Transport Security Protocol).
SIP is used simply to start and end voice and video calls. All voice/video commu-
nications go over RTP (Real-time Transport Protocol).

Figure 12.2: SIP Protocol and Debug: Design

The first proposed version of the standard (SIP 2.0) was defined in RFC 2543. The
protocol was clarified in RFC 3261, althoughmany implementations are still using
draft versions. Note that the version number is still 2.0.
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12.3.3 Transport layer in SIP

SIP canuse in its transport layer (Layer 4 in theOSImodel) bothUDP, TCP and TLS
Transport Layer Security (referring to TLS over TCP). TLS is used to provide a cer-
tain level of security, encrypting information that is usually vulnerable to attack
since it is sent in plain text.
The use of SIP over TCPwithout encryption is tending to disappear in non-paid or
VoIP uses on the Internet due to the simplicity of UDP, the increasing reliability of
networks and the useless need for relaying on a voice ormedia connectionwhere
it is present. present the transmission in real time.
In any case, it is important that a high-performanceUser Agent (UA) such as a sip-
phone, for example, supports both TCP and UDP as transport protocols, since if a
UA tries to establish a TCP session with its peer, and it does not support TCP in its
transport layer, the session cannot be established, leading to an ICMP ”Not Sup-
ported” message or a reset of the TCP connection, where the calling end must
change the transport protocol of its request message over UDP to create com-
patibility in the network and establish the connection. The most optimal case is
compatibility at the first attempt to take advantage of the capacity and resources
of the network.
Another crucial pointwhendeciding theprotocol tobeused in the transport layer
is the maximum segment size, which is directly involved with the codec to be
used, taking into account the notable compression difference between, for ex-
ample, G .729, G.711, etc. RFC 3261 defines the mandatory use of UDP and TCP,
the latter in case some type of packet fragmentation that exceeds the MTU is
necessary.
Thenegotiation of codecs, ports andmultimedia services is carried out in the SDP
(Session Description Protocol) embedded in SIP, where the commonly used SIP
ports are 5060 in plain text (UDP and TCP) and port 5061 in case of TLS. However,
in practice the use of ports between 5060 and 5070 may occur.

12.3.4 SIP network elements

The physical terminals known as user agents (UA) can be devices themselves
or software installed on a PC, with the appearance and/or functionality of tradi-
tional telephones, but using SIP and RTP for communication. They are commer-
cially available from many manufacturers. Some of them use electronic num-
bering (ENUM) or DUNDi to translate existing phone numbers to SIP addresses
using DNS (Domain Name Server), thus calling other SIP users bypassing the
telephone network, thus the service provider The service normally acts as a gate-
way to the public switched telephone network for traditional telephone numbers
(charging for it).
SIPmakesuse of elements calledproxy servers tohelp route requests to theuser’s
current location, authenticate and authorize users to serve them, enable the im-
plementation of call routing policies, and provide added capabilities to the user.
It also provides logging functions that allow the user to report their current loca-
tion to proxy servers.
Although two SIP terminals can communicate without the intervention of SIP
infrastructures (which is why the protocol is defined as point-to-point), this ap-
proach is impractical for a public service. There are various softswitch implemen-
tations (from Nortell, Sonus, Huawei, and many more) that can act as proxy and
registry items. Other companies, such as Ubiquity Software and Dynamicsoft
have productswhose implementation is standards-based, built on top of the Java
JAIN specification.
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12.3.5 SIP protocol messages

12.3.5.1 SIP addresses

SIPworks on a simple premise of client-server operation. Clients or endpoints are
identified by unique addresses defined as URL’s, that is, the addresses come in
a format very similar to an email address, so that Web pages can contain them,
which allows clicking on a link to start a phone call.

SIP addresses are always in the format of user@host.
The user can be: name, telephone number.
The host can be: domain (DNS), network address (IP). b) SIP MESSAGES:

SIP uses messages for call connection and control. There are two types of SIP
messages: request and responsemessages. SIPmessages are defined as follows:

INVITE: Requests the initiation of a call. The header fields contain:
 Source address and destination address.
 The subject of the call.
 Priority of the call.
 Call routing requests.
 Preferences for user location.

TRYING: Indicates that the Proxy server is trying to establish communication.
RINGING: Call notice indication.
BYE: Requests the termination of a call between two users.
REGISTER: Informsa registration server about the current locationof theuser.
ACK: Used to facilitate a reliable exchange of messages between peers. Con-
firmation of different fields of the INVITE message.
CANCEL: Cancels a pending request.
OPTIONS: Request information from a Host about its own capabilities. It is
used before initiating the call to find out if that host is capable of transmitting
VoIP etc.
200 OK: It is used to send satisfactory confirmations of different events.
INFO: Used for signaling media sessions.

12.3.5.2 PC to PC call over TCP

To establish a call, the caller creates a TCP connection with the called party. The
connection is made using a three-way agreement.

Sends an INVITE message in a TCP packet, indicating the caller’s destination
address, capacity, media types, and formats.
If the called party accepts the call, it responds with an HTTP type response
code (200 for acceptance). You can also optionally provide information about
your capabilities, media types, and formats.
The caller responds with an ACK message to terminate the protocol and ac-
knowledge receipt of the 200 message.
At this point, they can start streaming data using the RTP protocol.
The data flow is controlled by the RTCP protocol.
Anyone can request the termination of the call by sending a BYE message.
When the other side confirms its reception, the call is terminated.
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12.3.6 SIP calls and transactions

Figure 12.3: SIP Protocol and Debug: Transactions

12.3.6.1 Real-time Transport Protocol

RTP stands forReal-time TransportProtocol (Real Time Transport Protocol), UDP
on ports 10000 to 20000. It is a protocol application level (not transport level, as
its name might suggest) used for the transmission of information in real time,
such as audio and video.
It is developed by the IETF Audio and Video Transport Working Group, first pub-
lished as a standard in 1996 as RFC 1889, and later updated in 2003 as RFC 3550,
which is Internet Standard STD 64. published as a multicast protocol, although
it has been used in various unicast applications. It is frequently used in stream-
ing systems, along with RTSP, video conferencing and push to talk systems (in
conjunction with H.323 or SIP). It also represents the basis of the VoIP industry.
RFC 1890, made obsolete by RFC 3551 (STD 65), defines a profile for audio and
video conferencing with minimal control. RFC 3711, on the other hand, defines
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SRTP (Secure Real-time Transport Protocol), an extension of the RTP profile for
audio and video conferencing that can optionally be used to provide confiden-
tiality, message authentication, and forwarding protection for audio and video
streams. video. It goes hand in hand with RTCP (RTP Control Protocol) and sits
on top of UDP in the OSI model.

V (Version Number): 2 bits. The version defined by the current specification
is 2.
P (Padding): 1 bit. If the padding bit is set, there are one or more bytes at the
end of the packet that are not part of the payload. The last byte in the packet
indicates the number of padding bytes. Padding is used by some encryption
algorithms.
X (Extension): 1 bit. If the extension bit is set, then the sticky header is followed
by a header extension. This extension mechanism enables implementations
to add information to the RTP header.
CC (CSRC Count): 4 bits. The number of CSRC identifiers that follow the
sticky header. If the CSRC count is zero, then the synchronization source is
the source of the payload.
M (Marker): 1 bit. A marker bit defined by the particular media profile.
PT (Payload): 7 bits. An index into a media profile table that describes the
payload format. Payload mappings for audio and video are specified in RFC
1890.
SequenceNumber: 16 bits. Auniquepacketnumber that identifies thepacket’s
position in the packet sequence. The packet number is incremented by one
for each packet sent.
Timestamp: 32 bits. It reflects the sampling time of the first byte in the pay-
load. Several consecutive packets can have the same timestamp if they are
logically generated at the same time - for example, if they are all part of the
same video frame.
Synchronization Source (SSRC): 32 bits. Identifies the synchronization source.
If the CSRC count is zero, then the payload source is the sync source. If the
CSRC count is non-zero, then the SSRC identifies the mixer.
Content Source (CSRC): 32 bits each. Identifies the contributing sources for
the payload. The number of contributing sources is indicated by the CSRC
account field; There can be more than 16 contributing sources. If there are
multiple contributing sources, then the payload is themixed data from those
sources.

12.4 Troubleshooting

12.4.1 Objectives
Scope of the SIP protocol and its operation.
Analysis of the IP packet, network layer, transport layer and application layer
(SIP). Analysis of the establishment of a call. (SDP etc.)
SIP protocol messages:
 INVITE
 Trying
 Ringing
 200 okay
 BYE
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 REGISTER
 ACK
 CANCEL
 OPTIONS

Verify the functioning of the protocol in the tests carried out.

12.4.2 Mockup

In the following graph we can see the diagram of the model used to make the
captures.

Figure 12.4: SIP Protocol and Debug: Mockup

12.4.3 Scenarios

12.4.3.1 Successful call from softphone to videophone

12.4.3.1.1 Objective Observe and analyze the establishment, course and dis-
connection of a communication with both available devices.

12.4.3.1.2 Development To achieve the proposed objective, the softphonewas
configured in peer to peermode, this is because the tests carried out werewithin
the same network without the intervention of a SIP proxy. This configuration is
because the device should be registered to a Proxy (in this case the SIP phone) to
make or receive calls. The IP address configured on the PC where the Eyebeam
was installed was 192.168.1.128, as will be seen later in the screenshot, it is who
initiates the communication. The ports configured in the software were from
5060 to 5062 and the enabled codecs were G.711, G.729, etc.
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Figure 12.5: SIP Protocol and Debug: Softphone

The configuration in the videophone was basically the assignment of the IP ad-
dress 192.168.1.15, in a static way. The codecs are not configurable on the phone
used, the only codec it supports is G.711 A-law. In addition, to carry out internal
network communications, the device must not be registered in any Proxy.

12.4.3.1.3 Execution Toperform the test, a call was generated to the IP address
of the SIP phone from the eyebeam. When the incoming call was detected it was
accepted. After a few seconds from the softphone the call ended. The following
graph shows the exchange of messages in the capturemade from the PCwhere
the softphone was located.
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Figure 12.6: SIP Protocol and Debug: Flow

As can be seen, the communication follows the aforementioned theoretical ex-
changeofmessages. The establishment of the call beginswith an Invitemessage
from the softphone, where an SDP (session description protocol)message is sent
encapsulated over SIP, in order to negotiate codecs, ports, etc. This protocol will
be analyzed in more detail in the following screenshot. Then the next message
is a Trying sent by the sip phone in response to the Invite received, then in the
same direction a Ringing message is sent to confirm that the incoming call is
being notified. When accepting the communication (simply by lifting the tube
on the videophone) it sends a 200 OKmessage with an SDPmessage, encapsu-
lated over sip, proposing the codec to be used (G.711 U-Law). Next, RTP (real-time
transport protocol) packets are sent, with Comfort noise payload, this packet is
used to save bandwidth during voice silences, emulating noise at the other end,
so that the user does not have the sensation of interruption of communication
due to silences.

The sip phone confirms the negotiation with an ACK message and then begins
the audio exchange through RTP, the protocol used for media exchange. In this
sense, it is important to clarify that sip is the protocol used for signaling and in this
communication stagedoesnot appear. Finally, the communication is terminated
from the softphone side and it sends a BYE sip message, to which the other end
responds with 200 ok to confirm the end of the call.

The analysis begins with the first message sent, which is called INVITE. The cap-
ture of the corresponding packet is shown below:
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Figure 12.7: SIP Protocol and Debug: Packet Capture

Here you can see the header at the link layer level in the upper blue box, let’s
remember its structure:

Figure 12.8: SIP Protocol and Debug: Link Layer Header

As you can see in the screenshot, the protocol used is Ethernet, therefore the
third field indicates which protocol the next header corresponds to. In the case
of being 802.3, this field reflects the length of the real Data field. We say real
because 802.3 is in charge of controlling the minimum frame length, filling in
the Data field if necessary. That is why it is necessary to indicate the real length
of the Data field, to be able to discard the padding if there was one. If this field
has a value greater than 1536, it is Ethernet, otherwise we would be talking about
802.3.

It is possible to see thedestinationMACaddresshighlighted in red: 00:e0:fc:30:ec:c6,
where the first 24 bits indicate the manufacturer of the device, in this case it
would be HuaweiTe_30:ec:c6, because it is Huawei Technologies the manufac-
turer.

The sourceMACaddresshighlighted inblue is: 00:13:8f:96:74:9e (Asiarock_96:74:9e),
where Asiarock is the manufacturer of the network card of the pc on which the
software is installed. software. Then in the next field, highlighted in green, we
can see that the encapsulating network protocol is ip.

Next, the IP header boxed in red in the previous capture is analyzed.

The structure of the ip header is as follows:
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Figure 12.9: SIP Protocol and Debug: IP Header

In this case we can see that it is an IP version 4 datagram and is 20 bytes long
(fields highlighted in yellow), it is important to clarify that the value of this
last field corresponds to 32-bit words, so Therefore, the value that appears is
5. That is, 5 x 32 bits=160 bits=20 Bytes, from this value we can infer that it is
a datagram without options, otherwise the header would have a size greater
than 20 Bytes.

Below we see that the Type of Service field (highlighted in purple) has a null
value, no distinction is made for this datagram in terms of reliability, priority,
delay or throughput.

The next field (highlighted in light blue) is the total size of the datagram that
has a value of 903 Bytes.

Then the identification field (in gray) of the packet shows a value of 5525 that
serves to distinguish it from other packets, this is necessary to identify the
fragments corresponding to a datagram that has been fragmented.

We see that the flags field (in green) has a null value, that is to say that the
datagram can be fragmented (Don’t fragment=0) and that either it has not
been fragmented or it is the last fragment.

Then the next fragment offset field (in purple) is zero, this means that it is the
first fragment or it has not been fragmented. From these last two values we
infer that the datagram was not fragmented.

The Time to Live field (in yellow) has a value of 128, meaning that this packet
could go through amaximum of 128 networks until it reaches its destination,
this value decreases for each hop, if it reaches 1, it will be discarded the pack-
age.

The next field indicates the protocol that contains the payload, here it can be
seen that the protocol used in the transport layer is UDP, the value is 9 for this
protocol.

Next we have the checksum (in green), which is used to control header errors,
in this case we see that the header does not contain errors.

The next fields are the source and destination IP addresses respectively. In
this case, 192.168.1.128 is the one who generated the datagram and 192.168.1.15
is the destination of said datagram. (in light blue and gray respectively)

The analysis continues with the next header, the transport header, which in this
case, as previously mentioned, will use UDP. Let’s remember its structure.
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Figure 12.10: SIP Protocol and Debug: Transport Header

The first field indicates the source port, in this case, since it is a sip port, it was
expected to be 5060 as well as the destination port (highlighted in light blue
and blue respectively).
Thenwe see that the next field (in red) is the one that indicates the size of the
UDP segment including the header, as expected it has a value of 883 Bytes,
20 Bytes less than the datagram, the size of its header.
And finally (in gray) we have the checksum of the segment, this is optional
and when it is not calculated, this field is set to zero. Here we see that it has
been used and there were no errors.

In the application layer we have the message encapsulated in sip and its depen-
dent protocols, in the next scenarios these protocols will be analyzed inmore de-
tail.
The next message that is sent in response to the previous INVITE is a TRYING,
below we can see the capture:

Figure 12.11: SIP Protocol and Debug: TRYING

The analysis of this message is very similar to the previous one, only the most
important differences at each level will be indicated.
At the link level we can see that the mac address fields are inverted since the
frame is sent in the reverse direction, from the videophone to the softphone.
Again in the type field we see that there is IP as the next header.
At the network level, it can also be seen that the IP addresses have been inverted
just like theMac ones. As themost important difference, we can see that the size
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of thedatagramdecreased since thismessagedoesnot encapsulate any auxiliary
protocol.
Regarding theUDPheader, it can be verified again that it differs by 20 bytes from
the IP header.
Theapplication-levelmessage is thenchecked tobe theTRYINGmentionedabove.
The next message is the RINGING, we can see its capture, here it is important to
take into account that the direction of this datagram is the same as the previous
one (trying), coinciding with what was theoretically anticipated.

Figure 12.12: SIP Protocol and Debug: RINGING

Here it is verified in the mac and ip address fields that the direction of the mes-
sage is again from the sip phone to the eyebeam. At the application level we can
verify that it is a ringing message.
The nextmessage is a 200 OK, sent from the softphone. The screenshot is shown
below:

Figure 12.13: SIP Protocol and Debug: 200 OK

This message has the function of confirming the acceptance of the call.
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Here it can be seen that there is an SDP message encapsulated in SIP in order
to confirm the codec that will be used in the communication. In this case, G.711
U-Law is confirmed as previously anticipated. This will be discussed in detail later.

The following messages are from RTP, the first one contains a Comfort Noise
message, this serves to accommodate the parameters of the FIR filters that will
emulate a slight noise when detecting silences for user comfort. Here you see
this type of message given the codec being used, G.711 does not come by default
with this option, therefore this facility is made.

Figure 12.14: SIP Protocol and Debug: RTP

The following message is sent from the software to the videophone and it is an
ACK, whose function is to confirm different values of the fields sent in the INVITE
message. Let’s see below how these fields match in both messages.
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Figure 12.15: SIP Protocol and Debug: ACK

From now on the exchange of audio over RTP begins. As can be seen in the first
graph of the exchange of messages, there are only packets from the videophone
to the softphone, this is because at the time of the captures we did not have a
microphone on the PC, therefore no packets were sent in this sense. Below is
just an example RTP packet.

Figure 12.16: SIP Protocol and Debug: Audio over RTP

In this example, the communication from the softphone was terminated. Here
it is seen, since it is that end that sends the BYE message. Below we can see the
capture of this packet.
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Figure 12.17: SIP Protocol and Debug: Cut Request

As seen previously, this message notifies the termination of a call. At the other
end, this message is answered with a 200 OK confirming the end of the call.

Figure 12.18: SIP Protocol and Debug: Cut Confirmation

To finish with this scenario we can conclude that the theoretical framework pre-
sented above was met. Communication was established within normal param-
eters, successfully. No unexpected messages found. The link layer, network and
transport fields that were analyzed in each case coincided with the expected re-
sults.

12.4.3.2 Successful call from videophone to softphone

12.4.3.2.1 Objective Observe andanalyze the establishment, progress anddis-
connection of a communication with both available devices, as well as note dif-
ferences with the previous case.

12.4.3.2.2 Execution The scenario in this case is as follows:

1. User A (Huawei phone) calls user B (softphone).
2. After letting the softphone ring, the call is answered.
3. Wait a few seconds. User B ends the call.

The following figure shows the flow of said call:
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Figure 12.19: SIP Protocol and Debug: Call Flow

12.4.3.2.2.1 Invite The call is initiated by User A, using the INVITE method. It is
interesting to see the bytes of themessage as they are presented by the ethereal:

Figure 12.20: SIP Protocol and Debug: INVITE

It can be seen that themessage is encoded in ASCII, whichmakes it easy for users
and administrators to decode. The cost of sending messages in plain text is a
higher use of bandwidth, but as we will see below, signaling under normal con-
ditions requires fewmessages to establish the call.
As can be seen in the figure, 3 segments are identified within the INVITE mes-
sage:

Request Line: In this section of the message you can mainly see the SIP
Method used (INVITE, TRYING, etc.) and the SIP version. Unlike H.323, SIP
does not ensure backward compatibility between versions, so amethod sup-
ported in 1.0 might no longer be used in a later version.
In the case of the INVITEmessage, you can see the recipient (TO) of the mes-
sage:[ |mailto:Callee@192.168.1.128 ]Callee@192.168.1.128

1 Request Line: INVITE sip:Callee@192.168.1.128 SIP/2.0

Message Header: The SIP header can be seen in the following figure:
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Figure 12.21: SIP Protocol and Debug: SIP Header

The SIP header ismade up of the following fields delimited by ASCII 13-10 (CR-
CF):

 From: The FROM field is the logical identifier of the User Agent that gen-
erates the request (UA Client). It is made up of the URI (Uniform Resource
Identifier) andoptionally theDISPLAYNameparameter, which is thename
that will be displayed if the user has the active caller ID service. Addition-
ally, within the FROM is the TAG parameter, which is an identifier gener-
ated by the user agent client at the time ofmaking the request. This iden-
tifier, togetherwith the parameterwith the call identifier (Call-ID), serve to
identify the dialogue between the User Agent Client and the User Agent
Server (UAS).
In the following figure you can see the FROM field captured, within the
INVITE:

Figure 12.22: SIP Protocol and Debug: FROM Field

It is interesting to note that in this case the URI: 7366@192.168.1.128 is using
the Videophone identifier (7366), but the IP that was used to form said
message is that of the softphone. This is because the UACs make up the
URI using the IP of the SIP-Proxy, and in this scenario, since the terminal
was configured to work in peer to peer mode, the recipient’s IP is used.
The tag that was generated to establish this dialog is: ba93807d.

 To: The TO field indicates the logical recipient of the order. The UAC gen-
erates the TO field from what is entered by the videophone user. In this
case, the call was generated by dialing the IP of the destination, so the
UAC client generated the URI automatically:

231



Denwa UC&C 4.0.1
CHAPTER 12. SIP PROTOCOL AND DEBUG

Figure 12.23: SIP Protocol and Debug: TO Field

The automatically generated URI uses the string ”Callee@<dialled IP>”.
Note that the TAG is not being used within the TO.

 CSeq: This parameter defines the order of the transactions. It consists of a
sequence number and a method. This sequence number is incremented
by 1 at a time. In the case of this capture, this parameter has the value:
CSeq: 6 INVITE. The method used to build the CSeq must be the same
method used to generate the dialog.

 Call-ID: This parameter is a unique identifier that will group together a
series of messages. It is mandatory that it be the same during all the
messages that are exchanged between UAC and UAS. To ensure that the
identifier is unique, it is recommended to use RFC 1750. (Use of crypto-
graphically random identifiers)
The captured call-ID is:

1 Call ID: 5213e9a3785258c01d1b1cc0ba93807d@192.168.1.15

It is interesting to note that the UAC of the Videophone uses its own IP as
part of the new call ID.

 Via: The VIA parameter identifies the transport protocol and the location
where the response should be sent. The UAC must insert this parameter
compulsorily whenever the request is generated. It is important to note
that this parameter is present in messages sent by UAC only.
The VIA field includes the Branch parameter, which is used to identify the
transaction within the UAC. This parameter must be unique.
RFC 3261 specifies that the default value of the Branco ID begins with
z9hG4bK. In the screenshot you can see that the transport protocol isUDP,
and its IP and port is that of the Videophone.

1 Via: SIP/2.0/UDP 192.168.1.15:5060;branch=z9hG4bKba93807da

 Contact: This parameter is used to identify the specific instance of the UA
where requests can be sent, outside of the current dialog.
In this capture, this parameter has the value:

1 Contact: <sip:7366@192.168.1.15>

 Max Forwards: This parameter is used to limit the number of hops that a
request can transit. By default this value is set to 70hops. If this parameter
reaches 0, the call is terminated with code 483 (too many hops).

 Allow: Indicates all the methods supported by the UA. If this parameter
is not present, it does not mean that the UA does not support any meth-
ods, but rather that it did not provide them itself. This message seeks to
optimize the number of messages needed to complete.
In the case of the invite message, this parameter included:

1 Allow: INVITE, ACK, CANCEL, OPTIONS, BYE, REGISTER, PRACK, UPDATE, INFO
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 Content-Length: Indicates the number of bytes in the message body. If
there is no information in the message body, this parameter must be set
to 0. This parameter can be abbreviated using ”l:”.
In this case the length of the message is:

1 Content-Length: 274

 Content-Type: This parameter indicates the typeof information contained
in the body. Some examples are: Content-Type: application/sdp c: tex-
t/html; charset=ISO-8859-4 In this case, the protocol that was used:

1 Content-Type: application/sdp

Message Body: The body of the SIP message, as seen in the header, is using
SDP:

Figure 12.24: SIP Protocol and Debug: Message Body

The Session Description Protocol is defined in RFC 2327. The advantage of
using an additional protocol to set the parameters that will define the ses-
sion establishment is that this allows SIP to be easily adapted for both voice
communications and multimedia applications.
The SDP protocol consists of different tags, each of which describes a partic-
ular parameter of the session. You can see the following parameters:
 v - SDP Protocol Version
 o – Owner-Creator, Session Id: Within these parameters you can see the
session identifier, the IP and the owner:

Figure 12.25: SIP Protocol and Debug: Owner Username

 c – Connection Information: This parameter presents the IP where the au-
dio stream should be sent. In this case it is the same IP of the VideoPhone:
192.168.1.15.

 t- Time description: It is the time that the audio stream has been active.
 m- Media Description: This tag has the description of all the codecs sup-
ported by the UAC that started the conversation. The media type is spec-
ified, which informs that the content of the session is audio, the media
port, which defines the UDP port that was assigned to receive the RTP
stream. Audio codecs (video or dtmfs) are identified using standard pre-
sets: 8 G.711A , 0 G711U, 4 G.723, etc.
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Figure 12.26: SIP Protocol and Debug: Media Description

As necessary, each codec adapts its parameters using media attributes:
 a – Media attributes: In the figure you can see how the different param-
eters are specified for each particular codec. The attributes are related to
the codec via the ”Media Format” parameter.

Figure 12.27: SIP Protocol and Debug: Message Attibutes

12.4.3.2.2.2 Ringing This message is sent by the UAS (in this case, the softh-
pone) to indicate that theuser is beingalerted about the invitation. It is important
to note that compared to scenario 1, the TRYING message is not being sent. This
is typical of the softphone implementation, since there is no interface to excite,
as for example in a telephone in which there is an interface with an analog line,
which takes a while until it starts ringing.

Figure 12.28: SIP Protocol and Debug: Ringing

Looking at this message in detail, and comparing it against the fields previously
seen in the INVITE, it can be seen that:
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1. THE FROM and TO sent in the INVITE header ARE MAINTAINED, that is, the
UAS does not change the values provided by the UAC. The only difference is
that the UAS adds the TAG in the TO, with which the call is identified by the
Call-ID, tag provided by the UAC, tag provided by UAS.

2. The CSeq maintains the identifier provided in the INVITE.
3. The VIA parametermaintains the same values as in the INVITE, and the same

is valid for the Branch.
4. The CONTACT parameter is updated with the values of the UAS.
It is interesting to see a detail of what happens once the Ringing message is re-
ceived:

Figure 12.29: SIP Protocol and Debug: Comfort Noise

It can be seen that the softphone, once I send the Ringing message, since it has
the SDP information from the Videophone, can already start sending audio (in
one direction). Before sending the 200OKwith the necessary information for the
videophone to open the channel in the opposite direction, it sends RTP packets
with comfort noise, so that the user is not left listening to a silent channel, which
would give the impression that the communication failed.
Then the softphone sends the 200OKmessagewith the SDP so that the UAC can
open the channel, in the reverse direction.

12.4.3.2.2.3 200 OK Thismessage keeps the same values in the parameters as
the RINGING.
In theMessage Body it can be seen that G.711 Mu (8) is being sent as the preferred
protocol, and RTP/AVP (101) will also be used for telephone events (dtmfs). Audio
will be directed to UDP port 9440.

Figure 12.30: SIP Protocol and Debug: 200 OK
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12.4.3.2.2.4 ACK VideoPhone | Softphone This message confirms that the
Videophone received the 200 OK notification from the UAS, and that the port
was opened with the information provided in said message. It can be seen that
after this message, the Videophone starts sending RTP using G.711 to port 9440.

Figure 12.31: SIP Protocol and Debug: ACK

12.4.3.2.2.5 BYE Softphone | videophone The first thing that is interesting is
that the BYE message is generated by the softphone instead of the videophone,
which was the one that had started the conversation.

Since in this case the UAC is the softphone, the FROM and TO are inverted, and
the VIA is updated with the values corresponding to the Softphone.

However, both the tags and the call-ID remain as in the other messages.

Figure 12.32: SIP Protocol and Debug: Message Attibutes

12.4.3.2.2.6 200OKVideophone | Softphone Thismessage confirms that the
call was disconnected on the Videophone side. It is important to note that in this
case the Content-Length is set to 0 because no SDP information is included.
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Figure 12.33: SIP Protocol and Debug: 200 OK - Disconnect

12.4.3.2.3 Conclusions From the previous analysis it is interesting to note that
the FROM, TO, VIA and CONTACT parameters are adapted according to the role
that each Terminal is fulfilling at each moment (UAC or UAS).
It is also interesting to note how the flow control of SIP messages is carried out,
which justifies why most manufacturers use UDP as transport protocol instead
of TCP.

12.4.3.3 Successful call from softphone 1 to softphone 2 and vice versa

12.4.3.3.1 Objective Observe andanalyze the establishment, progress anddis-
connection of a communication with both available devices, as well as note dif-
ferences with the previous case.

12.4.3.3.2 Development In the present scenario there is a successful commu-
nication between two softphones. The purpose of this screenshot is to verify that
since there is no sip proxy between the devices, no trying message appears. To
carry out the communication again, both sides had to be configured as peer-to-
peer. We see below the exchange of messages.

Figure 12.34: SIP Protocol and Debug: Call Flow

Herewe verify that after the first INVITEmessage, the other end responds directly
with a RINGING type message, ignoring the TRYING. This is again due to the fact
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that since there is no Proxy, it does notmake sense in a point-to-point connection
to send this message. Next we see the capture.

Figure 12.35: SIP Protocol and Debug: Ringing

This communication takes place in normal terms just like the previous two sce-
narios. In this case we can mention that although there were no microphones
at either end, there is audio exchange via RTP. This is because as the G.711 U-Law
codechas beennegotiated, silence suppression is not implemented, that is, there
is an exchange of audio but without any content. In conclusion, the previously
stated hypothesis regarding Trying is verified.

12.4.3.4 Call from videophone to softphone in DND (Do Not Disturb) mode

12.4.3.4.1 Objective Observe and analyze the failed establishment in a com-
munication with the unavailable softphone.

12.4.3.4.2 Development The messages exchanged are shown below.

Figure 12.36: SIP Protocol and Debug: Call Flow

This is the image of the Soft Phone configured in Do not Disturb mode.
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Figure 12.37: SIP Protocol and Debug: Soft Phone with DND

Like all communication, it starts with an INVITE from the VideoPhone, who initi-
ates the call, to the Softphone. This package has identical characteristics to the
previous ones.

The fundamental difference with scenarios 1, 2 and 3 where the calls were estab-
lished is that when the softphone is in DnDmode, it responds with the message
480 Temporarily

Unavailable requesting the end of the call towhich it respondswith theACKmes-
sage, thus ending the call.

12.4.3.4.2.1 Message480Temporarily unavailable Thismessage is givenwhen
the other device is connected correctly but is not able to answer the call. For ex-
ample: when it is not logged in, when it is logged in but in a state that does not
allow the entry of another communication or is in Do not Disturb (DnD) mode.
The phone that made the call usually displays a message saying that the desti-
nation phone is not available, please try again later.

Below is the screenshot of the 480 message:
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Figure 12.38: SIP Protocol and Debug: Message 480

In the Status Line it is displayed that themessage sent is 480, thefields it contains
are the same as those of the rest of the SIP messages.

Every time a call is terminated or does not go through for some special reason,
an error message is sent in response to the different failures detected.

As previously indicated, it corresponds to the answers of the class:

4xx: Method failure responses.

5xx: Server fault responses.

6xx: Global fault responses.

SIP error list

In the «??» section found on the ?? page, there is a complete list of SIP
protocol error messages.

12.4.3.4.3 Conclusions The appearance of several unusual messages such as
DECLINE, Request Terminated, etc., broadens the basic scenarios that could ap-
pear in a SIP connection (analyze SIP event table) Æ (RFC 3261).

12.4.3.5 Call from the softphone to the busy videophone

12.4.3.5.1 Objective Observe and analyze the failed establishment in a com-
munication with the videophone in use.

12.4.3.5.2 Development The following shows thepackets exchangedbetween
the Soft Phone and the VideoPhone.
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Figure 12.39: SIP Protocol and Debug: Call Flow

In this case, a call was made from the Softphone to the Videophone, which was
busy. The videophone responds to the INVITEmessage with a TRYING and RING-
ING, but upon detecting that it is not able to receive the call, it sends the error
message 603 DECLINE or call rejected, to which the softphone responds with
the ACK, ending the connection.

12.4.3.5.2.1 Message 603 DECLINE The 603 DECLINE message indicates that
the phone being called is correctly connected but the recipient explicitly does
not want to answer the call.
In this case, the Cancel key was pressed on the Video Phone while ringing, thus
ending the call. The message ”Try again later” appears on the caller’s display.
Below is the capture.

Figure 12.40: SIP Protocol and Debug: Call Flow

In the Status Line field it can be seen that this packet is code 603, which does not
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have additional content describing the reason, so it has similar characteristics to
the rest of the SIP messages.
As previously indicated, it corresponds to the answers of the class:

4xx: Method failure responses.
5xx: Server fault responses.
6xx: Global fault responses.

SIP error list

In the «??» section found on the ?? page, there is a complete list of SIP
protocol error messages.

12.4.3.5.3 Conclusions The appearance of several unusual messages such as
DECLINE, Request Terminated, etc., broadens the basic scenarios that could ap-
pear in a SIP connection (analyze SIP event table) Æ (RFC 3261).

12.4.3.6 Failed calls from softphone 1 to softphone 2

12.4.3.6.1 Objective Observe and analyze the causes for which it was not pos-
sible to establish communications.

12.4.3.6.2 Development Thediagramofpackets exchangedbetween softphones
is shown below.

Figure 12.41: SIP Protocol and Debug: Call Flow

In this communication, IP Softphone: 192.168.1.200 generates a call to IP Soft-
phone: 192.168.1.128, which respondswith aRinging indicating that it is connected
and is ringing.

Figure 12.42: SIP Protocol and Debug: Ringing

Before the receiver answers the call, the softphone that generated it terminates
it, so it sends a CANCEL message to the softphone indicating that the INVITE
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session is canceled and asking the other softphone to stop ringing, to which it
responds with an confirmation message 200 OK. Then the Softphone 128 sends
the correspondingmessage to end the call, in this case it sends the 487 Request
Terminated message, which indicates that it received a CANCEL. To which the
other party responds with the ACK ending the call.

The INVITE and RINGING packages have already been explained so they are not
shown.

12.4.3.6.2.1 CANCEL message The CANCELmessage is sent when the person
who initiated the callwants to end it before the recipienthas answeredorfinished
it, that is, cancel the INVITE request.

Sending thismessage is similar to asking the other party to stop calling, to which
the other party responds by sending the 200 OK and the 487 message, thus al-
lowing the call to end.

In the screenshot we see that the Req Line describes a CANCEL packet, which
does not differ from the rest of the packets, because it does not contain a clarifi-
cation or content field.

Figure 12.43: SIP Protocol and Debug: CANCEL

12.4.3.6.2.2 487 Request Terminated This message is sent in response to a
CANCEL or BYE allowing the termination of the call.

Below is the capture.
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Figure 12.44: SIP Protocol and Debug: 487 Request Terminated

In the Status Line we see that the message sent is 487 Request Terminated. The
fields of this message are similar to the previous ones because they do not have
a field for clarifications or content either.

12.4.3.6.3 Conclusions We can observe in this analysis that there is an agree-
ment with the previously detailed theoretical description regarding the CANCEL
message, where the UA with the IP address: 192.168.1.128 sends a cancellation re-
quest after its INVITE request, thus concluding with the communication .
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CHAPTER 13

STRESS TEST

During the stress tests of the Denwa UC&C 4.0.1 platforms , it will be necessary
to use different tools in order to monitor the behavior of both the platform and
the active computers on the local network where it will be carried out. To do this,
Denwa Technology Corp. will provide a virtual machine in OVA format that will
contain all the necessary elements for the process.

13.1 Virtual Machine

The virtual machine consists of an Ubuntu 16.04 LTS Desktop where ssh connec-
tion multiplexing tools , a call generator and ” The Dude” by MikroTik have been
made available .

13.1.1 Initial Configuration

The virtual machine has a graphical environment fromwhere it will be necessary
to perform the network configuration manually. What is described below corre-
sponds to the content of a PDF file, found on the user’s Desktop, in which the
step by step for network configuration is described.

Instructions

Preparations Before carrying out any configuration, some network in-
formation must be validated, for this it will be necessary to open a new
terminal ( Crtl + Alt + T) and write the following command

1 ifconfig –a

With this information it will be possible to obtain the nameof the network
card within the system, which could be: eth0, enp3s0, etc.

Network Configuration The first time you enter this virtual machine,
you must configure the network parameters for it to work correctly. You
can do this by clicking on the icon that you will find in the upper right
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corner of your screen. Subsequently, the option “ Edit Connections …” Af-
ter doing so, you must press the “ Add ” button, which will display a new
window where you will select “Ethernet” as the connection type and you
must click on “ Create ”. In the next window the following settings will be
made: ethernet

Device : the network card obtained by the ifconfig –a command will
be selected
IPv4 Settings
 Method: Manual
Addresses:
 Address: IP that will be assigned to the VM
 Netmask : Netmask (in four octets or in cidr format)
 Gateway: Gateway

DNS Servers: IP of the DNS servers to use (must be able to resolve the
domain supportvpn.denwaip.com). Aftermaking the above settings, you
must press the ” Save ” button

Connectivity validation Using a terminal ( Crtl + Alt + T) it is possible to
perform connectivity tests using the system’s own tools, such as:

ping
traceroute
telnet
mtr

It is necessary to verify that the domain supportvpn.denwaip.com can be
resolved and that the port 1199 of said domain is reachable by udp .

Support VPN Connection From the terminal ( Crtl + Alt + T) it is possible
to connect the device to the Support VPN, this will be done by using the
command:

1 sudo openvpn / etc /155.ovpn &

When prompted for the [sudo] password , you will need to enter: config
and press the Enter key . Subsequently, through the ifconfig command ,
you will be able to know the IP assigned by the Support VPN, in order to
provide it to the Denwa Technology Corp.
staff

PDF on Virtual Machine user’s Desktop

From the above, it is important to emphasize the need for the IP assigned to this
virtualmachine to have the possibility of connecting to our Support VPN, in order
to be able to manage it remotely.

13.1.2 Terminator

This tool is an ssh connectionmultiplexer , whichwill allow organizing the display
of different queries to the Denwa teams involved in the tests, such as :

CPU Usage
RAM usage
Registered Users or Agents
Concurrent Calls
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Disk Utilization
etc.

Each of these queries being in a different ssh session .

13.1.3 The Dude

MikroTik monitoring tool will provide us visually with the status of the network at
the time of carrying out the different tests; For this, it will be necessary to have
the following information:

COMPLETE Topology the network where the monitoring will be carried out,
indicating:
 IP addresses of each unit indicating which panel it belongs to.
 Connection ports of the equipment involved in the test.
 Connection ports of ALL intermediate equipment, namely:
 Routers
 Switches
 etc.

Description of the type of connection between the devices:
 ethernet
 Giga
 SPF
 SPF+
 etc.

Credentials for queries via SNMP in any of its versions (1, 2 or 3) in:
 Agent devices
 ALL intermediate devices, namely:
 Routers
 Managed Switches
 etc.

For example:

Figure 13.1: stress tests: Client-sent topology

Figure 13.2: Testing stress: Monitoring by «The Dude»

13.2 Test Bench

Once it has been possible to replicate the topology in the MikroTik «The Dude»
tool and we have information related to the bandwidth used in each of the con-
nections of the different equipment by which (consulted by SNMP) we will pro-
ceed to carry out the stress tests by using the call generator contained in the
virtual machine.
In order to validate the results, each test must be repeated at least two (2) times,
maintaining the maximum flow of calls for at least five (5) consecutive minutes.
The tests will be carried out in stages, as follows:
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Test 1: 10% of the total concurrent calls contracted
Test 2: 25% of the total concurrent calls contracted
Test 3: 50% of the total concurrent calls contracted
Test 4: 100% of the total concurrent calls contracted
Test 5: 110% of the total concurrent calls contracted

The growth rate of concurrent calls, until reaching the aforementioned threshold,
will be constant, and will be defined by the maximum number of simultaneous
calls, since for these tests we use an audio file that has a defined duration of one
hundred and twenty (120) seconds. Rate = Maximum Duration It should be noted
that, under this test scenario, it is possible that most of the calls will not be an-
swered by the Contact Center staff assigned for this purpose, so they will appear
as ”Unanswered” in the platform Reporting .
Additionally, it is necessary to consider that the file used in our test scenarios uses
the G.711-A codec, therefore, in the event that the agents’ internals or the trunk
use another codec, it could generate a greater use of resources of the platform
because of transcoding.
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